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This contribution proposes to introduce emergency services support for the new SA2 TR on “Architecture aspects of Home NodeB and Home eNodeB”.

1. Discussion
Emergency services requirement has been added on Rel-9. The requirement is as below (refer to TS22.220 v1.0.1):

-
H(e)NB shall support emergency calls for both CSG and non CSG members.
For closed access mode, the UE can not access the network via the H(e)NB if the CSG ID of the H(e)NB is not in the Allowed CSG List. However, if the UE indicates the network the access is for emergency calls, the network shall allow the UE's access.
If the CSG ID of the H(e)NB is not in the Allowed CSG List, it can be regarded same as area restriction. UE shall be in limited service mode if it camp on this H(e)NB cell. 
To support emergency service two options can be considered,

Option A) Fallback to other suitable cell 

Network give a reject indication to UE and UE try to reselect another suitable cell to initiate the emergency call. But this does not fulfilled SA1 requirement. Also in some case there are no other suitable cells for initiate emergency call. 

Option B) Adopting similar approach as in Macro cell

Similar approach as doing on the Macro cell an Emergency Attach procedure can be executed to overrule the CSG access restriction. The MME/SGSN/MSC shall not reject the emergency attach request and accept the following emergency call service even if the accessing CSG ID is not in the Allowed CSG List.
When UE have emergency bearer services and TAU/RAU is triggered, if the CSG ID of the target Cell is not in the Allowed CSG List, all non-emergency bearers are deactivated by the new MME/SGSN. And the new MMS/SGSN shall accept the TAU/RAU request without consideration of CSG access control restriction.  

For the handover case, it still depends on the process on RAN group. It is for FFS on how to support emergency service on that case.
2. Proposal
The contribution proposes to add the following descriptions to clause 6 of TR 23.830, “Architecture aspects of Home NodeB and Home eNodeB (Release 9)".

Start of Change #1

6.3.X
Architectural issue – Support Emergency Services
6.3.X.1
Description 
For the UE access network via CSG, if the UE indicates to access network for emergency calls or handover for emergency call, CSG access control restriction shall be removed.
6.3.X.2
Solutions
If the CSG ID of the H(e)NB is not in the UE Allowed CSG List and UE camp on this H(e)NB, UE is in the limited service state. In that case besides the normal emergency process,

· When Emergency Attach Request is received, the MME/SGSN shall not reject it due to CSG access control restriction.
· When Emergency Service Request is received, the MME/SGSN/MSC shall not reject it due to CSG access control restriction.

· When Emergency PDN connection Request is received, MME/SGSN shall not reject it due to CSG access control restriction. 
· When UE have emergency bearer services and TAU/RAU is triggered, MME/SGSN shall not reject it due to CSG access control restriction.

It is for FFS on how to support emergency service handover if the target H(e)NB CSG ID is not on the UE allowed CSG list.
End of Change #1
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