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The following is based on functionality proposed in TR 23.830 v0.3 with some minor changes to attempt to clarify and complete the design.
Proposal

The following changes are proposed to TR 23.830 v0.3.
* * * First Change * * * *

6.1.4
Architectural issue – Managing changes to CSG membership and handling of CSG ID expiration time

6.1.4.1
Description 
The handling of the CSG ID expiration timer need to be defined, regarding what functions that are to be performed in which nodes. In addition it is needed to find a solution on how the synchronization is achieved between the UE and the MME/SGSN/MSC, to avoid that the UE is camping on a CSG cell that the MME/SGSN/MSC regards as not allowed for the UE. If the synchronization fails, it will lead to that the UE cannot be reached by a page, since it is camping on a CSG cell that MME/SGSN/MSC regards as not allowed for this UE.

Synchronization between UE and MME/SGSN/MSC is also needed in the case where a CSG ID is removed from the HSS, or the expiration time is changed in HSS. The assumption is that a solution covering the case of changed CSG data in HSS also can be used for synchronization when a CSG ID timer expires.
6.1.4.2
Solutions

6.1.4.2.1
Solution 1

Since the expiration date for a CSG ID exists in HSS and MME/SGSN/MSC, it seems needed that all entities handle the expiration date in some way.

Functionality in HSS:

· The HSS must supervise the expiration dates of any CSG ID in the subscription data, to be able to only send valid CSG IDs with corresponding expiration dates (i.e. not expired ones) in subscription data to MME/SGSN/MSC (e.g. in the existing Insert Subscriber Data message to SGSN). Otherwise the result would be that the CSG list in HSS might grow over time, not allowing new CSG IDs to be entered due to the maximum limit of 50 CSG IDs per subscriber.

· When a CSG ID expires, it implies that subscription data in HSS is changed. It is proposed that HSS shall not inform MME/SGSN/MSC each time any CSG ID for any subscriber expires. Another option is to let HSS supervise the timers, and to update MME/SGSN/MSC each time a timer expires, but this seems to increase the signalling from HSS to MME/SGSN/MSC and is therefore not preferred.

· If a new CSG ID is added or removed in the subscribers CSG ID list in HSS, or an expiration time is changed, it seems necessary to always send the complete list of CSG IDs to MME/SGSN/MSC according to current CT4 specifications.

Functionality in MME/SGSN/MSC:

· It is assumed that MME, SGSN and MSC have the same type of functionality for timer expiration handling.

· At any type of access control of a UE entering a CSG cell, the MME/SGSN/MSC must check that the CSG ID of the CSG cell corresponds to a CSG ID in the subscription data, and in addition that the expiration date hasn’t passed.

· If the MME/SGSN/MSC receives updated subscription data from HSS, it needs to check whether any CGS ID is removed, or any expiration time is changed. No action is required if one or several CSG ID are added.

· If the expiration time for a CSG ID for an attached user expires, it seems needed that MME/SGSN/MSC performs the following actions:

· If the UE is in Idle mode, MME/SGSN/MSC pages the UE. 

Editor's note: Paging UE in Idle mode needed or not is for further study.

· There are three possible cases:

· The UE is camped on the CSG ID that has expired. Solution: The page will lead to the UE performing a Service Request. This Service Request can then be rejected by the MME/SGSN/MSC with an appropriate cause code, indicating that the CSG ID is not allowed. The UE will then remove this CSG ID from its list of Allowed CSG IDs, and will move into macro coverage, or into another CSG cell, depending on the content of its Allowed CSG ID list.

· The UE is camped on another cell than the CSG cell with the CSG ID that has expired. Solution: The MME/SGSN/MSC accepts the Service Request and informs the UEof the expired CSG ID. It is FFS what mechanism to use to inform the UE of the expired CSG ID.

· The UE is not reachable. Solution: The MME/SGSN/MSC do not remove the expired CSG ID, but marks it for removal. If there are incoming data for the UE, it will be also paged in cells of these CSD IDs. The CSG ID is not removed until the MME/SGSN/MSC can reach the UE and confirm that the UE has updated its list. It is FFS how to handle the case when the UE attaches to another MME/SGSN/MSC when it becomes reachable again.

· If the UE is in Connected mode, there are two possible cases:

· The UE is connected via the CSG cell of the expired CSG ID. Solution: MME/SGSN/MSC performs an S1-release or Iu-release with an appropriate cause  code. This shall lead to the UE performing a TAU/RAU/LAU in macro-cell (or another CSG cell) and removing the expired CSG ID from its list of Allowed CSG IDs.

· The UE is connected via another cell than the CSG cell of the expired CSG ID. Solution: It is FFS how the UE is notified of the expiry of the CSG ID. 

· Note that the requirement for Rel-9 is to divert the traffic to a non-CSG cell, which may require new procedures for network initiated handovers.

Disadvantages of placing the functionality in the UE:

· It can be discussed whether the UE in addition also need to know the expiration time. However, it does not seem possible to trust the UE to always obey the expiration time, which means that MME/SGSN/MSC must supervise it anyway. Therefore it would be duplicate functionality to require the UE to also supervise the expiration time.

· The UE does not get the expiration time according to existing standardisation work in other bodies, and it is neither required by SA1. One way to get the expiration time to the UE is to send it from the OMA DM server in addition to the CSG IDs, but this do not cover the cases where operators do not use OMA DM servers and rely on manual CSG ID addition. So in such cases would MME/SGSN/MSC anyway need to supervise the expiration time, or to add new procedures to convey the expiration time to the UE

· The expiration time for a CSG ID is defined by CT4 to be an absolute time. For a UE it doesn’t seem trivial to precisely supervise that an absolute time has expired, and in such cases would the MME/SGSN/MSC anyway need to supervise it. An alternative is to add procedures to let the network convey absolute time to the UE, but this will introduce additional complexity in the UE and the network.

· Since it is concluded above that MME/SGSN/MSC must supervise the expiration time, an expiration time in the UE as well seems to cause race conditions and unnecessary signalling, since both the MME/SGSN/MSC and the UE at probably the same time tries to perform similar actions at CSG ID expiration.

· Due to the above reasons it is proposed that the UE do not receive or handle the expiration time for a CSG ID.

Functionality in other entities:

· It is also possible for a potential CSG list server to inform the UE over OMA DM of a changed list of allowed CSG IDs, caused by the expiration time for a CSG ID.
6.1.4.3
Evaluation

The following functionality is agreed for handling CSG membership changes for permanent and temporary CSG members.

Current functionality defined for HSS:

-
The HSS sends the CSG subscription data including any potential expiration time to the MME/SGSN/MSC. 

-
If a CSG Id is added or removed in the CSG subscription data in the HSS, or an expiration time is changed, then the HSS shall send the update to the MME/SGSN/MSC. 

Proposed additional functionality in HSS to handle changes in CSG membership:

-
If a CSG Id is to be removed from the CSG subscription data, or the CSG ID is expired, then the HSS should remove the CSG ID from the HSS subscription data after the CSG ID was removed from the UE list, e.g. by OMA DM or OTA update, FFS how to accomplish when OMA DM or OTA are not deployed. 
-
The HSS shall not update the CSG subscription data in MME/SGSN/MSC because of expiry of a CSG Id.

NOTE:
This is just to reduce the amount of communication between the HSS and the MME/SGSN/MSC and it is functionally not needed.

-
If the HSS stores CSG IDs with an expired time, these shall also be included in the CSG subscription data sent to the MME/SGSN/MSC.

-
If a network uses paging optimisation Permanent CSG subscriptions should get an appropriate expiration time in HSS when the CSG subscription is cancelled. Subscription data in MME/SGSN/MSC are updated by the HSS because of this change of the HSS CSG subscription data.
NOTE:
Using the expiry time information in the CSG subscriber data makes it possible to ensure that the MME that uses paging optimisation can page UEs that still may camp on that CSG when the subscriber has been removed from the CSG or the timer has expired. The CSG expiry time set to an expired value will indicate that the UE has not updated its Allowed CSG list when the UE was removed from a CSG or the CSG has expired for a temporary membership.

Current functionality defined for MME/SGSN/MSC:

-
The MME, SGSN and MSC shall supervise the expiration time of any CSG Id in the subscription data, i.e., even if the UE knows the expiration time, the MME, SGSN and MSC shall not rely on the UE’s enforcement of the expiration time for the CSG.

-
When a UE accesses a CSG cell, the MME/SGSN/MSC shall check that the CSG Id of the CSG cell corresponds to a CSG Id in the CSG subscription data, and that the expiration time (if present) is still valid.

-
In the event the UE accesses a closed CSG cell either due to being paged at the CSG, initiating uplink data transfer, initiating a mobile originating call or initiating a LAU/RAU/TAU procedure (e.g. triggered by an automatic or manual reselection), if the CSG Id is not present in the CSG subscription data or the timer has expired, then the MME/SGSN/MSC shall send a reject message with the appropriate error code. The UE shall remove the entry for this CSG from the Allowed CSG list. 

Proposed functionality in MME/SGSN/MSC to handle changes in CSG membership:

-
When a CSG subscription has expired, the entry for this CSG in the Allowed CSG list of the UE may not yet have been removed, and the UE may be camped on a CSG cell for that CSG in idle mode. In order to ensure a page reaches the UE when paging optimisation is performed, the MME/SGSN/MSC shall page the UE at all CSGs which are in the UE’s CSG subscription data and that advertise a TA/LA/RA where the UE may be camped on. This paging shall be performed regardless whether CSG subscription(s) that are stored by MME/SGSN/MSC are expired or not.

-
If an operator does not deploy OTA/OMA DM, paging optimization shall be disabled (and the HSS should delete expired CSG Ids directly when they expire, or are removed). FFS how to handle cases when home PLMN does not deploy OTA/OMA DM but the visited PLMN does (e.g., potentially the visited PLMN could disable paging optimisation for roamers).
-
In addition, if the UE is in Connected mode at a CSG cell and the CSG timer expires or the CSG is removed from the subscription data, then the MME/SGSN/MSC shall perform S1/Iu release procedure with appropriate cause.
NOTE:
It is FFS whether the HNB/HeNB first attempts to perform a handover of the UE to a suitable cell if a CSG timer expires or is removed. (See 6.3.2 for evaluation.)
NOTE:
The S1/Iu release procedure will not cause the UE to update the Allowed CSG list.

Functionality in other entities:

-
It is also possible for a potential CSG list server to inform the UE over OMA DM or OTA of a changed list of allowed CSG Ids, caused by the adding/removing/changing the expiration time for a CSG Id or by adding/removing CSG IDs.

-
An OTA/OMA DM update shall overwrite the entire Allowed CSG list
-
In this case, the CSG list server shall indicate to the HSS (via an unspecified interface) whenever the Allowed CSG list on the UE has been updated via OMA DM or OTA, i.e., the HSS is aware which CSG Ids have been updated in the Allowed CSG list. When the CSG list server indicates to the HSS that a CSG ID is removed from UE list then the HSS removes that CSG ID from the subscription data. 
-
Only a successful OMA DM/OTA update shall remove the CSG Id from the HSS.
NOTE:
The use of the NAS procedure at the MME/SGSN/MSC to remove a CSG ID from UE list will not result in the CSG Id being removed from the CSG subscription data at the HSS.
NOTE:
It is FFS whether the UE shall be informed of the CSG expiration time. (See 6.3.1 for evaluation of this issue.)
3GPP

SA WG2 TD


