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2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

 [1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
 [x]
3GPP TS 23.060: " General Packet Radio Service (GPRS); Service description; Stage 2".

 [y]
3GPP TS 23.228: " IP Multimedia Subsystem (IMS); Stage 2".
2nd change

4.2
Load balancing

4.2.1
Problems description
· Editors Note: This section analyzes IMS load balance mechanism (e.g.  P/S/I-CSCF/SLF/HSS) and identifies potential load balance problems (e.g. how to handle explosive traffic) under IMS architecture.
4.2.1.1
General

Load balancing is an important mechanism in telecommunication networks. In general, we can adopt DNS technology in IMS to achieve limited load balancing. However, current DNS cannot coordinate with IMS to achieve real-time and more dynamic load balancing. Specifically, it is difficult to handle explosive traffic growth when a part of the IMS network is overloaded. This section analyzes IMS load balancing mechanisms (e.g.  P-CSCF/S-CSCF/I-CSCF/SLF/HSS) and identifies potential load balancing problems (e.g. how to handle explosive traffic growth).
4.2.1.2
Analysis of P-CSCF load balancing 

Generally, there are three methods used by the UE to discover P-CSCF addresses:

1) The UE shall request the P‑CSCF address(es) from the GGSN when activating the PDP context. The GGSN shall send the P‑CSCF address(es) to the UE when accepting the PDP context activation. 

2) Use of DHCP to provide the UE with the domain name and/or IP address of a P‑CSCF and the address of a DNS that is capable of resolving the P‑CSCF name.

3) The UE may be configured with the fully qualified domain name (FQDN) of a P-CSCF or its IP address.
As stated above, IMS does not provide any mechanism for load balancing among P-CSCFs, allowing to direct the UE to a low loaded P-CSCF. 3GPP specifications, such as TS 23.060 [x], do not explicitly define how a GGSN obtains a P-CSCF address. Generally, a GGSN may be configured statically with a P-CSCF address. It is similar to DHCP, where P-CSCF domain names are configured statically. 
Currently, a P-CSCF may reject a registration request from a UE when it is overloaded. This mechanism may not be sufficient in order to handle explosive traffic growth or to distribute the load between P-CSCFs. 

4.2.1.3
Analysis of S-CSCF load balancing 

When a UE initially registers in the IMS, a S‑CSCF shall be assigned to serve the UE. S‑CSCF assignment is performed by the I‑CSCF, but the S-CSCF selection policy of the I-CSCF mainly depends on the capabilities, topological information and the availability of the S-CSCF (See TS 23.228 [y] for details). The I-CSCF does not have load balancing information related to the S-CSCFs, which may result in a bad distribution of the load between the S-CSCF of an IMS network.  

When a UE re-registers, the S-CSCF, which was assigned at initial registration, may no longer be the optimal choice with regard to load balance and/or availability of alternative S-CSCFs. S-CSCF re-selection may not be done during re-registration, which may lead to sub-optimal S-CSCF allocations for a long time period.
4.2.1.4
Analysis of SLF load balancing 

The SLF supports HSS address queries for the I-CSCF or S-CSCF when there are multiple HSSs in an IMS network. In a large-scale network, the SLF may become a bottleneck of the system. 
4.2.1.5
Analysis of HSS load balancing 

HSS load balancing involves knowledge of the capacities of different HSS entities and data storage planning. Because different HSSs have different capacities, an imbalance of user data storage may result and it is not easy to guarantee the well-distributed traffic among the HSSs.
4.2.1.6
Analysis of I-CSCF load balancing 

Load balancing between I-CSCF entities can be achieved by means of DNS, based on load balancing algorithms. This capability will not be further investigated. 
End of P-CR

3GPP

SA WG2 TD


