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This contribution proposes a new Application Function for Routing Policy Control to support flexible MAPIM operation and contributes to Section 7.2 of TR 23.861.
Introduction
Section 7.2 of TR 23.861 describes and discusses so far two proposals for IP flow mobility to support Multi Access PDN Connectivity and IP Flow Mobility (MAPIM). Both proposals (section 7.2.1 and 7.2.2) consider access specific signalling interfaces for flow mobility between the UE and the SGW/AGW, which is then conveyed via PMIPv6 specific signalling to the PDN GW, where the associated routing rules are enforced. These techniques imply the following issues:
· Technology and mobility protocol specific signalling (access and on the PMIPv6 protocol interface).
· Routing policy rules are signalled directly to the enforcing entity (PDN GW) without going through the PCRF.
· PCRF is not the central component to maintain states for flow mobility and associated policy routing.
· Operation and signalling of network decisions for flow mobility and policy routing to the UEs, e.g. to support use cases for load distribution, reliability and bandwidth aggregation, is unclear.
This document proposes a third solution, which solves the abovementioned issues. The proposed solution is based on a new Application Function for Routing Policy Configuration and is independent of a particular access technology and supports bi-directional signalling of routing policies for flow mobility. The next section proposes appropriate text to be added to section 7.2 of TR 23.861.
Proposal:
1st Change (add section)
7.2.3 Application Function for Routing Policy Configuration
7.2.3.1 
General
This solution is based on a new Application Function for Routing Policy Configuration. A UE, which has at least one PDN connection established, can signal the routing or flow mobility policies to a Routing Policy Configuration Function (RPCF) in the network, which serves as signalling gateway and point of contact to the UE. The RPCF utilizes the Rx reference point to the Policy and Charging Rules Function (PCRF) to communicate the UE’s routing policies. The PCRF represents the central component to maintain routing policies and signals the routing policies to the routing policy enforcement function in the PDN GW through the Gx reference point.
This architecture enables bi-directional signalling of routing policies, from the UE to the PDN GW and vice versa, from the network to the UE. UE control on routing policies enables all relevant flow mobility use cases, such as handover of a single, multiple or all flows from one PDN connection to another PDN connection. Network control on routing policies enables use cases for reliability, load sharing and bandwidth aggregation. Network initiated flow mobility requires signalling of routing policies from the network to the UE, which utilizes the same reference points: the PCRF initiates the PCEF in the PDN GW to enforce the routing policies through the Gx interface and communicates the routing policies through the Rx interface and the associated RPCF to the UE.
The proposed architecture has the following characteristics:

· Enables bi-directional communication and negotiation of routing policies for flow mobility
· Enables multiple use cases (UE control and network control) for MAPIM
· Enables flow mobility and routing policy configuration for IMS and non-IMS flows
· Supports configuration of general routing policies (e.g. deliver Web traffic over trusted non-3GPP access if available) that do not need to be signalled individually for each mobility event; they can be applied by the network as soon their pre-condition is valid. 

· Routing policy rules can be configured in advance without having a particular PDN connection active at configuration time, hence the solution is independent of the creation/termination of PDN connections
· Routing policies can be modified at any time without the need to send IP mobility signalling messages (such as PMIPv6 or DSMIPv6)

· Interface between the UE and the RPCF is access- and mobility management independent, hence suits NBM as well as DSMIPv6 mobility mode

There are different options, how the RPCF can be realized in the network architecture. The choice of a preferred realization is FFS. The following list summarizes two exemplary options:

Option 1: RPC Application Server – The RPCF is realized as Application Server, which is connected to the PCRF through the Rx reference point. Routing policies may be signalled between the UE and the RPC Application Server by the Extensible Markup Language Configuration Access Protocol (XCAP) and utilizes HTTP transport through the Ut reference point. This first option is illustrated in Figure 7.2-1 as Opt (1).
Option 2: RPC Proxy – Similar to the P-CSCF, the RPCF is realized as a signalling gateway, which is connected to the PCRF through the Rx reference point. Routing policies may be signalled between the UE and the RPC Proxy by means of the Session Description Protocol being transported over SIP through the Gm reference point. This second option is illustrated in Figure 7.2-1 as Opt (2).

[image: image1]
Figure 7.2-1: Routing Policy Configuration Function embedded into the architecture as RPC Application Server (RPC AS, Option (1)) or as RPC Proxy (Option (2)).

7.2.3.2 
Routing Policy Provisioning and Enforcement 
7.2.3.2.1
General
In this scenario it is assumed that the UE is simultaneously attached to a PDN over a 3GPP access and a non-3GPP access using the same IP address on both PDN connections and interfaces (IF1, IF2).

The UE performs simultaneous attach over an additional access by including multi-access indication and associated parameters (if any) in the access specific procedures. The access network shall pass such multi-access related information to the PDN GW during Attach/PDN connection establishment procedures. The PDN GW shall maintain multiple bindings for the PDN connection, one for each of the attached accesses for the UE.

NOTE: 
Further details on how the additional access procedure (over a different access system) to a PDN can be achieved are defined in sub-clause 7.2.2.2. This includes the allocation of the same IP address to both PDN connections from the PDN GW.
IP flow routing and/or mobility is handled based on forwarding policies enforced on the PDN GW for downlink traffic, and by the UE for uplink traffic. The Routing Policy Control function represents the reference point in the network infrastructure for the UE to exchange routing policy control signalling messages with the network.
The following sub-clauses define the use of the Routing Policy Control function in two scenarios: Scenario 1 is based on the UE’s decision to route particular traffic through one or the other interface and the associated PDN connection (section 7.2.3.2.2). Scenario 2 is based on the network’s decision to distribute the UE’s flows between the two PDN connections according to a particular routing policy (section 7.2.3.2.3).
7.2.3.2.2
UE-initiated Routing Policy Control 
This section defines the use of the Routing Policy Control function for UE-initiated routing policy control. 











1.  The UE performs simultaneous attach over multiple access systems by including multi-access indication and associated parameters (if any) in the access specific procedures. The access network shall pass such multi-access related information to the PDN GW during Attach/PDN connection establishment procedures. The PDN GW shall maintain multiple bindings for the PDN connection, one for each of the attached accesses for the UE. 

NOTE 1:  How a UE can attach multiple times to a single PDN over different access systems is defined in sub-clause 7.2.2.2.

NOTE 2: 
The establishment of addition PDN connection to the same PDN does not cause any flow mobility events.

2.  
A UE that initiates routing policy control sends a SetPolicy(Flow ID/Description, Connection ID, …) to the Routing Policy Control Function (RPCF).


Editor’s Note: The protocol to deliver this message is FFS.

3. 
The RPCF upon validating the UE provided routing control policy forwards this to the PCRF.

4. 
The PCRF upon authorizing the UE provided routing control policy sends a PolicyUpdate(Flow TFT, Connection ID, …) to the PCEF in the PDN GW.

5a.
The UE enforces the routing policy and forwards upstream packets accordingly.

NOTE: This step can occur directly after step 2.

5b.
The PCEF in the PDN GW enforces the routing policy and forwards downstream packets accordingly.

NOTE: No timely synchronisation between Steps 5a and 5b is required.

6. 
The PCEF acknowledges the PolicyUpdate message.

7.
The PCRF acknowledges the SetPolicy message.

8.
The RPCF acknowledges the SetPolicy message.

7.2.3.2.3
Network-initiated Routing Policy Control 
This section defines the use of the Routing Policy Control function for network-initiated routing policy control. In this scenario it is assumed that the PCRF initiates network initiated routing policy control. 











1.  The UE performs simultaneous attach over multiple access systems by including multi-access indication and associated parameters (if any) in the access specific procedures. The access network shall pass such multi-access related information to the PDN GW during Attach/PDN connection establishment procedures. The PDN GW shall maintain multiple bindings for the PDN connection, one for each of the attached accesses for the UE. 

NOTE 1:  How a UE can attach multiple times to a single PDN over different access systems is defined in sub-clause 7.2.2.2.

NOTE 2: 
The establishment of addition PDN connection to the same PDN does not cause any flow mobility events.

2.  
The PCRF that initiates routing policy control sends a SetPolicy(Flow ID/Description, Connection ID, …) to the Routing Policy Control Function (RPCF).

3a.
The RPCF forwards the SetPolicy message to the UE.


Editor’s Note: The protocol to deliver this message is FFS.

3b.
The PCRF also sends a PolicyUpdate(Flow TFT, Connection ID, …) to the PCEF in the PDN GW.

4b.
The UE enforces the routing policy and forwards upstream packets accordingly.

4b.
The PCEF in the PDN GW enforces the routing policy and forwards downstream packets accordingly.

5a.
The UE acknowledges the SetPolicy message.

5b.
The PCEF acknowledges the PolicyUpdate message.

NOTE: No timely synchronisation between Steps 3a-4a-5a and steps 3b-4b-5b is required.

6.
The RPCF acknowledges the SetPolicy message.
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