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Introduction

In the TS 23.401 and TS23.402, the HSS shall store the access network information, e.g. MME address and/or SGSN address for 3GPP access, Serving node IP address and Current access system RAT Type for Non-3GPP access. But whether this information is stored simultaneously is not clear.
Discussion

1) Problem statement

In the TS 23.401 and TS23.402, it specifies the access network information should be stored in HSS, but doesn’t specify the handling for the different access network information when UE handover from one access to another.

For example, UE attaches to the E-UTRAN firstly. The MME address is stored in the HSS. And then the UE handovers to the eHRPD, the eHRPD RAT type and HSGW address are stored in the HSS. In this time, HSS has two choices: (1) deletes the MME address, stores the eHRPD RAT type and HSGW address. (2) Both stores the MME address and stores the eHPRD RAT type and HSGW address.
Similar situation happens when UE handover from one non-3GPP access to another non-3GPP access. This kind of handling of HSS should be specified and clarified, because the access network information impacts the procedure between other network element and HSS, e.g. HSS-initiated Detach Procedure, Insert subscriber Data procedure, etc.
2) Solution
a) Solution 1

The HSS only stores one type of access network information (e.g. 3GPP, 3GPP2). When UE registered through another access network, the old access network information shall be deleted. E.g., When UE attaches to the E-UTRAN firstly, the MME address is stored in the HSS. When UE handovers to the eHRPD, the HSS delete the MME address and stores the eHRPD RAT type and HSGW address. The advantage of this solution is that the information in HSS is not redundant and obsolete. But this solution is not applicable for the handovers with optimizations. In this optimization scenario, the latest access network information is stored before handover. If HSS deletes the previous access network information before the handover, the HSS-initiated procedure can’t be executed.

b) Solution 2
The HSS stores the information of all access networks to which the UE is registered. The latest access network information can overwrite the previous one only if they belong to same access technology. It means the information of 3GPP2 can’t overwrite the information of 3GPP. If UE accesses the EPC though E-UTRAN, eHRPD, WiMAX during certain period, HSS stores the MME address, eHRPD RAT type and HSGW, and WiMAX RAT type and ASN address. This solution can handle the handovers with optimization. But the information may be redundant and obsolete and HSS doesn’t know the access network UE current locating. If it wants to initiate the detach procedure, the HSS shall send the detach request message to the MME, HSGW and ASN separately.
c) Solution 3

The HSS stores latest access network information if HSS is informed to delete priviouse access network information . E.g. In the pre-registration phase of handover procedure from E-UTRAN to HRPD with optimization, HSS is informed that it is a pre-registration during the authentication and MME address should not deleted. The advantage of this solution is that the information in HSS is not redundant and obsolete. But the modification of current procedure is needed.
Conclusion

Solution 1 is not applicable for the handovers with optimizations. Solution 3 needs to modification current procedure. The solution 2 is best if the redundant and obsolete information is acceptable for HSS. 
Proposal

We recommend that SA2 consider the discussion above and do some clarifications based on solution 2. Related CR is S2-091921 and S2-091922.
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