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This document clarifies the ways of indicating CSG id and access mode of H(e)NB to network entity.
Discussion
In the last SA2#71 meeting, it approved that network entities use the CSG Id of the CSG cell and the access mode of H(e)NB to perform operation like access control and paging optimization. But the way of how to indicating them to network entity has not been discussed.
For HNB deployment, in order to reduce the influence on CN, HNB GW is introduced as a concentrator of HNB connections. When UE initiates NAS message to access the network through HNB, the HNB could add the access mode together with the CSG id of current cell in RANAP signalling (e.g. Initial UE message). The network entity uses them to perform access control. 

For HeNB deployment, there are two methods to indicate CSG id and access mode to network entity, they are used in different scenario:

· HeNB directly connect to MME 

In TS36.413 v8.4.0, it describes ‘The purpose of the S1 setup procedure is to exchange application level data need for the eNodeB and MME to interoperate correctly on the S1 interface. This procedure shall be the first S1AP procedure triggered after the TNL association has become operational. … If the eNB or Home eNB initiating the S1 Setup procedure supports a CSG cell, the procedure shall report the CSG Id(s) of the supported CSGs’. The access mode can also be informed by the same way. The CSG Id(s) and the access mode of the HeNB are stored in MME which uses this information to perform paging optimization. When UE initiates NAS message, the HeNB reports the access mode and CSG id of current cell to help MME perform access control. 

· HeNB connect to MME via HeNB GW
In this case, the CSG Id(s) and the access mode of the HeNB are stored in HeNB GW by S1 setup procedure. HeNB GW uses this information to perform paging optimization. When UE initiates NAS message, the HeNB can use the same way as state above to indicate access mode and CSG id to network entity.
Conclusion

It is proposed to add follow changes in TR 23.830:

**************************************start of change*********************************

6.3.7.2
Solutions
6.3.7.2.1
Solution 1: Indicating the access mode to other network entities
Network entities use the CSG ID of the CSG cell to perform operations like access control and paging optimization for the CSG cell. The network entity performing these operations is already required to know the CSG ID of the H(e)NB to function correctly.

If the access mode (closed/hybrid/open) is communicated along with the CSG ID, then the network entity will know how to treat the H(e)NB appropriately. A H(e)NB in open access mode does not have a CSG ID and only needs to communicate the access mode. 
For example, for performing access control, the network entity will know whether to check if the CSG ID of the H(e)NB is in the UE’s subscription data based on the reported mode of the H(e)NB. For closed mode the network entity needs to perform access control based on the CSG ID, while for open or hybrid access mode this check is not needed.
H(e)NB adds the H(e)NB access mode together with the CSG id of the current CSG cell in RANAP/S1-AP signalling when UE initiates NAS message to access the network. The network entity uses these parameters to perform access control. HNB registration procedure and HeNB S1 setup procedure are used to report the CSG id(s) and the access mode of H(e)NB to the H(e)NB GW/the network entity which store them to perform paging optimization.
**************************************end of change*********************************
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