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*******************************************Begin Change*************************************************

4.2.2
Architectural requirements 
Editor’s note: The relevant Home NodeB architecture requirements will be based on the service requirements in latest release 8 version of 22.011. Other architectural requirements may be derived from Rel 8 work in other groups.

Editor’s note: Architectural requirements are expected to cover:

· distribution of functions on network nodes for Home NodeB support

· architecture support for discovery, security, authentication, and management processes related to Home NodeB

· HNB installation, identification and location requirements

· HNB backhaul efficiency

· Emergency service support
4.2.2.1
Support for CSGs and Allowed CSG List handling

-
The Allowed CSG List shall be provided as part of the CSG subscriber’s subscription data to the SGSN/MSC/VLR.
Note: The assumption for release 8 is the Allowed CSG List is stored in the HSS.

-
When a CSG subscriber group is updated, the affected UEs’ CSG subscription data shall be updated in the HSS. And then the HSS pushes updated subscription data to SGSN/MSC/VLR. 

· The Allowed CSG List can be updated in the UE according to the result of attach, RAU/LAU, service request and detach procedures or by application level mechanisms such as OMA DM procedures.
-
If a release 8 UE is rejected to access a CSG cell with the reject cause indicating it is not allowed to access a CSG cell, the UE shall remove the corresponding CSG ID from its locally stored Allowed CSG List.

-
If a release 8 UE is accepted to access a CSG cell whose CSG ID is not included in the UE’s locally stored Allowed CSG List, the UE shall add corresponding CSG ID into its locally stored Allowed CSG List.
4.2.2.2
Access control

-
For pre-release 8 UEs, access control for HNB shall be performed in HNB GW and optionally in HNB.
-
If the release 8 SGSN/MSC/VLR receives a NAS request message from the HNB GW together with an indication that the request is from a release 8 UE, the SGSN/MSC/VLR shall perform access control for HNB during corresponding attach, detach, service request, RAU and location update procedures.
Editor’s note: Operators may choose to use the “pre-release 8 access control” for release 8 UEs.

Editor’s note: Access control solution for HNB/HNB GW connected to pre-release8 core network is FFS.

-
The release 8 UE shall be notified of the cause of rejection by the network if it is not allowed to access a CSG cell.

Note: 
For pre-release 8 UEs, proper existing rejection cause should be used to reject the UE if it is not allowed to access a CSG cell.

-
When a CSG ID which is not included in the UE’s Allowed CSG List is manually selected by the user, a RAU or location update procedure via the selected CSG cell shall be triggered immediately by the UE to allow the SGSN or MSC/VLR to perform CSG access control.
4.2.2.3
Mobility management

-
The system shall allow flexibility on RAI/LAI assignment for CSG cells and non-CSG cells.
-
The handover procedure from HNB to macro NodeB reuses the existing relocation procedure for macro NB

-
For idle UE mobility from HNB to Macro NB, the location area update procedure/routing area update procedure is reused if necessary

-
For Idle UE mobility from Macro NB to HNB, access control shall be performed within LAU/RAU procedure if it is initiated by the UE. This applies both to CSG capable UEs and non-CSG capable UEs.
4.2.2.x
End to end QoS
· The architecture shall support mechanisms and procedures to interface with Resource and Admission control system, if provided by Fixed Broadband access.
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