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Abstract of the contribution:

Several other Working Groups in 3GPP like RAN, SA1, SA3, SA5, and CT have worked on several aspects of HeNB. This contribution proposes to include the Architecture related work from the other WGs so as to allow experts to define specifications for the end-to-end solution and avoid overlap in work. This contribution includes architectural requirements from TS 22.220 and TS 22.115 as related to HeNB SA2 work in ‘change #1’. 
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5
Architectural requirements (Release 9)
5.1 General requirements

· Rel 9 core network.should be backward compatible with Rel 8 UE.
5.1.1 Installation, identification and location requirements

The following requirements are from TS 22.220

· H(e)NB shall have a unique equipment identity.

-
All the H(e)NBs serving the same CSG share the same unique (within the PLMN) identity called CSG Identity.

· It shall be possible to support at least 125 million CSG Identities within a PLMN of an operator.

· The impact of H(e)NB on the core network should be minimised.

5.1.2 Charging Requirements
The following requirements are related to HeNB from TS 22.115

· It shall be possible to charge subscribers for consuming network services via a CSG cell based on the following information:

· CSG identity of the CSG cell

-
subscriber membership of the CSG

-
type of service consumed by the subscriber

-
addition to and deletion from a CSG

-   An operator shall be able to provide applicable tariffing information when a subscriber is added to a CSG. 

-   The network operator shall be able to charge both on-line and off-line for subscribers consuming network services via a HNB/HeNBCSG cell.

5.1.3 Emergency Services Requirements
The following requirements are from TS 22.220

· H(e)NB shall support emergency calls for both CSG and non CSG members as specified in TS22.101 [4].

· It shall be possible for the operator to provide location information of the UE attempting an emergency call over a H(e)NB. The location information shall be sufficiently accurate to comply with the regulatory requirements that apply to the area where the H(e)NB is deployed
5.1.4 QoS and Admission Control Requirements

The following requirements are from TS 22.220

· It shall be possible to provide information of the QoS treatment used for H(e)NBtraffic traversing the H(e)NB to the H(e)NB broadband access mechanism.

-
It shall be possible to perform admission control based on the available H(e)NB backhaul resource.

-
It shall be possible for the network to set different criteria for access control in a CSG cell for CSG and non-CSG members.

5.1.5 Local IP Access in Home-based Network Requirements
The following requirements are from TS 22.220

· It shall be possible that a H(e)NB supports Local IP Access to the home based network in order to provide access for a directly connected (i.e. using H(e)NB radio access), UE to other IP capable devices in the home. The following requirements apply to support Local IP access:

-
Simultaneous access from a UE to both the operator’s core network and Local IP Access to the home based network shall be supported

-
Access to local IP through the H(e)NB E-UTRAN/UTRAN-interface shall only be granted to UE with valid subscription. 

-
Pre-Rel 9 UEs should be able to use Local IP Access.

- 
It shall not be precluded for a device in the home based network to contact a UE via Local IP Access. 

NOTE: Loss of access to Local IP Access is acceptable as a UE moves out of H(e)NB coverage.

-
The operator or the H(e)NB Owner, within the limits set by the Operator, shall be able to enable/disable Local IP Access to the home based network per H(e)NB. 

-
It shall be possible to collect and make available to the operator statistics information (e.g. regular reporting of Local IP traffic volume) for each user on the use of the Local IP Access to the home based network.

-
Local IP access to the home based network shall not compromise the security of the operator networks

5.1.6 Managed Remote Access to home based network 

The following requirements are from TS 22.220

· The H(e)NB may support remote access for a CSG member to the home based network from a UE via a PLMN, in order to provide access to IP capable devices connected to the home based network.

-
It shall be possible to restrict the access to the home based network on per-subscriber basis (e.g. some subscribers may have managed access to their home network and others may not).
5.1.7 Local IP Access to Internet Requirements
The following requirements are from TS 22.220

· It shall be possible to be done without traversing the operator network.

· Simultaneous access from a UE to both the operator’s core network and Local IP Access to the Internet shall be supported. 

· The operator or the H(e)NB Owner, within the limits set by the operator, shall be able to enable/disable Local IP Access to the Internet per H(e)NB. 

· It shall be possible to collect and make available to the operator statistics information (e.g. regular reporting of Local IP traffic volume) for each user on the use of the Local IP Access to the Internet.

· Local IP access to the internet shall not compromise the security of the operator networks.
NOTE:
When a UE is using the Local IP Access to the Internet, it is assumed that the H(e) NB does not provide any support to  LI.


5.2
Home NodeB specific requirements

5.2.1
Access control

· SGSN/MSC stores the UE’s Allowed CSG list to perform UE access control.

· CSG Id and access mode of the Home NodeB shall be informed to the SGSN/MSC by the Home NodeB for UE access control.

5.3
Home eNodeB specific requirements

5.3.1
General requirements

-
Impacts to core-network interfaces to HeNB subsystem (S1-U and S1-MME) will be minimized.

5.3.2
Access control

· MME stores the UE’s allowed CSG list to perform UE access control.

· CSG Id and access mode of the Home eNodeB shall be informed to the MME by the Home eNodeB for UE access control.
5.3.3
Mobility management

-
The following requirements apply to a UE for mobility in connected mode:

-
Handover from UTRAN/E-UTRAN non-CSG cell to a CSG cell shall be supported.
-
 Handover from CSG cell to GERAN/UTRAN/E-UTRAN non-CSG cell or another CSG cell shall be supported.
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