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The differences in emergency services provision with E-UTRAN and UTRAN access are discussed and means for providing emergency services with UTRAN access are proposed.
1. Introduction
The definition of the Emergency Bearer Services for E-UTRAN access reached a stable state. This functionality can be adopted for use UTRAN access. Some further evaluations are needed as the UTRAN access has some backwards compatibility issues compared to E-UTRAN access.

2. Common Functionality

All functionality that is defined for emergency bearer services supporting UEs and network nodes with E-UTRAN access can be adopted for UTRAN access, avoiding RAT specific functionality for UE and network:

· normal and limited service state UEs may be supported

· bearer services are provided by the visited PLMN only

· any subscription based access or mobility restriction may be overridden

· the PGW selection may be used for the Em APN or a locally configured PGW can be used

· QoS profiles may be taken from CN node configured profiles

· PCC may be used or locally configured rules
· request types can indicate the special use of attach or PDP activation

3. Potential Issues
For MMEs and E-UTRAN UEs the protocols can be defined in a way that non support of emergency attach or emergency bearer services or non support of services for limited service state UEs can easily be recognised, rejected and further attempts are avoided.

For SGSNs and UEs of earlier releases it needs to be evaluated whether the introduction of the UTRAN access based procedures causes any unwanted behaviour.

3.1 Emergency Attach

This procedure is used by UEs in limited service state. For E-UTRAN access the non-supporting MMEs will automatically reject, basically by NAS protocol definition.
For deployed SGSN releases there is no such rejection as any unknown attach type is handled as a normal attach. So the deployed non-supporting SGSNs will basically start the attach procedure and reject the UE when authentication/authorisation fails. There is obviously no way of providing emergency attach via non-supporting SGSNs. The question is mainly whether optimisations are needed, which can reduce in certain scenarios some network signalling generated by UEs that try to attach in limited service state to a non supporting SGSN.

One possibility is using Routing Area Update Request messages instead of Attach Request messages for emergency attach because RAU types are reserved and the non-supporting deployed SGSNs will reject automatically and immediately. Another proposal is a new broadcast indicator telling the UE whether accessing for emergency services is allowed. This indicator may need to be separated into emergency attach and emergency bearer support. However this approach seems not desirable because of its influence on network and cell  selection mechanisms.
The gain of any optimisations for reducing signalling before rejection of UEs that perform emergency attach may need to be discussed based on the amount of limited service state UEs performing emergency attach. For example UEs from PLMNs with no roaming agreement attaching with IMSI are immediately rejected. Quite likely also UEs attaching with IMEI. From an authentication reject the UEs will in any case know that emergency attach is not supported.

3.2 Emergency PDP bearer
SGSNs that support emergency PDP bearers can basically apply SGSN Emergency Configuration Data for the PDP context establishment when the UE requests a PDP activation with Em APN / request type “emergency”. For old SGSNs the request type will quite likely be transparent because of NAS protocol specifics and the support of the Em APN may depend on network configuration. Therefore an old SGSN might start to establish a PDP context for the Emergency APN based on matching subscription data, e.g. a subscription profile with wildcard APN. And if the hPLMNs are not properly configured and/or implemented the HPLMN may provide a resolution for the Emergency APN, which causes the activation of a home route PDP context for emergency. Also without such problems it is quite inefficient to determine missing emergency PDP bearer support from failed PDP context activation procedures.
Avoiding backwards compatibility issues for old SGSNs may be reached by:

· a broadcast indicator as discussed for Attach, not allowing Emergency PDP activation requests
· an explicit indicator in attach accept, indicating that Emergency PDP bearers are supported

· an indication in the PDP activation response, showing to the UE that it became an emergency PDP bearer
The problems of a broadcast indicator are discussed for the attach procedure. An indicator during attach may be complemented by an indicator in the RAU accepts, which allows for indication of area or node specific Emergency PDP support. Indicating the support in the PDP activation response is inefficient. The PDP context needs to be deactivated by the UE if it did not became an emergency PDP context.
3.3 Interoperation with earlier releases UEs
Pre-Rel-9 UEs may perform IMS emergency services using normal IMS connectivity. There is no special handling specified for the network. And there is also no special support needed from new networks supporting emergency PDP bearers. An interference with the specific functionality to provide emergency PDP bearers cannot be identified.
4. Conclusion

For Emergency Attach additional functionality might optimise by reducing one or two message exchanges, if it is not a scenario that causes already in legacy networks an immediate rejection. Furthermore the majority of the UEs can be assumed to perform Emergency calls in normal attach state. From that it can be concluded that the existing authentication means are suited to prevent emergency attach to legacy CN/SGSNs.
The preferred and efficiet way of indicating the support of emergency PDP bearers are indicators in Attach and RAU Accept. If not indicated the emergency service enabled UEs should not initiate the activation of emergency PDP contexts.

There is no need for specific emergency PDP bearer functionality to maintain the support of pre-Rel-9 UEs, which may perform IMS emergency services by using normal IMS connectivity.
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