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Abstract of the contribution: Proposes that no new mechanism are needed for MME and SGSN to manage the CSG List in UE. OMA-DM and existing NAS procedures are sufficient. 
Introduction

The current version of TS 23.830 states the following for architecture requirements for Rel-8 HNB:

When a CSG subscriber group is updated, the affected UEs’ CSG subscription data shall be updated in the HSS. And then the HSS pushes updated subscription data to SGSN/MSC/VLR. And when a CSG ID is removed from a UE’s Allowed CSG List while the UE is connected to the CSG, the SGSN/MSC/VLR may notify the affected UE to update its locally stored Allowed CSG List.

Editor’s note: Specific mechanism used by the SGSN/MSC/VLR to notify the UE of a change in the Allowed CSG List is FFS.

And the following for architecture requirements for Rel-8 HeNB system:

When a CSG subscriber group is updated, the affected UEs’ CSG subscription data shall be updated in the HSS. And then the HSS pushes updated subscription data to the MME. And when a CSG ID is removed from a UE’s Allowed CSG List, the MME may notify the affected UE to update its locally stored Allowed CSG List.

Editor’s note: Specific mechanism used by the MME to notify the UE of a change in the Allowed CSG List is FFS.

In reviewing the current Rel-8 architecture for HNB and HeNB, there is no requirement for the CN nodes (SGSN/MME/MSC/VLR) to “notify the affected UE to update its locally stored Allowed CSG List”.

The best to manage the CSG List in the UE is via OMA-DM. If OMA-DM is used to manage the CSG List in the UE, having network elements like MME/SGSN/MSC/VLR also notifying the UE to update the locally stored CSG List would lead to complication. 
Also the above requirements would lead to definition of messages at the NAS level between the CN node elements and the UE for CSG List Management in the UE, which in the presence of OMA-DM is not needed.

Note that the MME/SGSN impacting the UE’s Allowed CSG list via NAS procedure is already supported and covered by other Architecture requirements:

The Allowed CSG List can be updated in the UE according to the result of attach, TAU, service request and detach procedures or by application level mechanisms such as OMA DM procedures.
-
If a release 8 UE is rejected to access a CSG cell with the reject cause indicating it is not allowed to access a CSG cell, the UE shall remove the corresponding CSG ID from its locally stored Allowed CSG List.

-
If a release 8 UE is accepted to access a CSG cell whose CSG ID is not included in the UE’s locally stored Allowed CSG List, the UE shall add corresponding CSG ID into its locally stored Allowed CSG List.
Start of the first Change 
4.2.2.1
Support for CSGs and Allowed CSG List handling

-
The Allowed CSG List shall be provided as part of the CSG subscriber’s subscription data to the SGSN/MSC/VLR.
Note: The assumption for release 8 is the Allowed CSG List is stored in the HSS.

-
When a CSG subscriber group is updated, the affected UEs’ CSG subscription data shall be updated in the HSS. And then the HSS pushes updated subscription data to SGSN/MSC/VLR. 

· The Allowed CSG List can be updated in the UE according to the result of attach, RAU/LAU, service request and detach procedures or by application level mechanisms such as OMA DM procedures.
-
If a release 8 UE is rejected to access a CSG cell with the reject cause indicating it is not allowed to access a CSG cell, the UE shall remove the corresponding CSG ID from its locally stored Allowed CSG List.

-
If a release 8 UE is accepted to access a CSG cell whose CSG ID is not included in the UE’s locally stored Allowed CSG List, the UE shall add corresponding CSG ID into its locally stored Allowed CSG List.
End of the first Change 
Start of the second Change 
4.3.1.1
Support for CSGs and Allowed CSG List handling

-
All Rel-8 onwards UEs supporting CSG functionality shall maintain a list of allowed CSG identities. This list can be empty in case the UE does not belong to any CSG. 
-
Each cell of a HeNB may belong to, at maximum, one CSG. It shall be possible for cells of a HeNB to belong to different CSGs and hence have different CSG IDs.

NOTE: The limitation of a cell of a HeNB belonging to only one CSG is due to limitation on the SIB-1 length, which allows for the name of only one CSG ID. See TS 36.331 [5].
-
The Allowed CSG List shall be provided as part of the CSG subscriber’s subscription data to the MME.
Note: The assumption for release 8 is the Allowed CSG List is stored in the HSS.

-
When a CSG subscriber group is updated, the affected UEs’ CSG subscription data shall be updated in the HSS. And then the HSS pushes updated subscription data to the MME. 

-
The Allowed CSG List can be updated in the UE according to the result of attach, TAU, service request and detach procedures or by application level mechanisms such as OMA DM procedures.
-
If a release 8 UE is rejected to access a CSG cell with the reject cause indicating it is not allowed to access a CSG cell, the UE shall remove the corresponding CSG ID from its locally stored Allowed CSG List.

-
If a release 8 UE is accepted to access a CSG cell whose CSG ID is not included in the UE’s locally stored Allowed CSG List, the UE shall add corresponding CSG ID into its locally stored Allowed CSG List.
End of the second Change 
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