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Abstract of the contribution:

This P-CR proposes that the PCEF shouldn’t initiate interaction with the PCRF for limited service mode UEs that lack a valid IMSI during emergency attach. 
Discussion

We believe that the following arguments make the need to use dynamic PCC for this class of UEs redundant:
1. Section 6.2.1.1 from 23.203 mentions that following information is used as one of the inputs for PCC decision:
“The SPR may provide the following information for a subscriber, connecting to a specific PDN:

-
Subscriber's allowed services, i.e. list of Service IDs;

-
For each allowed service, a pre-emption priority;

-
Information on subscriber's allowed QoS, including:

-
the Subscribed Guaranteed Bandwidth QoS;

-
a list of QoS class identifiers together with the MBR limit and, for real-time QoS class identifiers, GBR limit.

-
Subscriber's charging related information;

-
Subscriber category.”
For limited service mode UEs not having a valid IMSI, the PCRF doesn’t have a good enough UE identifier to query the SPR (Subscription Profile Repository)/HSS. Hence subscription information related to emergency APN cannot be downloaded from the SPR/HSS. In that respect the PCRF is forced to apply static PCC rules which is something that can be done in the PCEF (P-GW) as well.
2. In order to check the appropriate usage of the emergency APN (i.e. mis-behaving UEs will not be misusing the emergency APN) then some simple static rules can apply in the PCEF (P-GW) which will resemble firewall rules blocking access to all but a small set of destination IP addresses with wildcarded  source IP address(es). Moreover this correlation is meaningful only (if used at all) for session establishment/modification. This doesn’t apply to attach procedure where PCRF doesn’t interact with AF at all.
3. There is no accounting, charging, credit control implication as there is no subscription for this class of UEs and for the emergency service in general. The authorization is also uniform (specific QCI for voice) and applies for every emergency request and hence no subscription based authorization as a result. There is no reason to generate special PCC or QoS rules since they will be quite generic. 

4. Since the rules are wild carded, it really doesn’t matter if the UE changes IP address in the mid of the session (e.g. by using DHCP), there is no need to trigger any action for mobility within or across PLMNs. Therefore, there are no events to trigger that would be relevant to charging or policy control. 

5. Using PCC in this scenario wastes additional signalling and complexity i.e 11 messages exchange between PCEF and PCRF.

Based on the above discussion it is clear that using dynamic PCC for the attach procedure in the case the UE does not have a validated IMSI doesn’t have any additional advantage but only incurs extra signalling. Therefore, it is proposed that the PCEF (PGW) should apply statically defined rules for such UEs instead of sending “IP-CAN session establishment request” to PCRF even if dynamic PCC is deployed. 
Start of Change 1

5.9.2.x1 Emergency Attach 

An Emergency Attach procedure, based on the Attach Procedure in section 5.3.2.1, is used when a UE is in a limited service mode and the UE needs a PDN connection for emergency services  The enhancements needed to support Emergency Attach are:

a) The Attach Request indicates request type "emergency".

b) If the UE has a valid  IMSI it includes it otherwise the UE includes its IMEI in the emergency attach request.
c) Where local regulation requires support for unauthenticated or unauthorized UEs, subscription and authorization procedures may be skipped or performed and failing is accepted.

The Attach Procedure Steps are modified as follows:

Step 1 (Attach Request): UE includes the emergency attach indication and IMSI or IMEI. If the UE has a valid IMSI then it includes the IMSI when initiating Attach with request type "emergency". Otherwise the IMEI is included. 

Step 5a (Authentication): If the MME is configured to accept unauthenticated emergency services the MME skips the authentication procedure or accepts that authentication fails when the request type is “emergency”. 
Step 5b (Identity Request-ME Identity): The IMEI may have been included in Step 1.  If not, it may be requested.  If the MME is configured to accept unauthenticated emergency services the MME skips the IMEI check or accepts that it fails when the request type is “emergency”.
Step 8 (Update Location Request): The location update is not performed for an unauthenticated UE and may not be performed for unauthorized UE. 

Step 11 For UEs with valid IMSI MME does not reject emergency attach due to access restrictions, regional restrictions or subscription check failure and does not notify any reject to HSS.
Step 12 (Create Default Bearer): For request type “emergency” the MME applies the parameters from MME Emergency Configuration Data.    

Step 14 (PCC): Where dynamic PCC is deployed, the PCRF, recognizing the emergency APN, instructs the PCEF that the bearer is used for emergency services by setting the ARP of the PCC rules so that bearers can be prioritized when performing admission control. If dynamic PCC is not deployed or the UE doesn’t have a valid IMSI, static rules are configured in the PDN GW.

Step 17 (Initial Context Setup Request/Attach Accept):  The MME determines the UE AMBR to be used by the eNB based on MME configured values. The MME includes an ARP value reserved for emergency service for the emergency bearers in the Session Management Request.  

Step 25 (Notify Request): The Notify Request is not performed for an unauthenticated UE and may not be performed for unauthorized UE.  

Editor's Note: It is FFS if handover to non-3PPP accesses is supported during an emergency call for UEs without a valid IMSI (i.e., no HSS entry).

End of Change 3
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