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Abstract of the contribution:
Adds a third alternative for how the H-GW performs access control.
1. Introduction
Inbound mobility solutions were discussed in last meeting. This paper adds another alternative for further evaluation.
2. Discussion
There are two alternatives for inbound handover.

Alt 1: Source enb perform access control for hand-in UE
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Figure1: source enb perform access control for hand-in UE

Note: if ANR is supported, then eNB can request ECGI for PCI.
Alt 2: MME perform access control for hand-in UE
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Figure 2 : MME perform access control for hand-in UE

Note: if ANR is supported, then eNB can request ECGI for PCI.
However, the hybrid access mode for HeNB is introduced, no matter MME or source ENB perform access control for hand-in UE, the access mode type shall be informed to source ENB or MME. Otherwise, the ENB or MME cannot perform access control based on Allowed CSG list, as for open/hybrid mode, it is not in Allowed CSG list. In Alt 1/2, the mechanism for reporting access type shall be considered. The debate in RAN2, there is no requirement for UE to read SIB1 from target cell.
Therefore, it could consider alt 3, HeNB GW perform access control, as HeNB GW can obtain the access type (open/close/hybrid) via HeNB registration procedure. The disadvantages for this alt is similar as alt2, the delay for handover is longer.

The following is alt 3:
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3. Proposal 

Add an additional solution to clause 6.3.6.2 of TR 23.830

NEW SUBCLAUSE TO Clause 6.3.6.2

6.3.4.2.X Solution X: The HeNB GW performs access control
The HeNB GW obtains the access type (open/close/hybrid) via HeNB registration procedure. This mechanism could support hybrid access. Here, unlike for solution 1 and solution 2, there is no need for the UE to transmit the access type to the network.
The HeNB GW would require subscription information to perform CSG access control for the UE.
The disadvantages for this solution is similar as solution 2, the delay for handover is longer.
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1.
The UE enters the HeNB area.
2.
The UE receives a SIB indicating this, as well as the CSG of the cell.
3.
The UE reports available cells to the network.

4.
The Source eNB indicates that HO is required to the MME. The MME informs the HeNB GW. The MME must include the Allowed CSG List in the Handover Required message to the HeNB to enable step 5.
5. 
The HeNB GW performs access control based on the allowed CSG list associated with the subscription corresponding to the UE session. If this succeeds, the UE is a CSG member and HO is authorized. Otherwise, continue to step 6.

6. 
The HeNB GW indicates that the UE is not permitted access in the cell. This information is sent to the MME and eNB.

7.
The eNB selects another suitable cell for HO.

8.
The HO required message initiates additional access control checking.
NEW SUBCLAUSE TO Clause 6.3.6.2







3GPP

SA WG2 TD


