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Abstract of the contribution: to avoid the heavy IMS registration signalling, this paper presents a discussion on the optimization for IMS Deregistration procedures via CS access when the UE is moving between MSC Servers enhanced for ICS.

Discussion
This paper is a re-submitted version for TD S2-090169 trying to resolve the heavy IMS registration signalling problem unveiled in the 69th meeting (refer to S2-087422). It was commented in last meeting that the companied CR0089’s text is not clear, which said “the target MSC Server can obtains the subscriber data (e.g. IMSI and authentication sets) from the source MSC Server”. Here we put forward some information with it.
Figure A is from TS 29.002 Mobile Application Part (MAP) specification and details the interface and services for location updating when changing the VLR area. And for MAP_SEND_IDENTIFICATION service, it says “the MAP_SEND_IDENTIFICATION service is used between a VLR and a previous VLR to retrieve IMSI and authentication data for a subscriber registering afresh in that VLR”.
So, the target MSC Server enhanced for ICS can surely obtains the subscriber data (e.g. IMSI and authentication data) from the source MSC Server. That is, the target MSC Server can authenticate the UE before the location update procedure with the HLR. Then, immediately, the target MSC Server can safely initate a trusted IMS registration for the UE before it performs the location update procedure with the HLR. 
In this way, we can ensure the registration request arrives at the S-CSCF before the deregistration request and the new registration will overwrite the existing data (e.g., contact address) in S-CSCF and heavy signalling is avoided.

There are some merits with this solution:

1.no interface enhancements need;

2.only the MSC server entity has minor change, i.e., it initate a trusted IMS registration for the UE after authenticated the UE and then performs the location update procedure with the HLR.

3.ICS service is not impacted.
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Figure A: Interface and services for location updating when changing the VLR area
Proposal
It is proposed to agree the accompanying CR to TS 23.292 Release 9.
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