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5.2
Inter-Operator IMS interworking/Roaming

5.2.1
Scenario 1: Conference service

Figure 5.2.1-1 depicts the provision of a conference service, following the same principles as 3GPP TS 24.605 [15] and TS 24.147 [16]. UE#1 has created a conference and invites UE#2 to it by sending a REFER request. UE#1 and UE#2 belong to different IMS operators. 

The flow has been simplified to facilitate its understanding. The flow does not show the 100 Trying responses. The rest are simplified in one line, marking with a black point in the intersection with each node line the nodes which treat them (the path of the responses).

TS 24.147 subclause A.4.4.1contains a complete description of messages applicable to this scenario. The explanations below Figure 5.2.1-1 detail the main steps, focus on the behaviour in the interconnection nodes.
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Figure 5.2.1-1: CONF call with REFER interworking at the AS. UE#1 and UE#2 belong to different operators

1. UE#1 creates a conference and learns the conference URI allocated for this conference.

2~6. UE#1wants to join UE#2 to the conference and send a REFER containing the conference URI learned during the conference establishment in the Request-URI and the user2 URI in the Refer-To header.

7~10. The AS/MRFC sends a NOTIFY request to indicate that the AS is processing the REFER request.

11~12. The AS/MRFC send a INVITE request to the user who is indicated in the Refer-To header of the REFER method. The INVITE includes a SDP offer with the media and codecs applicable for this conference. In this example, there is only one codec per media offered (H.263 and AMR), see Table 5.2.1-1. The S-CSCF forwards the request to the operator’s exit point to reach UE#2.

Table 5.2.1-1: SDP offer (AS/MRFC to S-CSCF)

v=0

o=- 2987933615 2987933615 IN IP6 5555::abc:def:abc:abc

s=-

c=IN IP6 5555::abc:def:abc:def 

t=0 0

m=video 10001 RTP/AVP 98

b=AS:75

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0
m=audio 6544 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event
13~14. Current IBCF functionalities are indicated in 3GPP TS 23.228 [2]. The IBCF carries out functionalities like application level gateway, topology hiding, screening of SIP signalling, interworking of signalling protocols, media transcoding control and transport plane control. Specifically [17]:

-
IP Interworking: Network Address Port Translation, or NA(P)T. It does not apply in this case.
-
Topology hiding procedure: it consists of the encryption of the headers that contain SIP proxies’ IP addresses [18]. Headers susceptible of being encrypted are: Via, Route, Record-Route, Service-Route, Path.
-
Signalling Screening: IBCF may add, remove or modify headers when performing signalling screening. The following list summarized IBCF’s behaviour to headers (headers not mentioned here may be modified).

-
Not modify: Authorization, WWW-Authenticate, Path, Service-Route.

-
Add/Remove: P-Early-Media.


Additionally, the IBCF may take the following actions upon SIP message bodies:

-
Examine the length of a SIP message body and if required by local policy, take an appropriate action (e.g. forward the message body transparently, reject the request, remove the body).

-
Examine the characteristics of the message body (i.e. check the values of any Content-Type, Content-Disposition, and Content-Language headers), take an appropriate action defined by local policy (e.g. forward the body unchanged, remove the body, reject the call).

-
Examine the content of SIP bodies, and take appropriate action defined by local policy (e.g. forward the body unchanged, remove the body, reject the call). 

-
Interworking of signalling protocol: IWF invocation if needed. It does not apply in this case.
-
Transcoding: the IBCF shall add new codec/codecs to the SDP offer in order to guarantee the successful session setup when the two endpoints cannot agree on a common codec. Priority shall be given to the codecs inserted by the originating AS/MRFC over the codecs inserted by the IBCF. See Table 5.2.1-2.

Table 5.2.1-2: SDP offer (AS/MRFC to S-CSCF)

v=0

o=- 2987933615 2987933615 IN IP6 5555::abc:def:abc:abc

s=-

c=IN IP6 5555::abc:def:abc:def 

t=0 0

m=video 10001 RTP/AVP 98

b=AS:75

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:98 H263

a=rtpmap:31 H261/90000
a=fmtp:98 profile-level-id=0
m=audio 6544 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event
a=rtpmap:0 PCMU/8000
-
If priority is supported (i.e. containing an authorised Resource-Priority header) the IBCF shall give priority over other transactions or dialogs. It does not apply in this case.

-
Lawful interception if needed (operator A in accordance with the applicable national or regional laws). It does not apply in this case.

-
Moreover, the IBCF shall store and remove the values from the P-Charging-Function-Addresses header for charging purposes.

-
New Signalling transport protocol selection and interworking (i.e. dynamic transport protocol change for signalling; e.g. switching between UDP, TCP, SCTP,… for transport of SIP signalling between the interconnected peers). Maybe it does not apply in this case.

15. The initial Request arrives to the  Operator B domain. The IBCF acting as entry point carries out functionalities like:

-
IP Interworking: it does not apply in this case.

-
Security verifications of the SIP request (length and/or content).

-
Priority application if needed. It does not apply in this case.

-
Lawful interception if needed (operator B in accordance with the applicable national or regional laws). It does not apply in this case.

-
New security functions should be applied like management of Access Control Lists (ACLs) and Denial of Service (DoS) protection.

-
New admission control functions (control of established number of sessions/current bandwidth consumed) are applied, according to SLA agreed between IMS operators.

-
New Signalling transport protocol selection and interworking (i.e. dynamic transport protocol change for signalling; e.g. switching between UDP, TCP, SCTP,… for transport of SIP signalling between the interconnected peers).. Maybe it does not apply in this case.

16~18. The INVITE arrives to the UE#2.

19. The UE#2 responds with a 183 Session Progress with the SDP response. The UE#2 checks the codecs included in the SDP offer and selects them taking into account first the codecs inserted by the originating AS/MRFC over the codecs inserted by the IBCF. If UE#2 selects an IBCF codec, transcoding will be necessary.
20. The P-CSCF authorizes the resources for this session.

21. The 183 Session Progress is forwarded towards the IBCF. 

22~24. When it cross the IBCFs, same procedures as steps 13~15 are applied. Now, the IBCFs should be able to authorize QoS and resource reservation and to generate policies to be install in the transport plane. Moreover, in order to route incoming requests/responses with encrypted headers, the IBCF needs to perform decryption when it acts as an entry point (if encryption was applied).
25~26. The 183 Session Progress is forwarded towards the AS/MRFC. 

27. The AS/MRFC sends the PRACK method without SDP offer because there is no changes in the media characteristics.

28. The AS/MRFC initiates the reservation procedures for the resources needed in the MRFP.

29~35. The PRACK method is forwarded towards UE#2.

36~37. UE#2 acknowledges the PRACK request with a 200 OK.

38~45. The AS/MRFC sends the UPDATE request to UE#2 when the resource reservation is completed.

46~47. UE#2 acknowledges the UPDATE request with a 200 OK.

48. The MRFC initiates a H.248 interaction to connect through the multimedia processing for UE#2 in MRFP.

49. UE#2 sends a 200 OK final respose to the initial INVITE.

50. The P-CSCF approves the QoS resources.

51. The 200 OK is forwarded towards the IBCF.

52~54. When it cross the IBCFs, same procedures as steps 13~15 are applied. Now, the IBCFs should be able to approve the resource reserved and to install the policies in the transport plane. This behaviour assures an adequate resource handling and QoS control in the interconnection points. The QCI (QoS Class Identifier) assigned will be translated to a DSCP (DiffServ Code Point, DiffServ marking) in the transport node. At this moment, the IBCF open a CDR to record the charging information related. Moreover, load balancing and route selection should be applied to select the best path to provide the service, if needed.

55~56. The 200 OK is forwarded towards the AS/MRFC.

57~64. The AS/MRFC responds to the 200 OK with and ACK request.

65~67. The AS/MRFC sends a NOTIFY request to inform that the referred party has joint the conference.

68. UE#1 responds with a 200 OK.

69. The media path is now established. The TrGWs involved should carry out important functionalities like:

-
Media transport protocol selection and interworking (i.e. dynamic transport protocol change for media flows; e.g. switching between UDP, TCP,… for transport of media between the interconnected peers).

-
Transcoding if needed.

-
Usage metering and CDR generation: the TrGWs open charging records to assure a correct billing to the served user. The QoS approved in the UNI side could be different from the QoS applied in the interconnection side. The user experience depends of the QoS possible in each network side, so the charging records must take into account the real QoS provisioned.

-
QoS monitoring: it provides a real-time evaluation of network performance and gives parameters for SLA verification.

-
Policing of incoming/outgoing traffic, discarding packets that don’t match any data flow filter.

-
Packet marking of traffic to ensure an adequate treatment of traffic flows.
6
Functionalities for IMS Interconnection

Editor’s note: This chapter to gather functionalities detected in previous scenarios, classified by control and user related functionalities.
**** End of change 2 ****
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