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Abstract of the contribution: This contribution proposes to add a new architecture alternative to the TR 23.826, based on the Domain Transfer execution in the home network. 
Discussion
This contribution proposes to introduce a new architecture alternative based on the Domain Transfer execution in home IMS network. As per interim conclusions in TR 23.826, only the IMS to CS direction is supported for domain transfers.
Proposal
It is proposed to add the following new text to TR 23.826.
*** begin new text ***

6.x VCC in the Home network

6.x.1

Architectural Details

This section defines an alternative which can be used when the emergency session is routed via home network. The architecture alternative follows the architectures of Service Continuity as defined in TS 23.237 [x] and IMS Centralized Services as defined in TS 23.292 [y]. The key principle is that the S-CSCF is in the path for the emergency session, and is able to execute the Service Continuity procedures in the home network, as they are defined in [x]. This means there is no need for an IMS Application Server in the visited network, and the SCC AS uses the regular ISC interface to the S-CSCF. As a result, the regular STN and STN-SR as defined in TS 23.273, can be used also for emergency session domain transfers. 

The assumption in this alternative is that the home P-CSCF routes the emergency session to the S-CSCF in the home network. Once the S-CSCF has contacted the SCC AS for session anchoring, the S-CSCF routes the session to the E-CSCF (either in home or visited network), which further routes the session to the correct PSAP. In case the E-CSCF is located in the visited network, the visited E-CSCF shall not anchor the session for a second time in visited SCC AS. 

The figure 6.x.1-1 illustrates the reference architecture for PS originated emergency sessions. As defined in TR 23.868 section 6.2. P-CSCF may locate in home network also when UE is roaming. S-CSCF and SCC AS are located in the home network. As per section 6.2 in TR 23.868, the E-CSCF may locate either in home or visited network.
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Figure 6.x.1-1 - Modified architecture from 23.167 perspective – PS originated sessions

6.x.2

Impact

This architecture assumes that the home routed model as defined in section 6.2 in TR 23.868 is used; the P-CSCF shall not reject the emergency session attempt due the UE is roaming. In addition, the P-CSCF shall route the session to the S-CSCF, which routes the session further to the E-CSCF, after the service execution.

Anchoring of the IMS originated emergency sessions follow the procedures described in TS 23.237, there is no other impact to any entity.

Domain Transfer procedures from IMS to CS, and Single Radio Domain Transfer from IMS to CS use the regular procedures as defined in TS 23.237, there is no other impact to any entity.

Domain Transfers from CS to IMS are not supported. 

6.x.3

Assessment

6.x.4

Procedures

6.x.4.1

IMS Emergency Call Origination
Emergency call origination occurs as defined in TS 23.167 and as enhanced in section 6.2 in TR 23.868. The procedures defined in TS 23.237 are used to anchor the IMS emergency session to the SCC AS. Figure 6.x.4.1-1 illustrates the IMS call origination procedure.
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Figure 6.x.4.1-1 – IMS Emergency Call Origination with VCC support

1-5. The user initiates an emergency call. As per section 6.x in TR 23.868, the session is routed to the home P-CSCF. The P-CSCF forwards the session to S-CSCF.

6. 
The S-CSCF executes the iFC for emergency service. As a result the session is routed to the SCC AS. 

7.
The SCC AS anchors the session as per TS 23.237 [x]. 
8.
The S-CSCF routes the session to E-CSCF. 

9-10. The E-CSCF routes the session to the PSAP, as per section 6.2 in TR 23.868. If the session was routed to the visited E-CSCF (in IMS Core which serves the current location for the UE), the visited E-CSCF shall not anchor the session second time to the SCC AS. 
6.x.4.2 
Domain Transfer from IMS to CS
The regular Session Transfer procedures as per TS 23.237 section 6.3.2.1.1 are used. 

6.x.4.3 
Domain Transfer from IMS to CS – Single Radio

The regular Single Radio Session Transfer procedures as per TS 23.237 section 6.3.2.1.4 are used. 

*** end new text ****
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