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Abstract of the contribution: Proposes additional architecture requirements for IDT on top of the ones included in R8 version of TR 23.893
1. Introduction
This contribution builds on top of the requirements that were already contained in the Rel.8 version of TR23.893 for IDT. The additions primarily focus on the support for IDT across to devices that do not necessarily support rel.8 IMS Service Continuity and they can either be legacy CS devices or IMS devices that do not support rel.8 service continuity enhancements.
2. Requirement for support for IDT for non- ISC devices IMS devices
IDT might be required in practice for a number of different reasons, one might be the change of IP-CAN and the network capabilities for the support of different services derived from that, another might be simply the support of different capabilities in terms of user perception that different types of devices offer, e.g. the display of video in a big screen or computer rather than the handset screens itself. The devices that will become transfer targets might be permanently connected to one specific IP-CAN and never move, therefore requiring these devices to support the full set of IMS Service Continuity enhancements in the full extent may not be strictly necessary.
Proposal 1: IDT has to be able to work for devices that will play the role of device transfer target but may not support rel.8 IMS Service Continuity.
3. Requirement for support for IDT functionality using CS devices as transfer targets
As an extension to the previous requirement is that also CS devices (Note: It is FFS if they have to be ICS-capable or not) have to be able to become targets for IDT. These devices do not have to have the capability to perform IMS Service Continuity as in rel.8 and may support only one RAT. The use case for this scenario will be for transferring a voice call to a “legacy” CS voice handset but keeping video component on a big screen.

Proposal 2: IDT has to be able to work for CS devices that will play the role of device transfer target but may not support rel.8 IMS Service Continuity.
4. Conclusions/Proposals

We propose the following additional requirements in the rel.9 version of the TR 23.893.
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4.2  Architectural Requirements

4.2.1
Inter-Device Transfer
The following architectural requirements apply to the IMS Inter-Device Transfer feature:

· It shall be possible to perform IDT in both EPC and non-EPC Networks.
· It shall be possible to provide IDT between devices using 3GPP access systems and/or non-3GPP access systems to gain access to the IMS core network.

· The SCC AS shall employ a 3pcc to facilitate session setup, transfer and service control when using remote end user control.

· The SCC AS shall maintain the end-to-end session service state of devices engaged in RCM and KCM Transfers, which may be executed in any order, and any number of times, for a given session.

· It shall be possible for the source device to keep the end user service control during a session transfer (i.e. KCM Transfer).
· It shall be possible for the source device to release the end user service control during a session transfer to a transfer target device (i.e. RCM Transfer).
· It shall be possible for the Controller Device to establish a session with Remote Media or instantiate the Remote End User Control upon KCM Transfer. 

· It shall be possible for the Controller Device to control the session from session start up, or acquire the end user control as a result of RCM Transfer.

· The Controller Device shall maintain the end user service control for the session until the session is released or transferred to another device using RCM Transfer.
· The Remote Media shall be established at the Media Device using standard session setup procedures provided by the Media Devices’s network.

· With KCM Transfer, the Controller Device may transfer one or more media to one or more target devices and subsequently transfer and/or retrieve the media as requested by the user, while keeping the end user control. It shall be possible for an IMS user to add or remove media components of an ongoing multimedia session that he/she controls, which are active in a different device.

· It shall be possible for an IMS user to retrieve on a device one or more media components of an ongoing communication session that he/she controls from other devices.

· It shall be possible to transfer one or more media components of an ongoing IMS session to devices that already participate in the ongoing session or to new devices added to the session
· The solution shall be able to provide IMS-level multimedia session continuity when the session is transferred between devices with different capabilities (e.g. display resolutions, codecs, video encoding and decoding capabilities, and access network data rate, etc.).
· It shall be possible for the source device to initiate a multimedia session transfer procedure based on session transfer policies provided by the network.

· It shall be possible for the SCC AS to update the session transfer policies in the device to trigger the initiation of a multimedia session transfer procedure.
· If all the media components of the ongoing multimedia session cannot be transferred, then the selection of the media components, to be transferred, may be based on:

· Target access network(s) capabilities (if known)

· User preferences and/or operator policies
· IDT has to be able to support devices that will play the role of device transfer target but may not support rel.8 IMS Service Continuity
· IDT has to be able to support CS devices that will play the role of device transfer target but may not support rel.8 IMS Service Continuity
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