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********************** First Change **********************

4.3.3.2
Serving GW

The functionality of the Serving GW is described in TS 23.401 [4]. In addition to the functions described in TS 23.401 [4] the Serving GW includes the following functionality:

-
A local non-3GPP anchor for the case of roaming when the non-3GPP IP accesses connected to the VPLMN.

-
Event reporting (change of RAT, etc.) to the PCRF.

-
Uplink and downlink bearer binding towards 3GPP accesses as defined in TS 23.203 [19].

-
Uplink bearer binding verification with packet dropping of "misbehaving UL traffic".

NOTE 1:
The term 'Uplink bearer binding verification' is defined in TS 23.401 [4].

-
Mobile Access Gateway (MAG) according to draft-ietf-netlmm-proxymip6 [8] if PMIP-based S5 or S8 is used. The MAG function shall be able to send UL packets before sending the PBU or before receiving the PBA.

-
IP layer processing: decide if packets are to be forwarded (uplink towards PDN or downlink towards UE) or if they are locally destined to the S-GW (e.g. Router Solicitation).
-
DHCPv4 (relay agent) and DHCPv6 (relay agent) functions if PMIP-based S5 or S8 is used.

-
Handling of Router Solicitation and Router Advertisement messages as defined in RFC 4861 [38], if PMIP based S5 and S8 is used.
-
Handling or Neighbor Solicitation and Neighbor Advertisement messages as defined in RFC 4861 [38], if PMIP based S5 and S8 is used.
-
Allocation of GRE key, which is used by the PDN GW to encapsulate downlink traffic to the Serving GW on the PMIP-based S5/S8 interface..
-
If GTP-based or PMIP-based S8-S2a/b chaining is used:

-
the Serving GW acts as a LMA towards the MAG function of the Trusted Non-3GPP IP Access or the ePDG;

-
the Serving GW allocates GRE key, which is used to encapsulate uplink traffic on PMIP-based S2a/S2b interface.
NOTE 2:
The Serving GW does not require full MAG and full LMA functionally.

-
If GTP-based S8-S2a/b chaining is used:

-
the Serving GW includes functionality to interwork the control plane of GTP towards the PDN GW and PMIPv6 signalling towards the MAG function of the Trusted Non-3GPP IP Access or the ePDG;

-
the Serving GW includes functionality to link the user-plane of the GTP tunnel towards the PDN GW and the user-plane of the PMIPv6 tunnel towards the MAG function of the Trusted Non-3GPP IP Access or the ePDG.

NOTE 3:
There is no 1:1 mapping between GTP tunnels and PMIPv6 tunnels; several GTP tunnels can be mapped into a single PMIPv6 tunnel.

-
If PMIP-based S8-S2a/b chaining is used:

-
the Serving GW includes functionality to interwork the PMIPv6 signalling towards the PDN GW and PMIPv6 signalling towards the MAG function of the Trusted Non-3GPP IP Access or the ePDG. In this case the Serving GW also acts as a MAG towards the PDN GW;

-
the Serving GW includes functionality to link the user-plane of the PMIPv6 tunnel towards the PDN GW and the user-plane of the PMIPv6 tunnel towards the MAG function of the Trusted Non-3GPP IP Access or the ePDG.
4.3.3.3
PDN GW

********************** Next Change **********************

5.1.4.1
UE – PDN GW User Plane with E-UTRAN
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Legend:

-
On the S5/S8 interface, the tunnelling layer implements GRE encapsulation applicable for PMIPv6 [36].

-
MME controls the user plane tunnel establishment and establishes User Plane Bearers between eNB and Serving GW.

-
LTE-Uu: The radio protocols of E-UTRAN between the UE and the eNB are specified in TS 36.300 [6].

Figure 5.1.4.1-1: User Plane for E-UTRAN

5.1.4.2
UE – PDN GW User Plane with 2G access via the S4 Interface
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Legend:

-
On the S5/S8 interface, the tunnelling layer implements GRE encapsulation applicable for PMIPv6 [36].

-
Protocols on the Um and the Gb interfaces are described in the TS 23.060 [21].

Figure 5.1.4.2-1: User Plane for A/Gb mode

5.1.4.3
UE – PDN GW User Plane with 3G Access via the S4 Interface
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Legend:

-
On the S5/S8 interface, the tunnelling layer implements GRE encapsulation applicable for PMIPv6 [36].

-
Protocols on the Uu and the Iu interfaces are described in the TS 23.060 [21].

Figure 5.1.4.3-1: User Plane for Iu mode

5.1.4.4
UE – PDN-GW User Plane with 3G Access via the S12 Interface
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Legend:

-
On the S5/S8 interface, the tunnelling layer implements GRE encapsulation applicable for PMIPv6 [36].

-
Protocols on the Uu interface are described in the TS 23.060 [21].

-
SGSN controls the user plane tunnel establishment and may establish a Direct Tunnel between UTRAN and Serving GW.

Figure 5.1.4.4-1: User Plane for UTRAN mode and Direct Tunnel on S12

********************** Next Change **********************

6.1.1
Protocol Stacks for S2a

The following protocols shall be supported on S2a:

-
PMIPv6

-
MIPv4 FA mode

The figures below illustrate the control planes for Mobility Management (MM) and the user planes for each protocol option.
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Legend:

-
According to terms defined in PMIPv6 (draft-ietf-netlmm-proxymip6 [8]), the functional entities terminating both the control and user planes are denoted MAG in the non-3GPP IP access and LMA in the Gateway. LMA includes also the function of a Home Agent.

-
The MM control plane stack is PMIPv6 (draft-ietf-netlmm-proxymip6 [8]) over IPv6/IPv4.

-
The user plane carries remote IPv4/v6 packets over either an IPv4 or an IPv6 transport network.

-
The tunnelling layer implements GRE encapsulation applicable for PMIPv6 [36].

Figure 6.1.1-1: Protocols for MM control and user planes of S2a for the PMIPv6 option
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Legend:

-
According to terms defined in MIPv4 RFC 3344 [12], the functional entities terminating both the control and user planes are denoted MN (Mobile Node) in the UE, FA (Foreign Agent) in the non-3GPP IP access, and HA (Home Agent) in the Gateway.

-
The MM control plane stack is MIPv4 RFC 3344 [12] over UDP over IPv4.

-
The user plane carries remote IPv4 packets over an IPv4 transport network.

-
The tunnelling layer implements IP encapsulation applicable for MIPv4 as defined in RFC 3344 [12]. In some cases the tunnelling layer may be transparent.

Figure 6.1.1-2: Protocols for MM control and user planes of S2a for the MIPv4 FA mode option

********************** Next Change **********************

7.1.1
Protocol Options for S2b

The following protocol shall be supported on S2b:

-
PMIPv6

The figure below illustrates the control plane for Mobility Management (MM) and the user plane.
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Legend:

-
According to terms defined in PMIPv6 (draft-ietf-netlmm-proxymip6 [8]), the functional entities terminating both the control and user planes are denoted MAG in the non-3GPP IP access and LMA in the Gateway. LMA includes also the function of a Home Agent.

-
The MM control plane stack is PMIPv6 (draft-ietf-netlmm-proxymip6 [8]) over IPv6/IPv4.

-
The user plane carries remote IPv4/v6 packets over either an IPv4 or an IPv6 transport network. Between the UE and the ePDG, packets are encapsulated using IPSEC RFC 3948 [48].

-
The tunnelling layer implements GRE encapsulation applicable for PMIPv6 [36].

Figure 7.1.1-1: Protocols for MM control and user planes of S2b for the PMIPv6 option

********************** END Change **********************
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