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Introduction

The final objective of this work is to study and define a complete set of functionalities needed at the borders of an IMS network. To attempt this, it is important considering the current situation in several SDOs in order to have the basis for this work and avoid duplicating efforts investigating functions already identified.

This contribution makes a description of the current 3GPP and ETSI-TISPAN IMS architecture and related functions for interconnection purposes. They are based on last versions (up to date) of 3GPP TS 23.228, 3GPP TS 29.165, ETSI ES 282 001 and ETSI ES 282 007 (3GPP TS 23.517). The motivations are:

1.- To provide the TR with the technical background information. It shall help us, establishing the starting point from we can move onwards in further analysis.

2.- To not duplicate efforts investigating functionalities that are already identified.

3.- To be able to gather and show the complete harmonized portfolio of functionalities available for the IMS operators at the borders of their networks.

Also related terminology (definitions, symbols and abbreviations) is proposed for being included.  

Proposed Changes

The following changes are proposed to be made against the associated TR.
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3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Application Function (AF): An element offering applications that require dynamic policy and/or charging control over the IP-CAN user plane behaviour. The AF is capable of communicating with the PCRF to transfer dynamic session information, required for PCRF decisions as well as to receive IP-CAN specific information and notifications about IP-CAN bearer level events [a] [b].
Application Level Gateway (ALG): An application specific functional entity that allows communication between disparate address realm or IP versions, e.g. an IPv6 node to communicate with an IPv4 node and vice versa, when certain applications carry network addresses in the payloads like SIP/SDP. NA(P)T-PT or NA(P)T is application unaware whereas ALGs are application specific translation entities that allow a host running an application to communicate transparently with another host running the same application but in a different IP version or IP address realm. See IETF RFC 2663 [c] for more details.

For IMS, an IMS ALG provides the necessary application function for SIP/SDP protocols in order to communicate between different address realms or IP versions, e.g. IPv6 and IPv4 SIP applications [d].
Back-To-Back User Agent (B2BUA): A logical entity that receives a request and processes it as a user agent server (UAS). In order to determine how the request should be answered, it acts as a user agent client (UAC) and generates requests. It maintains dialog state and must participate in all requests sent on the dialogs it has established.
Charging Data Record (CDR): Formatted collection of information about a chargeable event (e.g. time of call set-up, duration of the call, amount of data transferred, etc) for use in billing and accounting. For each party to be charged for parts of or all charges of a chargeable event a separate CDR shall be generated, i.e. more than one CDR may be generated for a single chargeable event, e.g. because of its long duration, or because more than one charged party is to be charged [e].
Network Address Translation (NA(P)T): method by which IP addresses are mapped from one group to another, transparently to end users. Network Address Port Translation, or NA(P)T is a method by which many network addresses and their TCP/UDP (Transmission Control Protocol/User Datagram Protocol) ports are translated into a single network address and its TCP/UDP ports. See RFC 3022 [f] for further details [d].

NAT-PT/NAPT-PT: NAT-PT uses a pool of globally unique IPv4 addresses for assignment to IPv6 nodes on a dynamic basis as sessions are initiated across the IP version boundaries. NAT-PT binds addresses in IPv6 network with addresses in IPv4 network and vice versa to provide transparent routing between the two IP domains without requiring any changes to end points, like the UE. NAT-PT needs to track the sessions it supports and mandates that inbound and outbound data for a specific session traverse the same NAT-PT router.
NAPT-PT provides additional translation of transport identifier (e.g., TCP and UDP port numbers, ICMP query identifiers). This allows the transport identifiers of a number of IPv6 hosts to be multiplexed into the transport identifiers of a single assigned IPv4 address. See IETF RFC 2766 [g] for more details [d].
Network Topology Hiding: Functionality used to hide the network topology from other operators to restrict the following information from being passed outside of an operator's network: exact number of S‑CSCFs, capabilities of S‑CSCFs, or capacity of the network, etc [d].
Transcoding: It is the direct digital-to-digital conversion from one codec to another.
3.2
Symbols

For the purposes of the present document, the following symbols apply:

Gm
Reference Point between a UE and a P‑CSCF.

Gq’
Reference Point between an AF and a SPDF.

Gx
Reference Point between a PCRF and a PCEF.

Ia
Reference Point between a SPDF and a C-BGF/I-BGF.

Iq
Reference Point between IMS-ALG functionality in P-CSCF and IMS-aGW.

Ix
Reference Point between IBCF and TrGW.

Iw
Reference Point between an IWF and an external network supporting other control protocols than those supported by the IMS network or supporting a non-compatible protocol profile.
Ic 
Reference Point between an IBCF and another IBCF belonging to a different IM CN subsystem network in TISPAN nomenclature.

Iz 
Reference Point between a I-BGF and another I-BGF or media handling node belonging to a different IM CN subsystem network.

Ici
Reference Point between an IBCF and another IBCF or I-CSCF belonging to a different IM CN subsystem network.
Izi
Reference Point between a TrGW and another TrGW or media handling node belonging to a different IM CN subsystem network.

Re
Reference Point between an A-RACF and a RCEF.

Rx
Reference Point between an AF and a PCRF.

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

AF
Application Function

A-RACF
Access-Resource and Admission Control Function
B2BUA
Back to Back User Agent
BRAS
Broadband Remote Access Server
C-BGF
Core Border Gateway Function
CDR
Charging Data Record
GW
Gateway

IBCF
Interconnection Border Control Function
I-BGF
Interconnection-Border Gateway Function
II-NNI
Inter-IMS Network to Network Interface

IM URI
Instant Messaging URI

IMS
IP Multimedia Subsystem

IMS ALG
IMS Application Level Gateway
IMS-aGW
IMS access Gateway

IP
Internet Protocol
IPv4
IP version 4
IPv6
IP version 6

IP-CAN
IP Connectivity Access Network
IW
Interworking

IWF
Interworking Function

MSRP URI
Message Session Relay Protocol URI

NAT-PT
Network Address Translation-Protocol Translation
NA (P) T-PT
Network Address (Port-Multiplexing) Translation-Protocol Translation
NNI
Network to Network Interface
PCEF
Policy and Charging Enforcement Function

PCC
Policy and Charging Control

PCRF
Policy and Charging Rules Function

P-CSCF
Proxy-Call Session Control Function

PRES URI
PRESence (service) URI

RACS
Resource and Admission Control Subsystem
RCEF
Resource Control Enforcement Function
SIP URI
Session Initiation Protocol URI
SPDF
Service-based Policy Decision Function
TCP
Transport Control Protocol
tel URI
telephone URI

THIG
Topology Hiding Inter-network Gateway
TrGW
Transition Gateway

UDP
User Datagram Protocol

UNI
User to Network Interface

URI
Universal Resource Identifier
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4
Review of Current IMS Interconnection Architectures
Editor’s note: This chapter to summarize current models of IMS interconnection, in order to show the gap between current functionalities and detected functionalities in previous chapters.

This section makes a review of the current IMS architecture models for interconnection purposes from the perspective of different SDOs. The drivers for doing that are the next:

-
To provide the TR with the technical background information, establishing the starting point from we can move onwards in further analysis.

-
To not duplicate efforts investigating functionalities that are already identified.

-
To be able to gather and show the complete harmonized portfolio of functionalities available for the IMS operators at the borders of their networks.
In the next sub-clauses, a description of IMS interconnection architectures and related functions is offered.
4.1
3GPP Release 8

This sub-clause describes the current 3GPP model for IMS interconnection purposes. This model is deeply described in 3GPP TS 23.228 [d] and 3GPP TS 29.165 [h]. The related architecture (i.e. logical entities and interfaces) is depicted in Figure 4.1-1.
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Figure 4.1-1: 3GPP IMS interconnection architecture
The border of the network at UNI side comprises P-CSCF and IMS-aGW logical entities. The P-CSCF is located at the control plane, handling SIP signalling; the IMS-aGW is located at the user plane, handling IMS media flows. The control interface between them is named Iq, under definition for Release 8 in 3GPP TS 29.334 [i]. Summary of current functionalities for both logical entities are:

-
P-CSCF (Proxy-Call Session Control Function):

-
Forward SIP messages (e.g. SIP REGISTER, SIP INVITE,...) received from the UE towards the corresponding IMS logical entity for its correct handling.

-
Forward the SIP request or response to the UE.

-
Detect and handle an emergency session establishment request.

-
Generation of CDRs.

-
Maintain a Security Association between itself and each UE, as defined in TS 33.203 [j].

-
Should perform SIP message compression/decompression.

-
Authorisation of bearer resources and QoS management (i.e. Application Function).

-
IMS Application Level Gateway (ALG); P-CSCF performing this functionality acts as a B2BUA.

-
IMS-aGW (IMS access Gateway):

-
Allocation and release of transport addresses according to the requests coming from the IMS-ALG function of the P-CSCF.

-
Forwarding of media packets coming from or going to the UE.

-
IP interworking: network address/port translation and IPv4/IPv6 protocol translation (NAT-PT, NA(P)T-PT).

The interconnection model at II-NNI side comprises IBCF and TrGW logical entities. The IBCF is located at the control plane, handling signalling; the TrGW is located at the user plane, handling IMS media flows. The control interface between them is named Ix; H.248 profile for Ix is under definition for Release 8 in 3GPP TS 29.238 [k]. Summary of current functionalities for both logical entities are:

-
IBCF (Interconnection Border Control Function):

-
Network Topology Hiding (THIG).

-
IMS Application Level Gateway (ALG); IBCF performing this functionality acts as a B2BUA.

-
Screening of SIP signalling information, including management of SIP Headers.

-
Selecting the appropriate signalling interconnect.
-
Invoking an IWF, when interworking between different SIP profiles or different protocols. IWF and IBCF can be co-located.

-
Transit Routing functions: Analysis of the destination address, and determine where to route the session.

-
Controlling transport plane functions.
-
Support and Control of Media Transcoding.

-
Numbering, Naming and Addressing; support of different URI Formats (SIP URI [l], tel URI [m], IM URI [n], PRES URI [o] and MSRP URI [p] already supported, as indicated in 3GPP TS 29.165 [h]).

-
Generation of Charging Data Records (CDRs).

-
Security mechanisms for IP signalling transport over II-NNI interfaces as described in 3GPP TS 33.210 [q].

-
TrGW (Transition Gateway):

-
Forwarding of media streams between IM CN subsystem networks.

-
IP interworking: network address/port translation and IPv4/IPv6 protocol translation (NAT-PT, NA(P)T-PT).

-
User Plane Transport (UDP/RTP mandatory, TCP optional).

-
Transcoding of the user plane (NOTE 1).

NOTE 1: Possible codecs which could be used at the II-NNI are described in 3GPP TS 26.114 [r] and ETSI TS 181 005 [s].
4.2
ETSI-TISPAN Release 2

This sub-clause describes the current TISPAN model for IMS interconnection purposes. This model is described in ETSI TISPAN 282 001 [t] and 3GPP TS 23.517 [u]. The related architecture (i.e. logical entities and interfaces) is depicted in Figure 4.2-1.
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Figure 4.2-1: TISPAN IMS interconnection architecture

The border of the network at UNI side comprises P-CSCF, RACS (SPDF function) and C-BGF logical entities. The P-CSCF is located at the control plane, handling SIP signalling; the C-BGF is located at the user plane, handling IMS media flows. RACS (SPDF Function) acts as policy and resource allocation control function between the service and transport planes. Summary of current functionalities for both logical entities are:

-
P-CSCF (Proxy-Call Session Control Function): same functionalities as previous section.

-
The C-BGF encompasses the functionality of the IMS Access Gateway, as defined in 3GPP TS 23.506 [v].

The interconnection model at NNI side comprises IBCF, RACS (SPDF function) and IBGF logical entities. The IBCF is located at the control plane, handling signalling; the IBGF is located at the user plane, handling IMS media flows. RACS (SPDF Function) acts as policy and resource allocation control function between the service and transport planes. The presence of a policy function at this point is one of the main different between 3GPP and TISPAN architectures.

The control interfaces between them are:

-
Gq’ between the IBCF and the SPDF. It is used for requesting transport plane resources and admission control for fixed broadband access networks. It is a Diameter based reference point [w].
-
Ia between the SPDF and the I-BGF, that is used to request services. It is a H.248 based reference point for controlling Border Gateway Functions [x].
Summary of current functionalities:

-
IBCF (Interconnection Border Control Function):

-
Network Topology Hiding (THIG).

-
IMS Application Level Gateway (ALG); IBCF performing this functionality acts as a B2BUA.

-
Screening of SIP signalling information, including management of SIP Headers.

-
Selecting the appropriate signalling interconnect.

-
Invoking an IWF, when interworking between different SIP profiles or different protocols. IWF and IBCF can be co-located.

-
Transit Routing functions: Analysis of the destination address, and determine where to route the session.

-
Controlling transport plane functions.

-
Support and Control of Media Transcoding.

-
Numbering, Naming and Addressing; support of different URI Formats (SIP URI [l], tel URI [m], IM URI [n], PRES URI [o] and MSRP URI [p] already supported, as indicated in 3GPP TS 29.165 [h]).

-
Generation of Charging Data Records (CDRs).

-
Security mechanisms for IP signalling transport over II-NNI interfaces as described in 3GPP TS 33.210 [q].

- 
The IBCF may interact with the RACS (SPDF Function) in order to do Authorization and Management of transport resources (i.e. open/close gates, QoS packet marking,…).

-
SPDF (Service-based Policy Decision Function): acts as a final Policy Decision Point for Service-Based Policy control (SBPC) for each administrative domain it resides in. Functionalities:

-
Makes policy decisions by using service policy rules defined by the network operator.
-
Maps the QoS requirements to the I-BGF or to the interconnected SPDF.

-
Controls network address translation for both NAPT/NAT-PT.

-
Controls the opening/closing of a gate.

-
Decides on the packet marking and remarking of IP flows.

-
I-BGF (Interconnect Border Gateway Function): sits at the boundary between two transport core networks and interconnect two core networks at the Iz interface. Functionalities:

-
Forwarding of media streams between IM CN subsystem networks.

-
IP interworking: network address/port translation and IPv4/IPv6 protocol translation (NAT-PT, NA(P)T-PT).

-
User Plane Transport (UDP/RTP mandatory, TCP optional).

-
Transcoding of the user plane.

-
Opening/Closing gates (i.e. packets filtering depending on "IP address / port").
-
Packet marking for outgoing traffic. DiffServ support.
-
Resource allocation-per flow and bandwidth reservation.
-
Policing of incoming traffic.
-
QoS and usage metering.
-
Conditional statistics reporting.
-
Detection of inactive bearer connections.
4.3
Other SDOs
**** End of change 3 ****
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