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Abstract of the contribution: Location information is not provided as part of PSAP call back session procedures in a manner different than the PSAP operators verbally inquiring the caller.
Detailed changed:
* * * First Change * * * *
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* * * Next Change * * * *

6.x
Functional enhancements

6.x.b
Location information handling during PSAP call back sessions

6.x.b.1
Discussion

Subclause 4.3 of TS 23.167 states that location information is needed for two main reasons in emergency services. The initial purpose of the location information is to enable the IMS network to determine which PSAP serves the area where the UE is currently located, so that the IMS network can route the emergency session to the correct PSAP. The second purpose is for the PSAP to get more accurate or updated location information for the terminal during or after the emergency session. The second reason for providing location information is relevant in the case of PSAP call back sessions.

A PSAP call back session can take place after an emergency session. It is proposed that location information is made available to the PSAP within the context of a PSAP call back session. 
6.5.2.2
Architectural Details

No architectural changes to TS 23.167 [2] are needed.

6.5.2.3
Information Flows

Detailed information flows could be added to TS 23.167 [2] showing transfer of location information within a PSAP call back session.
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Figure 6.x.b.3-1: Handling of location information in PSAP call back session request

1.
The user initiates an emergency call.

2.
The UE sends a SIP INVITE request with an emergency identifier to the IMS core.

3.
The IMS core selects an emergency centre or PSAP based on location information and emergency service type and sends the request to the emergency centre or PSAP.

3a.
The SIP INVITE request is sent to an MGCF/MGW,

3b.
The IAM is continued towards the emergency centre or PSAP, or

3c.
The SIP INVITE request is sent directly to the emergency centre or PSAP.

4.
The emergency call establishment is completed.

5.
The emergency call is disconnected.

6.
The PSAP or emergency centre sends a SIP INVITE request including a PSAP call back session indicator to the IMS core.

7.
The IMS core routes the SIP INVITE request including a PSAP call back session indicator to the UE.

8.
When the UE determines that the incoming SIP INVITE request has a PSAP call back session indicator present, the UE shall provide location information if available.
9.
The IMS core routes the SIP message including location information to the PSAP.

6.x.b.4
Evaluation

The extensions to support PSAP call back session requests are consistent with what is already defined in TS 23.167 [2]. The extensions to encode location information as part of a SIP message are already defined in TS 24.229 [14]. 
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