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**** Start of 1nd set of changes ****
8.2.4.2
Handover Procedure without Serving GW relocation

The steps involved in the handover from a trusted non-3GPP IP access to 3GPP Access connected to EPC are depicted below for roaming cases with chained S8a/S2a. It is assumed that while the UE is served by the trusted non-3GPP IP access, a PMIPv6 tunnel is established between the non-3GPP access network and the Serving GW in the EPC and a GTP tunnel between the Serving GW and the PDN GW. And it is assumed that the Serving GW is not changed during the HO procedure.
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Figure 8.2.4-2: Handover from Trusted Non-3GPP IP Access to 3GPP Access with chained S8a/S2a anchored in the visited network and without Serving GW relocation
1.
The UE uses a trusted non-3GPP access system. A PMIPv6 tunnel is established between the trusted non-3GPP access and the Serving GW. Then a GTP tunnel is concatenated between the Serving GW and the PDN GW.

2)
The UE discovers the E-UTRAN access and determines to transfer its current sessions (i.e. handover) from the currently used non-3GPP access system to E-UTRAN. The mechanisms that aid the UE to discover the 3GPP Access system, are specified in Section 4.8 (Network Discovery and Selection).

3)
The UE sends an Attach Request to the MME. The message from the UE is routed by E-UTRAN to the MME as specified in TS 23.401 [4] (E-UTRAN).

4)
The MME contacts the HSS and authenticates the UE.

5)
After successful authentication, the MME performs location update procedure and subscriber data retrieval from the HSS as specified in TS 23.401 [4]. The PDN GW address is conveyed to the MME with the subscriber data as described in TS 23.401 [4].

6)
The MME selects a serving GW as described in TS 23.401 [4] and sends a Create Default Bearer Request (including IMSI, MME Context ID (SGSN equivalent is TBD), and PDN-GW address, Handover Indication) message to the selected Serving GW. Since the Attach Type is "Handover" Attach, a Handover Indication information is included.
7) The Serving GW detects that it already has the default bearer context and sends an Update Bearer Request  (RAT Type, QoS Profile, Handover Indication) message to the PDN-GW in the HPLMN.
      Since handover indication is included and the default bearer context has existed, the Serving GW does not switch the data path to 3GPP access.
Since handover indication is included in the Update Bearer Request from the Serving GW, the PDN GW receives the new access information (IP-CAN type, RAT type, etc.) from the Serving GW and stores it as well as the old access information for Trusted Non-3GPP IP access. The PDN GW uses the information (QoS information, etc.) in the PCC rules to continue the resource reservation procedure for E-UTRAN access. In this time, the PDN GW interacting with the PCRF is not required.

 It is FFS how the establishment of the default and dedicated bearers is synchronized.
NOTE:
PDN GW address and Serving GW address selection is as described in the clause "GW selection" in TS 23.401 [4].

8)
The PDN GW responds with an Update Bearer Response message to the Serving GW. The dedicated bearer request may be sent together with the Update Bearer Response to the Serving GW from the PDN GW after step 9

9)
The Serving GW returns a Create Default Bearer Response message and dedicated bearer request to the MME as specified in TS 23.401 [4]. This message includes the IP address of the UE.

10)
Radio and Access bearers are established at this step in the 3GPP access as specified in TS 23.401 [4]. A RAN procedure Ready flag is sent to the Serving GW after all the Radio and Access bearers are established. 
11)
The MME sends an Update Bearer Request (eNodeB address, eNodeB TEID, Handover Indication) message to the Serving GW.
12)
 Since the Handover Indication is included in step 11, the Serving GW sends an Update Bearer Request message to the PDN GW.
13) The PDN GW executes a PCEF-Initiated IP CAN Session Modification Procedure with the PCRF as specified in TS 23.203 [19]. This is to obtain the updated rules required for the PDN GW in the VPLMN or HPLMN to function as the PCEF for all the active sessions the UE has established with the new access information (IP-CAN type, RAT type, etc.) as a result of the handover procedure. And the PDN GW removes the old access information for the Trusted/Untrusted Non3GPP IP access.


The received updated PCC rules may trigger further bearer operation for the UE.
14)
The PDN GW acknowledges by sending Update Bearer Response to the Serving GW. Then the Serving GW switches the data path to 3GPP access. After this step, the downlink data is tranfered to the 3GPP access.
15)
The Serving GW acknowledges by sending Update Bearer Response (EPS Bearer Identity) to the MME.
16)
The UE sends and receives data at this point via the E-UTRAN system.
17)
The Serving GW triggers resource release in the non-3GPP access. The exact signalling messages used in order to release the EPS bearers in the non-3GPP Access are FFS.
**** End of 1nd set of changes ****
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