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Abstract of the contribution: Impacts of handling multiple BBERFs on PCC and other related topics. The document tries to answer the following questions, when multiple BBERFs sessions are present for the same IP-CAN Session:
1. What QoS rules are provides to the BBERF when it establishes an GW Control Session with PCRF: only the QoS rules that would be provided when “default IP Connectivity” is established, or all active QoS rules?

2. When new PCC rules are created, does the PCRF provision the QoS rules to both BBERF or only one (active) BBERF?

1. Definitions: 

Active BBERF:  The BBERF that is responsible for BB and ER corresponding to the IP-CAN session. The PCRF determines which BBERF is an Active BBERF.

Non-Active BBERF: A BBERF that is associated with a IP-CAN Session, but is not the Active BBERF.

2. Scenarios for Multiple BBERFs
There are several situations in which there can be more than one BBERFs for an IP-CAN session (so far, not more than two). These include:
2.1. Scenario-1: Intra-access network HO
1. UE attaches to AN-1, through BBERF1

2. SDF rule-1 created while UE in AN-1

3.  UE HOs to BBERF2, BBERF2 connects to PCRF.

4. SDF rule-2 created through BBERF-2

5. BBERF-1 then terminates connection with PCRF
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2.2. Non-optimized inter-technology  handover

1. UE attaches to AN-1, through BBERF1

2. SDF rule-1 created while UE in AN-1

3.  UE HOs to AN2. BBERF2 connects to PCRF.

4. SDF rule-2 created through BBERF-2

5. BBERF-1 then terminates connection with PCRF
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2.3. Inter-technology optimized HO (Pre-registration) with (delayed) release from source BBERF on HO
Here pre-registration is performed to achieve two goals:

1. Authentication in the target network prior to HO. (reduces HO latency, by having authentication done earlier)

2. Setup of dedicated “bearer states” in the core-network and UE, such that these get activated when HO occurs. (reduced delay in flows continuing onto the target side as resources in target network have been “primed”)

1. UE attaches to AN-1, through BBERF1

2. SDF rule-1 created while UE in AN-1

3.  UE pre-registers to AN2. BBERF2 connects to PCRF.

4. SDF rule-2 created through BBERF-1

5. UE HOs to AN2.

6. BBERF-1 then terminates connection with PCRF
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3. Analysis

KEY CONCEPT (Active/non-active BBERF): 

· It is clear that PCRF will need to deal with multiple BBERFs in several cases.

· However, the PCRF should not be “enforcing” QoS rules in more than one BBERF. In Rel-8, the UE is only having active APN-Connectivity from a single-access. Hence, the PCRF should be able to determine which one of the BBERFs is a active BBERF and which one is a non-active BBERF. The PCRF should enforce rules only in the active BBERF and only “inform” the non-active BBERF of QoS rules.
Q1: What QoS rules are provides to the BBERF when it establishes an GW Control Session with PCRF: only the QoS rules that would be provided when “default IP Connectivity” is established, or all active QoS rules?

We propose that all active QoS rules are provided to the BBERF when the BBERF establishes a GW Control Session with the PCRF.  However, the rules are sent for “information” only in case the BBERF is an active BBERF and “provisioned” in case the BBERF is not a active BBERF. By providing all active QoS rules, the target network can setup bearers for the UE, if so desired and hence reduce the handover latency specially for “optimized HO”.
Q2: In case of multiple BBERFs for a IP-CAN Session, when new QoS rules need to be provisioned in the BBERF, does the PCRF initiate QoS rules provision in both the BBERFs or only one of the BBERFs?

PCRF should download rules to both the BBERFs, but provision them in the active BBERF and “inform” the non-active BBERF.  The non-active BBERF may not activate the QoS rules immediately, as the target may choose not to pre-configure resources. However, the QoS rules should be kept in sync for both the BBERFs.  At a later time when a non-active BBERF becomes active, the PCRF would need, if required by charging considerations, to make sure that the Qos rules have been “provisioned” in the (now) active BBERF.
Q3: How does the PCRF figure out which is the Active BBERF?

The PCRF will need to determine the Active BBERF implicitly.  The PCEF cannot report to the PCRF about which of the BBERFs is the active one in all cases. A non-active BBERF will not link with the PCEF until later. Also, an active BBERF will already have created a GW control session with the PCRF even before sending PBU to PCEF, hence information from PCEF may not reach in time. Also, the identity used by S-GW/A-GW towards PCRF could be different from the identity used on the S5/S2 interface. 
The “active” BBERF for an IP-CAN session can be determined by the PCRF as follows at the time a BBERF does a GW Control Session Establishment:

1. When a new BBERF establishes a GW Control Session which the PCRF determines is associated with an existing IP-CAN session: If the IP-CAN type provided by the BBERF is the same as the IP-CAN type associated with the IP-CAN session, the new BBERF becomes the active BBERF. The previous BBERF associated with the IP-CAN session becomes the non-active BBERF. 

2. When the PCEF initiates an IP-CAN session modification and changes the IP-CAN type: In case multiple BBERFs are associated with the IP-CAN session, the BBERF whose IP-CAN type matches the IP-CAN type provided by the PCEF, becomes the active-BBERF. 
Q4: How does the PCRF react to various transactions initiated by the non-Active BBERF?
Request for authorization of new QoS rules (UE-init bearers access network): This is the case when the non-Active BBERF is requesting authorization for setting up bearers for SDFs that do not exist in the PCRF. The PCRF should reject such a request from non-Active BBERF, since there are no charging rules for this session in the PCEF. 
Request for authorization of existing QoS rules (UE-init bearers access network):  This should typically not happen, as the PCRF has kept the non-Active BBERF aware of QoS rules for all active PCC rules for a UE. The PCRF should provide the QoS rules, but provide this as ”for information” to a non-active BBERF. 
GW Control Session Termination: Ack
Q5: (PMIP/GTP) What PCC rules are downloaded to PCEF when it does an IP-CAN Session Modification with a IP-CAN type that is different than the one present in the IP-CAN Session context in PCRF?

The issue here is that with a new IP-CAN type being reported by the PCEF, there is most probably a change in the “active BBERF”. This would also mean that QoS resources may not have been reserved and some PCC rules will need an ACK that Qos resources are established in the target access, before downloading PCC rules in the PCEF. So there are two options:

1. Donwload all active PCC rules to the PCEF corresponding to the new IP-CAN, or

2. Download only the PCC rules that do not require ack from the BBERF that resources have been reserved. Then do a QoS rules provision in the BBERF. And then download the remaining PCC rules to the PCEF.

The design principle that we have followed in previous SA2 meeting is that in general PCC rules are only deployed after PCRF has and ACK that resources have been setup by the BBERF. Hence, we propose that option-2 is used 
Process in the PCRF on receiving IP-CAN Session Modification with a new IP-CAN type:

1. Change IP-CAN type for the IP-CAN session to the new one provided by the PCEF.

2. Re-compute the PCC rules for the new IP-CAN type. 
3. Determine if the active BBERF has changed. Update the active BBERF in database. Determine which of the PCC rules have QoS rules have been acked or do not require an ACK of resources before downloading to PCEF. Download these PCC rules to the PCEF.
4. For the PCC rules for which QoS resource nee to be  reserved, initiate PCRF-initiated QoS rules provision procedure. As part of this procedure PCC rules for which QoS resources have been confirmed are also downloaded to the PCEF.
Q6: Can multiple BBERFs exist for S2c case?

Multiple BBERFs will not exist for S2c case, since the way to figure out if a BBERF session is related to an IP-CAN session for S2c is to correlate the CoA provided by PCEF to the IP-address provided by BBERF. Only one BBERF will provide IP-address of the UE that matches the CoA provided by the PCEF.
Conclusions

1. The QoS rules provided to the additional BBERF, when it sets up GW Control session are they provided for “enforcement” or only for “information”.
The PCRF should download all the active rules SDF rules. However, the SDF rules may or may-not be “enforcement”. This may depend on whether the new BBERF becomes the active BBERF or not. If it becomes the active BBERF then the rules should be provided for “enforcement”, otherwise only for “information”.  By downloading all active rules to the BBERF, the new BBERF can create dedicated bearers for the UE if needed. When a non-active BBERF becomes active, the PCRF should query the BBERF (“GW Control and QoS rules Provision Procedure” to ensure that QoS rules are enforced. 
2. When new PCC rules are created, does the PCRF provision the QoS rules to both BBERF or one BBERF?

PCRF should first provision the QoS rule in active BBERF and, if required,  get an ack that resources are setup. It should then “inform” the non-active BBERF with the new QoS rule.  The non-active BBERF may not activate the QoS rules immediately, as the target may choose not to pre-configure resources. However, the QoS rules should be kept in sync for both the BBERFs.  At a later time when a non-active BBERF becomes active, the PCRF would need, if required by charging considerations, to make sure that the Qos rules have been “provisioned” in the (now) active BBERF.
Proposed changes to 23.203

· Active and non-active BBERFs: 
1. Need to add definition 
2. Add to section on BBERFs regarding multiple BBERFs
3. determination of active BBERF in GW Control Session Establishment procedure
4. determination of active BBERF at PCEF initiated IP-CAN Session Modification (also to cover for DSMIPv6 case)
5. clarification that the QoS rules provision has two flavours: “enforce” or “inform”. Only in case of enforcement is the BBERF expect to ack at end of enforcement, otherwise the BBERF just acks that it has received the QoS rules. These two variants are needed for both “QoS rules provision procedure” and for “GW Control Session Establishment Procedure”
6. Whenever a new QoS rule or an existing rules is updated for active BBERF, the QoS rule is also provided to the non-active BBERF, after receiving an ack that resources have been provisioned by the active BBERF.
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UE is connected to BBERF1


BBERF1 does GW control session establishment (IP-CAN= AN1). Gets default Bearer QoS (active) rules.


BBERF1 does PBU/PBA with PCEF


PCEF does IP-CAN session establishment . Get default PCC rules


Dedicated bearer setup. SDF-1 QoS rules to BBERF1. Ack to PCRF.


PCRF pushes SDF-1 PCC rules to PCEF.








UE is connected to BBERF2


BBERF2 does PBU/PBA (ATT=AN1) with PCEF. PCEF does not modify IP-CAN with PCRF.


BBERF2 does GW control session establishment (IP-CAN= AN1). Gets (Def_B, SDF-1) QoS (active) rules.


New SDF-2 setup. PCRF pushes new QoS rules to both BBERFS? Only one?


PCRF pushes SDF-2 PCC rules to PCEF.








BBERF1 does GW Control Session Termination. 


Life as usual. Single BBERF session








14.At a later point, BBERF1 does GW Control Session Termination. 


15.	Life as usual. Single BBERF session.








7.	UE is connected to BBERF2


8.	BBERF2 does GW control session establishment (IP-CAN= AN2). What rules does the PCRF push to the BBERF2? All active rules? Are these for “info only” or “provisioning”.


9.	BBERF2 in parallel does PBU/PBA (ATT=AN2) with PCEF. 


10.	PCEF modifies IP-CAN session (IP-CAN = AN2)


11.PCRF pushes only DefB, SDF-1 and SDF-2 for AN2


12 PCEF pushes Ded1 PCC rules to PCEF.


13 New Dedicated bearer SDF-2 setup.  What does PCRF do?





UE is connected to BBERF1


BBERF1 does GW control session establishment (IP-CAN= AN1). Gets default Bearer QoS (active) rules.


BBERF1 does PBU/PBA with PCEF


PCEF does IP-CAN session establishment . Get default PCC rules


Dedicated bearer setup. SDF-1 QoS rules to BBERF1. Ack to PCRF.


PCRF pushes SDF-1 PCC rules to PCEF.
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11. BBERF2 does PBU/PBA to PCEF (ATT = AN2).


12. PCEF does IP-CAN session modification (IP-CAN=AN2). Both (Def ,Ded1, Ded2) PCC rules are downloaded to PCEF. 


13. Life as usual. Single BBERF session.








7  UE is also connected to BBERF2


8	BBERF2 does GW control session establishment (IP-CAN= AN2). Gets (Def_B) QoS rules. What rules does the PCRF push to the BBERF2? All active rules? Are these for “info only” or “provisioning”.


10. New Dedicated bearer SDF-2.  Q2: What does PCRF do, send to both or only one BBERF?








UE is connected to BBERF1


BBERF1 does GW control session establishment (IP-CAN= AN1). Gets default Bearer QoS (active) rules.


BBERF1 does PBU/PBA with PCEF


PCEF does IP-CAN session establishment . Get default PCC rules


Dedicated bearer setup. SDF-1 QoS rules to BBERF1. Ack to PCRF.


PCRF pushes SDF-1 PCC rules to PCEF.
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