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Abstract of the contribution: The different possible solutions for achieving the AMBR enforcement per UE are discussed and one is proposed as a way forward.
Introduction

For 23.401, the APN-AMBR was agreed in the last meeting. The APN-AMBR controls the traffic for all PDN connections having the same APN. The PGW enforces the APN-AMBR and receives it during the establishment of the default EPS bearer. A UE can have more than one PDN connection to different APNs in parallel and thus, more than one APN-AMBRs are active at the same time. However, according to the current RAN2 specifications the eNB can only enforce a single UL AMBR on a per UE basis. This document discusses several alternatives for achieving this single UL AMBR value for the enforcement in the eNB and the need for a DL AMBR in the eNB. 
Discussion

Alternative 1 – Making the eNB PDN aware (no UE-AMBR
The eNB could easily receive the information about the relation of the bearers to the PDN connections and APNs. However, the enforcement of the APN-AMBR would require additional processing capacity. Any traffic exceeding the APN-AMBR would have to be dropped by the eNB. To make this approach work, the UE would need to be involved to perform the APN-AMBR enforcement beforehand. While this is possible (the UE has all relevant information and performs already the MBR enforcement for the GBR bearers), it is not desirable due to several reasons. First of all, the APN-AMBR enforcement functionality for the UL would exist two times (in the UE and in the eNB). Furthermore, this would also result in additional complexity, performance requirements and increased QoS awareness for the UE.

Alternative 2 – Adding a new parameter to the subscription (static UE-AMBR)
Configuring a static UE-AMBR value for each subscriber would achieve a constant and static AMBR enforcement for the UE regardless of the number of currently used APNs. Therefore, it is probably very difficult to find a value for the UE-AMBR that works equally well for various combinations of APN-AMBRs. Setting the value too low, bears the risk that the combined set of services from the multiple APNs cannot run properly in parallel. Having a too high value, increases the risk that a certain amount of traffic exceeds one or more of the APN-AMBRs. Furthermore, the typical use case of having only one (or more) PDN connection to a single APN cannot be served in an optimized way as the traffic could quite likely exceed the APN-AMBR continuously.    
Alternative 3 – Generating the UE-AMBR out of the currently active APN-AMBRs (dynamic UE-AMBR)
Instead of having a static UE-AMBR value, a dynamic UE-AMBR value could be generated out of the set of currently active APN-AMBRs. Thus, the MME becomes responsible for providing the eNB with a generated UE-AMBR value that depends on the currently used PDN connections of the UE. If there is only one (or more) PDN connection to a single APN used by the UE, the UE-AMBR is set to the APN-AMBR value. In case of parallel PDN connections to more than one APN, the MME generates the UE-AMBR value based on the set of active APN-AMBR values and operator configuration (certain configurations are thinkable, e.g. the maximum of the APN-AMBRs, the maximum of the APN-AMBRs + a constant value, the maximum of the APN-AMBRs + the mean of the APN-AMBRs, or even the sum of all APN-AMBRs).

There is also the issue of potentially exceeding each of the APN-AMBRs but this is only possible in case of having PDN connections to more than one APN-AMBR. Even then, the exceeding traffic should be lower as the UE-AMBR has always a certain relation to the active APN-AMBRs. Consequently, the UL-AMBR enforcement would be optimized for the typical use case of one (or more) PDN connection to a single APN only.

Comparison of the alternatives

Alternative 1 would require considerable changes in the EPS, especially impacting the eNB and the UE. Alternative 2 has the problem of setting an appropriate value for the UE-AMBR that works equally well for various combinations of APN-AMBRs. Furthermore, the typical use case of having only one (or more) PDN connection to a single APN cannot be served in an optimized way as the traffic could quite likely exceed the APN-AMBR continuously. In contrast, alternative 3 is optimized for the typical use case for the majority of terminals that use only one (or more) PDN connection to a single APN only. Leaving the actual generation of the UE-AMBR for operator configuration, enables some variety regarding the allowance to exceed the UL AMBR for an APN (which can be further addressed by service or user specific treatments in the PGW). There are no functional changes for the user plan entities required but only some small changes in the signalling of the AMBR between MME and eNB. It should be also noted that the UE-AMBR needs to be signalled to the eNB whenever a PDN connection to another APN is established or removed. 
DL AMBR enforcement in the eNB
Having the UE-AMBR in the eNB for UL enforcement and thus controlling the air interface raised also the question whether the eNB should additionally perform the DL enforcement. In our view, this is not absolutely necessary and would only increase the complexity of the eNB. And for the typical use case of having only one (or more) PDN connection to a single APN, the PGW already performs the DL enforcement.

Furthermore, packet dropping is probably the only policy that can be realized by the eNB compared to the enforcement at the PGW which allows for a service specific handling (including keeping traffic longer in the queue or charging at a higher rate). Additionally, charging implications have to be considered, as the traffic exceeding the DL UE-AMBR (resulting in dropping of packets) has already been accounted by the PGW. This is of special relevance in the DL direction as exceeding a DL UE-AMBR can be expected quite frequently. 
We believe therefore, that the DL enforcement in the PGW based on the APN-AMBR is sufficient as it should be easier to understand for the user (no further parameter in addition to the APN based). Furthermore, it goes hand in hand with the evolution of the APN concept towards a single APN for all operator services (which is much easier to manage and configure for the EPC as well as for the UE). The original need to configure service based APNs for subscription based QoS differentiation purposes is greatly reduced as the bearer management intelligence has been shifted to the NW. Additional APNs may still be required but mainly to select specific gateways offering VPN or enterprise services. It should be noted that this alternative could result in an asymmetric AMBR enforcement for UL and DL which however corresponds to the typical traffic statistics. This is however only the case if PDN connections to more than one APN are active in parallel.
Proposal
Based on the above discussion we would like to propose alternative 3 – generating the UE-AMBR for the UL out of the currently active APN-AMBRs – as the way forward. TS 23.401 would need to be updated only to clarify the generation and maintenance of the generated UE-AMBR value. Furthermore, we believe that the DL enforcement in the PGW based on the APN-AMBR is sufficient.
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