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Abstract of the contribution: This document analyses the device discovery procedure and its possible impact to the target device in the multi-device transfer operations.
Discussion

As discussed in S2-UE-to-UE-analysis, that prior to performing the multi-device transfer operation, the end user should be able to discover the currently logged-in devices and their capabilities, which may be the potential targets for the session transfer. This problem of device and capability discovery applies to both alternatives 1 and 2. End user should be able to discover the devices by using human readable names or identities. In addition, the end user should be able to determine which device supports the media stream type(s) which the end user wishes to transfer to the target device. The discovery should be performed prior to the actual transfer request; otherwise the end user would need to transfer the session to each and every potential target device one-by-one until the sufficient media capabilities are found.

Although the actual protocol details for the discovery procedure are not intended to be solved in Stage 2, the possible impact to the target device in transfer operations is important decision factor when alternatives 1 and 2 are compared. For this reason in the Stage 2 we should understand whether the alternatives are different in this sense.     

Let’s assume the end user has four devices, A, B, C and D. All these devices have registered for the same public user identity. The end user is currently having a session in UE-A with party X. UE-A, UE-B and UE-C support voice and video streaming, UE-D only voice. The ongoing session was started with voice stream, but later party X adds a video stream to the session. UE-A has only a small screen, thus while the UE-A is able to render the video stream, the end user would like to transfer the video stream to device with bigger screen, either UE-B or UE-C. But UE-C is currently in a car (while still registered to IMS), thus at this point the UE-B is the only option as a target device.    

In the recent discussions, SIP OPTIONS has been proposed as a solution for device discovery. The claim has been that the OPTIONS has an advantage that it does not require any impact to the target device. Now let’s analyse how the OPTIONS could solve the above example use case. If UE-A sends an OPTIONS to his/her public user identity, the S-CSCF forks the OPTIONS to all of the registered devices (A, B, C and D). A device which first returns the 200 OK for OPTIONS, is able to indicate its capabilities to UE-A. The 200 OK stops the forking at S-CSCF and rest of the devices are not able to indicate their capabilities. It is pure random which UE returns the 200 OK at first. The UE-A receives one capability result, but the end user is not even able to know which device returned the result. It is clear that this approach would not satisfy the above use case. 

UE-A could also use Accept-Contact and Reject-Contact headers to instruct the S-CSCF which target contacts are acceptable for the OPTIONS. In this way, the UE-A is able to control that the S-CSCF does not fork the OPTIONS back to UE-A (Reject-Contact is set to include the sip.instance-id of UE-A). UE-A may also instruct the S-CSCF to fork the OPTIONS only to the contacts which support video media stream (Accept-Contact is set to include the video media feature parameter with require and explicit attributes). But even in this case, the S-CSCF forks the OPTIONS to UE-B and UE-C, and it is pure random which first returns the 200 OK carrying the capabilities. It is clear that this would not yet satisfy the above use case. 

What seems to be required is a mechanism to send the OPTIONS separately to each target device. For this the UE-A would need to know the GRUU of each device. The existing mechanism to learn the GRUU is to subscribe for the registration event package, which carries also the GRUU. Obviously this requires that the UE-B, UE-C and UE-D all support GRUU. After learning the GRUU of each potential target device, the UE-A is able to send the OPTIONS to each of them separately, and receive the 200 OK from all target devices. But this still does not solve how the end user is able to identify the devices from each other; the GRUU is not human readable, and the GRUU may change at every IMS registration, thus the end user cannot identify his/her devices by GRUU. In the above example, the end user leans that he/she has two devices that support video (and one which does not), but he/she still does not know whether the device from Vendor-Z in his desktop supports video or not.  End user may pick one GRUU which returned the support for video, and transfer the session there, but it may be that this GRUU leads to the device in his/her car.

Thus it seems there should be a mechanism how the end user can give human readable identities (names) to the devices, and then identify the devices based on those names. Fortunately, the registration event package can carry also display names of the each device, but the target device should implement an UI where the end user can give human readable name to the device (e.g. My Car Phone), and the device should populate this identity to the display part of the Contact header of the SIP REGISTER, when the device registers to the S-CSCF. Now the end user is able to learn the list of the registered devices, their identities (human readable names), and the UE-A learns the corresponding GRUUs. On the other hand, the registration event package is also able to carry the media feature tags (e.g. audio, video, etc), thus it may be that the information received via this package at the registration phase is enough for the end user to make the decision regarding the target device, in this case the UE-A does not need to send OPTIONS anymore to the target devices at the transfer phase. The actual transfer operation (REFER method in both alternatives) is then destined to the GRUU of the target device.

One additional usability issue is that when the source device (UE-A) performs the actual transfer, and the target UE receives the transfer request (REFER in Alt 1, INVITE in Alt 2), the target UE should not alert the user, otherwise the end user needs to pick-up also the target device, accept the transfer using the target device, and only after this the transfer operation can be completed. This seems to mean that the target device should implement an UI where the end user can authorize the target device to accept the transfer operations on behalf of the end user. Alternatively, a new attribute in the REFER or INVITE forces the target device to automatically accept the transfer. In either case, this means additional impact to the target device,

Conclusion

SIP OPTIONS alone is not sufficient for the device discovery in either of the alternatives. The registration event package may be used to carry a human readable device identity, GRUU, and some capability information. The SIP OPTIONS may be used in addition to registration event package in the device discovery, if necessary.  

Impact to the target device (applies to both alternatives) 

· The target device should support GRUU. 

· The target device should implement an UI where the end user can give human readable identity to the device. 

· The target device should populate this identity to the IMS and to the source device (e.g. in the display part of the Contact header in the REGISTER.)

· The target device should implement a mechanism automatically accept the transfer requests initiated by the authorized user. 

Based on the above, it is concluded that the impact to the target device should not be used as a decisive factor when Alternatives 1 and 2 are compared.
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