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Abstract of the contribution: This P-CR addresses the editor’s note related to security aspect of S102.

1. Introduction

This P-CR addresses the following editor’s note in TS 23.216:

Editor’s note: TBD. It is expected no new security procedure is needed due to SRVCC. S102 is an intra operator interface and can reuse whatever is defined fro intra-operator interface security model.
2. Discussion

SA3 is specifying the security aspect for S101 in TS 33.402. S101 is the tunnelling interface for LTE-HRPD interworking. S102 is like S101 except it is a tunnelling interface for LTE-1x SRVCC interworking. It is proposed to follow the same network domain security requirement on the S102 as defined for S101.
3. Proposal

#### 1st change ####
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

 [1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

 [2]
3GPP TS 23.401: "GPRS enhancements for E-UTRAN access".
 [3]
3GPP TS 23.402 “Architecture enhancements for non-3GPP accesses”.
 [4]
3GPP2 X.S0042-0: “Voice Call Continuity between IMS and Circuit Switched System”.

 [5]
ITU Recommendation I.130: "Method for the characterization of telecommunication services supported by an ISDN and network capabilities of an ISDN".

 [6]
CCITT Recommendation Q.65: "Methodology - Stage 2 of the method for the characterisation of services supported by an ISDN".

 [7]
3GPP TS 36.938: “Improved Network Controlled Mobility between E-UTRAN and 3GPP2/Mobile WiMAX Radio Technologies”.

 [8]
3GPP2 A.S0008-C: “Interoperability Specification (IOS) for High Rate Packet Data (HRPD) Radio Access Network Interfaces with Session Control in the Access Network”.

 [9]
3GPP TS 22.278: “Service requirements for the Evolved Packet System (EPS)”.

 [x]
3GPP TS 33.210: “Network Domain Security; IP network layer security ”.
 [y]
3GPP TS 33.310: “Network Domain Security (NDS); Authentication Framework (AF)

#### 2nd change ####
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Security
7.1 Network Domain Security with 1xCS IWS
Network domain security with 1xCS IWS can be provided with the following:

· TS 33.210 [x] shall be applied to secure signaling messages on the S102 reference point, and 
· TS 33.310 [y] may be applied regarding the use of certificates with the security mechanisms of TS 33.210 [x]. 

#### End of change ####
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