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1. Introduction

This paper discusses the support of multiple PDN connections in TS23.327 for IWLAN mobility.
2. Discussion
2.1 One primary PDP context for all PDN connections

One mechanism to support multiple PDN is to share one primary PDP context in GPRS access, i.e. only one CoA which is the IP address allocated by GPRS access, is to be used, upon a new PDN connection request, a binding update is sent by the UE to the HA with the new HA-APN included in the message. The disadvantage of this mechanism includes:

1. Firstly, from MIP point of view, only one PDN connection can be configured as at home link. That means, even if GPRS is configured as home link, DSMIPv6 tunnelling is still needed for other PDN connections. This doesn’t seem to be a neat solution for operators who are keen to reduce overheads in GPRS access.

2. Secondly, the behaviour of this mechanism is different from that in TS23.402. In TS23.402, when UE is in 3GPP accesses, multiple bearer contexts will be established for multiple PDN connections, no MIP tunnelling is needed in 3GPP accesses at all. At least the logic in the UE for triggering the PDN connection is not consistent in these 2 systems. This may cause compatibility problem.
3. The GPRS ability of supporting QoS differentiation is disabled if only one primary PDP context is to be established in GPRS access for multiple PDN connection. 

4. In TS23.060 and TS29.061, when a new PDN connection is requested, the TE always sends a request to the MT, and the MT initiates the PDP context activation procedure. The UE behaviour in this mechanism is not backward compatible with the legacy UE, since in this mechanism, upon a PDN connection request, the TE doesn’t communicate with the MT at all.

2.2 One primary PDP context for each PDN connection
Another mechanism to support multiple PDN is to have one primary PDP context in GPRS access for each PDN connection. Upon a new PDN connection request from an application, the UE triggers a primary PDP context activation procedure. After PDP context activation, the UE optionally performs HA discovery and home link detection depending on the home link detection mechanism adopted, and if the UE is not at home link, a binding update will be sent to the HA.
In this mechanism, the HA-APN used for HA discovery and the GRPS-APN (i.e. the APN used for PDP context activation in GPRS access) are correlated. Actually, in the UE, only one set of APN is to be configured, which is used to identify a corresponding service. The HA-APN and the GPRS-APN can be derived from the configured “service” APN. In mechanism described in section 2.1, two different APNs need to be configured: the HA-APN and the APN used for generic PDP context activation. In our view, configuring only one set of APN is simpler than configuring separate APNs for IWLAN mobility service and the GPRS/IWLAN access.
For split UE, upon a PDN connection request, the TE (where the application and the mobile IP protocol resides) sends a new connection request together with the APN to the MT (where the GPRS/IWLAN protocol resides). A virtual interface (e.g. PPP link) is established in the TE for the new PDN connection. The MT initiates the primary PDP context activation procedure, and after the successful PDP context activation, an IP address is allocated. The MT forwards the allocated IP address to the TE, which configures the IP address to the virtual interface for the PDN connection in the TE. A mobile IP protocol can be run on top of the virtual interface, after the IP address configuration, standard mobile IP procedures can be triggered. See figure 1.
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Figure 1: general procedure for a PDN connectivity
In this mechanism, the UE behaviour is inline with both the legacy UE and the Rel-8 EPS UE. The PDP context for different PDN connection can have different QoS classes.
For handover to IWLAN, one or more IPSec tunnel between UE and PDG can be established for multiple PDN connections. But even if only one IPSec tunnel is used for multiple PDN connections, there are still one to one mapping between the virtual interface and the PDN connection in the TE. This is to keep the consistency of the behaviour of the TE.

3. Conclusion
We conclude on the following principles:
1. One primary PDP context in GPRS access may be established for each PDN connection.
2. For split UE, there is one virtual interface for each PDN connection in the TE.

3. HA-APN and the APN for GPRS access are derived from the APN for service.

4. Proposal
We propose the following changes to TS23.327:
/******************************** Start of First change *********************************/

6.1
H1 PDN Attach

H1 PDN Attach is triggered by the UE to initialize the IWLAN Mobility service towards a specific PDN. For each PDN connection, the H1 PDN Attach has to be performed separately.
Note: The H1 PDN Attach is creating a PDN specific H1 instance between a UE and a HA. This H1 PDN attach may trigger establishment of underlying IP access, e.g. within GPRS system, new primary PDP context activation may be triggered before H1 PDN Attach.

Editors Note: When the H1 PDN Attach is triggered is FFS. 
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Figure 6.1  H1 PDN Attach

1.
The UE discovers the Home Agent as defined in the section Home Agent Discovery. If the underlying IP Access is GPRS, a new primary PDP context activation procedure maybe triggered by the UE before this step.


2.
A security association is established between UE and HA to secure the DS-MIPv6 messages related to this PDN connection between the UE and the HA. The UE initiates the establishment of the security association using IKEv2 [9]; EAP [10] is used over IKEv2 for authentication purposes. The HA communicates with the AAA infrastructure in order to complete the authentication. 

During this step an IPv6 home address/prefix is assigned by the HA to the UE as defined in [11, 9]. During this step the UE may include the HA-APN of the PDN it wants to access (in the IKE AUTH message using the IDr payload in similar manner as specified for IWLAN in TS 23.234 [2]) and it can also request a specific IPv6 home address as defined in [11] in order to influence the IP address/prefix assignment procedure.


In this step, the HA may be either in the hPLMN or in the vPLMN. When the HA is in the vPLMN, the interaction between the HA in the vPLMN with the AAA/HSS in the hPLMN may involve a 3GPP AAA Proxy in the vPLMN as specified in TS 23.234  


If the PDN requires an additional authentication and authorization with an external AAA Server additional authentication is executed in this step. Details on these multiple authentications are specified in RFC 4739 [12] and in 3GPP TS23.234 [2] for I-WLAN (Private Network Access (PNA)).
3.
In case a Binding Update is required to establish the desired PDN connectivity (e.g. UE is not at it's home link), the UE sends the DSMIPv6 Binding Update message to the HA as specified in [7]. 


The HA processes the Binding Update. During the processing the HA performs local authentication and authorization of the message using the IPsec security association established in step 2. If the UE does not have an IPv4 HoA already, it requests for the IPv4 home address from the HA as defined in [7] in this step.

4.
The HA sends the DS-MIPv6 Binding Ack to the UE. In this step the HA may include an IPv4 home address as specified in [7] if requested by the UE in step 3.

/******************************** End of First change *********************************/
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