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Abstract of the contribution: This contribution concludes that there is no reason / benefit for the ANDSF to initiate transactions to UEs. Thus, transactions over S14 can only be initiated by the UE.
Introduction
According to TS 23.402 v8.1.1, the ANDSF can push new inter-system mobility policies and/or access discovery info to the UE. That was deemed necessary in order for example to meet the stage-1 requirements for steering the UE to a preferable access network. The assumption is that if the UE receives a new inter-system mobility policy indicating e.g. that “WiMAX is preferable to E-UTRAN”, the UE would reselect or handover to a neighbor WiMAX access network, if there is one available. TS 23.402 assumes that the ANDSF shall be able to push policies (and/or other data) to UE and specifies that: 

· “The ANDSF is able to initiate data transfer to the UE, based on network triggers,” and
· “The inter-system mobility policy may be updated by the ANDSF based on network triggers”.
However, the question is: How can the ANDSF push inter-system mobility policies to the UE? Or, in general, how can the ANDSF initiate data transfer to the UE? 
This document tries to answer the above question.
Discussion

We can envision several mechanisms for enabling the ANDSF push data to UE. Some of these mechanisms are described and analyzed below.
1) Use an existing push mechanism

In this case, the ANDSF uses an existing push mechanism such as those specified for WAP Push or OMA-DM. All these mechanisms require the UE to first receive a short message (typically an SMS) including the URL of a resource, and then to access this resource with the transport protocol specified by the URL. Using such a push mechanism by ANDSF requires that: 
· The ANDSF has an interface to SMS-SC

· The ANDSF caches records about UEs that have previously contacted the ANDSF, e.g.:

· UE1: location / MSISDN / lifetime

· UE2: location / MSISDN / lifetime

· …

NOTE: The ‘lifetime’ is used to timeout and delete cached records after some time period.

· When the ANDSF wants to push an inter-system mobility policy to a UE, it sends a suitably formatted SMS to the UE’s MSIDSN, which then triggers the UE to send an Access Network Info Request to ANDSF’s address (see Fig. 1). 
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Fig. 1: ANDSF uses an existing push mechanism based on SMS

This mechanism has the following advantages:

· No changes to specifications required (assuming that an existing push framework is sufficient to address the needs of this scenario)
· Policies can be applied to specific UE’s identified by their MSISDN

This mechanism has the following disadvantages:

· Requires the ANDSF to interface with SMS-SC
· Requires the UE to include its MSISDN in every request message to the ANDSF. Including the UE’s MSISDN and the UE’s location in the same message can compromise user’s location confidentiality. If the UE does not include its MSISDN in the request message, the ANDSF would need for find it by querying other network elements (which maintain a mapping between UE’s current IP address and UE’s MSISDN).
· When a new policy is put in effect, a high burst of SMS traffic may occur, followed by a high burst of queries to ANDSF

· The ANDSF needs to cache state information about UEs
· Difficult to apply policies to UEs in a given geographical area – this is because the UE locations cached in the ANDSF may not be up-to-date when the new policy is created

2) ANDSF keeps IP contact addresses of UEs
In this case, the ANDSF caches records about UEs that have previously contacted the ANDSF, e.g.:

· UE1: location / IP addr / port# / lifetime

· UE2: location / IP addr / port# / lifetime

· …

NOTE: The ‘lifetime’ is used to timeout and delete cached records after some time period.
When the ANDSF wants to push an inter-system mobility policy to a UE, it sends directly a message to UE’s cached IP address and port#. The UE is expected to implement a function that listens on this port# for ANDSF initiated requests (see Fig. 2).
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Fig. 2: ANDSF keeps IP contact addresses of UEs

This mechanism has the following advantages:

· No need for SMS traffic
· Very fast mechanism for updating policies in the UEs

· Can update policies on specific UEs (ANDSF needs to map the UE’s IP addr to its MSISDN or other permanent identifier)

This mechanism has the following disadvantages:

· UEs need to listen on a specific IP addr / port# for inbound messages from the ANDSF
· New messages required between UE and ANDSF (on top of those already specified in TS 23.402)

· When a new policy is put in effect, a high burst of traffic may be initiated from the ANDSF

· The ANDSF needs to cache state information about UEs

· The IP addr of UE may change before its cache entry in ANDSF expires (this will result in sending policies to wrong UEs or to not used IP addresses)

· Difficult to apply policies to UEs in a given geographical area – this is because the UE locations cached in the ANDSF may not be up-to-date when the new policy is created

3) ANDSF includes a “validity” indicator in every response message
In this case, the ANDSF only responds to UE’s requests (i.e. it does not initiate data transfer itself) and includes a “validity” indicator in every response message. The validity indicator identifies for example the network area (e.g. a list of cell-ids or TAs) and/or the time period in which the response is valid. The UE is requested to contact the ANDSF again when the response becomes invalid, e.g. when the UE moves outside the valid network area or when the corresponding time period expires (see Fig. 3). Effectively, the “validity” indicator provides triggers for the UE to re-contact the ANDSF and request new policies and info about neighbor access networks.
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Fig. 3: ANDSF includes a “validity” indicator in every response message

This mechanism has the following advantages:

· It is simple to implement and requires minimal changes to specifications (proposed by S2-082105)
· It provides triggers for the UE to re-contact the ANDSF, so it also solves another problem (i.e. how often the UE requests data from ANDSF) 

· ANDSF does not need to cache any information about UEs

· Can evenly distribute the ANDSF traffic over time: since all UEs are statistically independent, their policies will become invalid at independent and, thus, evenly distributed time instances. In effect, their queries to ANDSF will also be evenly distributed in the time domain
This mechanism has the following disadvantages:

· It may take a long time before a new operator policy is pushed to a given UE. However, this may not be an issue if we are interested in applying the new policy to a large group of UEs (e.g. all UEs in E-UTRAN). Once the policy is put in effect in the ANDSF, it will be gradually received by more and more UEs.

· Policies cannot be applied to specific UEs. They can only be applied to UEs inside a given network area or using a specific access technology. The ANDSF decides whether to include a new policy in the Response message based on the UE’s location in the Request message.

Proposal

From the analysis above it is concluded that there is not much benefit in enabling ANDSF-initiated transactions over S14. Those transactions would complicate the ANDSF and UE implementations and could create instances with high ANDSF traffic load. 

The mechanism with the “validity” indicator is deemed as sufficient for Rel-8 and the accompanying CR 0173 in S2-082105 introduces the corresponding changes to TS 23.402.
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