Page 1



3GPP TSG-SA2 Meeting #64
(
 S2-082093
Jeju Island, Korea, April 7-11 2008
	CR-Form-v9.4

	CHANGE REQUEST

	

	(

	TS 23.402
	CR
	0168
	(

rev
	0
	(

Current version:
	8.1.1
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	X
	Radio Access Network
	
	Core Network
	X


	

	Title:
(

	Optimized LTE-HRPD handover with S2c

	
	

	Source to WG:
(

	Qualcomm Europe, China Unicom

	Source to TSG:
(

	SA2

	
	

	Work item code:
(

	SAES
	
	Date: (

	31/03/2008

	
	
	
	
	

	Category:
(

	C
	
	Release: (

	8

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)

	
	

	Reason for change:
(

	The description of optimized LTE-HRPD handover mechanisms when S2c is used for IP address preservation between LTE and HRPD is missing.

	
	

	Summary of change:
(

	Section 9 is updated with the information describing the usage of S2c for optimized LTE-HRPD handover

	
	

	Consequences if 
(

not approved:
	It remains unclear how the optimized handover procedure is executed when operator deploys S2c based mobility between LTE and HRPD.

	
	

	Clauses affected:
(

	9

	
	

	
	Y
	N
	
	

	Other specs
(

	
	X
	 Other core specifications
(

	

	affected:
	
	X
	 Test specifications
	

	
	
	X
	 O&M Specifications
	

	
	

	Other comments:
(

	


9
Handovers with Optimizations Between E-UTRAN Access and CDMA2000 Accesses

9.1
Architecture and Reference Points

9.1.1
Architecture for Optimized 3GPP-HRPD Handovers

[image: image1.wmf] 

PDN    

 

GW

 

S1

-

MME

 

S10

 

MME

 

S11

 

 

 

UE

 

E

-

UTRAN

 

Gx

 

SGi

 

S1

-

U

 

PCRF

 

Operator

'

s IP 

services

 

Rx

 

 

S2a

 

 

 

S101

 

 

 

HRPD

 AN

 

 PDSN

 

IOS

 

 

 

Serving 

GW

 

S5

 

S103

 

 

 


Figure 9.1.1-1: Architecture for S2a/PMIPv6 based optimised 3GPP-HRPD handovers (non-roaming case)
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Figure 9.1.1-2: Architecture for S2c/DSMIPv6 based optimised 3GPP-HRPD handovers (non-roaming case) 

NOTE:
Optimized handover supported by this architecture is intended for the scenario where the operator owns both the E-UTRAN access and the HRPD access, or where there is a suitable inter-operator agreement in place.

Depicted in Figure 9.1-1 is an access specific architecture providing support for optimised 3GPP-HRPD handovers.

9.1.2
Reference Points

9.1.2.1
Reference Point List

S101:
It enables interactions between EPS and HRPD access to allow for pre-registration and handover signalling with the target system.

S103:
This User Plane interface is used to forward DL data to minimize packet losses in mobility from E-UTRAN to HRPD.

9.1.2.2

Requirements for the S101 Reference Point

The S101 interface supports procedures for Pre-Registration, Session Maintenance and Active handoffs between E-UTRAN and HRPD networks.

The S101 reference point shall support the following requirements:

-
HPRD and E-UTRAN/EPS messages shall be transported as opaque containers without modifications by the MME or HRPD AN.

-
Messages may carry separate information IEs to indicate status, message types (e.g. handover command) forwarding addresses etc. as required by signaling procedures.

-
Provide identifiers (i.e. S101 Session ID) to distinguish messages belonging to different UEs in order to allow responses originating from the target system to an UE to be appropriately forwarded to the UE by the source system.

-
Reliable transport for S101 messages should be provided at the application layer and will not require transport layer reliability mechanism.

9.1.2.3
S101 Protocol Stack

The figure below shows the protocol stack for the S101 interface.
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Legend:

-
S101 Application Protocol (S101-AP): It is the Application Layer Protocol between the MME and HRPD AN

-
User Datagram Protocol (UDP): This protocol transfers messages. UDP is defined in RFC 768 [xx].

-
S101 Application Protocol (S101-AP) provides application layer reliability for its messages, if required.

Figure 9.1.2.3-1: Protocol Stack for the S101 Reference Point

9.1.2.4
S101 Session Identifier

All S101 messages contain a S101 Session ID which serves to identify the UE context at the MME and the HRPD AN. The S101 Session ID is a scalar value and is unique on the instance of the S101 interface between a HRPD AN and an MME. The S101 Session ID is created by the node (i.e. either the MME or the HRPD AN) which sends the first S101 message on the interface for the UE. The S101 Session Identifier is valid on the interface between a HRPD AN and an MME as along as both ends possess the UE context / session. When either end changes due to procedures such as MME relocation or HRPD dormant session handoff, a S101 Session ID unique to the interface is selected for the UE between the two new pair of nodes. The S101 Session ID is structured to partition the identifier space to allow end points to create session identifiers which are unique on this interface. Once a S101 Session ID is established for the UE on an interface instance by an end point (either the MME or the HRPD AN), both nodes will include the S101 Session ID in all S101 signalling messages without modification as long as both end points possess the UE context.

9.1.2.5

Requirements for the S103 Reference Point

The S103 interface between the Serving GW and HRPD PDSN supports the forwarding of DL data during mobility from E-UTRAN to HRPD.  Signalling procedures on the S101 interface are used to set up tunnels on the S103 interface.

The S103 reference point shall support the following requirements:

-
The S103 interface shall support the ability to tunnel traffic on a per-UE, per-PDN basis 

-
The S103 interface shall support Generic Routing Encapsulation (GRE) RFC 2784 [23] including the Key Field extension RFC 2890 [24]. The Key field value of each GRE packet header uniquely identifies the PDN connectivity that the GRE packet payload is associated with.

9.1.2.6
S103 Protocol Stack

The figure below shows the protocol stack for the S103 interface.
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Figure 9.1.2.6-1: Protocol Stack for the S103 Reference Point

Legend:

-
On the S103 interface, the tunnelling layer implements GRE encapsulation with the Key Field extension RFC 2784 [23], RFC 2890 [24].

9.2
Overview of Handover Procedures

The S101 reference point, and E-UTRAN and HRPD access is used for transparent transfer of pre-registration and handover signalling between the UE and the target access system

The purpose of the procedures is to minimise the total service interruption time experienced at the UE, by allowing the UE to attach and perform service activation (in the case of E-UTRAN) or to perform a session configuration or traffic allocation request (in the case of HRPD) in the target access system before leaving the source access system.

In case where the UE is connected to the E-UTRAN and conditions are such that a handover to HRPD may be required, the source system provides the UE with sufficient information to perform pre-registration with the target HRPD access and core network, over the S101 tunnelling interface. If conditions subsequently warrant that a handover should occur, the handover signalling will also be performed over the S101 tunnelling interface. Once the UE is ready to connect to the target system, it switches to the HRPD access.

In case where the UE is connected to the HRPD and conditions are such that a handover to E-UTRAN may be required, the source system provides the UE with sufficient information to perform pre-registration with the target EPS. The pre-registration may be performed over the S101 tunnelling interface. If conditions subsequently warrant that a handover should occur, the handover signalling may also be performed over the S101 tunnelling interface. Once the UE is ready to connect to the target system, it switches to the E-UTRAN access.

9.3
Optimized Active Handover: E-UTRAN Access to cdma2000 HRPD Access

This section describes the Optimised Handover from E-UTRAN Access to cdma2000 HRPD Access in two phases, pre-registration and the actual handover. 
The S101 based pre-registration phase is executed to prepare for LTE to HRPD handover if the UE isn't already registered at HRPD system from a previous HRPD attachment  In pre-registration phase the UE registers to the cdma2000 HRPD Access, while the UE remains to be connected to the E-UTRAN. The pre-registration may take place well in advance of the need to make the actual handover. 
In the S101 handover phase, the connection is handed over to cdma2000 HRPD Access, and the UE leaves E-UTRAN. Execution of this phase via S101 is optional for S2c/DSMIPv6 based optimized mobility.
9.3.1

Pre-registration Phase

Figure 9.3.1-1 illustrates a high-level call flow for the optimised E-UTRAN to HRPD handover procedure, Pre-registration phase.
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Figure 9.3.1-1: HRPD registration via LTE/SAE tunnel

Editors Note:
Message names Message X and Message Y need to be changed when RAN2 and RAN3 have decided their actual names.

1.
The UE is registered with E-UTRAN/MME. It may have an ongoing data session established over EPS/E-UTRAN access.

2.
Based on a Radio Layer trigger (e.g., an indication from the E-UTRAN when the UE is in connected state or an indication over the broadcast channel), the UE decides to initiate a pre-registration procedure with potential target HRPD access. The pre-registration procedure allows the UE to establish and maintain a dormant session in the target HRPD access, while attached to the E-UTRAN/MME.

3.
The UE generates an HRPD Registration Request message. The HRPD message is transferred from the UE to the eNB.

4.
The eNB forwards the HRPD message together with SectorID information element to the MME. The SectorID is statically configured in the eNB.

5.
The MME selects an HRPD access node address. In order to be able to distinguish S101 signalling transactions belonging to different UEs, the MME allocates an S101 Session ID to identify signalling related to that UE on S101. The MME sends a Direct Transfer message (S101 Session ID, SectorID, HRPD Registration message) to the HRPD access node. The MME determine the correct HRPD access node entity from the SectorID.

6.
When receiving the Registration Request the HRPD system performs all necessary actions to register the UE. This may include additional tunnelled HRPD signalling with the UE. The HRPD pre-registration procedures are transparent to the E-UTRAN and EPS. The eNB provides any HRPD uplink message together with SectorID information element to the MME. The UE first performs network entry procedures specific to HRPD with the HRPD access and subsequently establishes IP services connectivity with the HRPD packet data serving node (PDSN). Authentication with the HRPD system occurs at this time. For S2a/PMIPv6 based mobility, the PDSN receives the selected P-GW address from AAA during authentication. HRPD QoS information is also included in these procedures.

Editor's Note:
The system must ensure that the credentials used on the HRPD system correspond to a subscriber profile that is common with E-UTRAN access.

7.
The PDSN sends a Gateway Control Session Establishment message to the PCRF.

8.
The PCRF responds to the message, sending an Acknowledge Gateway Control Session Establishment message to the PDSN. This response includes the QoS Policy rules.

9.
If, at any time prior to handoff, if session maintenance activity is required, the UE shall perform session maintenance signalling by tunnelling the HRPD session maintenance messages over the S101. If QoS parameters require updating, then this step includes the PCRF interaction. The MME uses the S101 Session ID to identify the UE context over the S101 interface.

NOTE:
Between Step 6 and Step 9 the UE may enter ECM-IDLE state. To execute the session maintenance procedures at Step 9 it is necessary for the UE to enter ECM-CONNECTED state.

9.3.2

Handover Phase
9.3.2.1 S2a/PMIPv6 based mobility

Figure 9.3.2.1-1 illustrates a high-level call flow for the the S2a/PMIPv6 based optimised E-UTRAN to HRPD handover procedure, Handover phase.
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Figure 9.3.2.1-1: S2a/PMIPv6 based E-UTRAN to HRPD handover

Editors Note:
Message names Message X and Message Y need to be changed when RAN2 and RAN3 have decided their actual names.

0.
Ongoing session established over EPS/E-UTRAN access.

1.
The eNB receives measurement reports from the UE.

2.
The eNB makes the handover decision.

3.
The handover decision is signalled to the UE as Relocation indication.

4.
UE sends an HRPD Connection Request message to the eNB to request an HRPD traffic channel.

5.
The eNB send the Message Y with HRPD message and SectorID to the MME. The SectorID is statically configured in the eNB. The eNB will also include Relocation Started indication IE to Message Y.

6.
When receiving Message Y the MME selects an HRPD access node. This selection bases on the SectorID. The MME allocates an S101 Session ID to identify signalling related to that UE on S101. The MME sends an S101 DT (S101 Session ID, SectorID, PDN GW Address(es), GRE key(s) for uplink traffic, HRPD Connection Request message) to the HRPD access node.

7.
The HRPD access allocates the requested radio access resources, and requests a forwarding address from PDSN. The information sent in the request from the HRPD access to PDSN includes PDN GW Address(es) and GRE key(s) for uplink traffic. The response includes the PDSN Address and GRE key(s) for forwarded traffic.

8.
The HRPD access sends the HRPD Traffic Channel Assignment (TCA) message in S101 HO Command message to the MME. If data forwarding applies the HRPD access also provides Forwarding address (PDSN Address, GRE key(s) for forwarded traffic) to the MME. If the HRPD access can not allocate the resources as requested, it will not send S101 HO Command message, but instead Direct Transfer message will be sent with appropriate cause, and the embedded HRPD message that indicates the failure to the UE.

9a.
If S101 HO Command message with Forwarding address is received, the MME configures resources for indirect data forwarding by sending Create forwarding tunnels Request (PDSN address, GRE key(s) for forwarded traffic) to the Serving GW.

9b.
The Serving GW confirms data forwarding resources for S103 and allocates forwarding address for S1 in Create forwarding tunnels Response (cause, Forwarding address).

10.
The MME sends the HRPD Traffic Channel Assignment (TCA) message embedded in a Handover Command message to the E-UTRAN. If the handover preparation failed, the Handover Command will not be sent, but instead Message Y will be sent with appropriate cause, and the embedded HRPD message that indicates the failure to the UE. The message from the MME provides the eNB also with the data forwarding endpoint allocated at the Serving GW.

11.
The E-UTRAN forwards the HRPD Traffic Channel Assignment (TCA) message to the UE. This is perceived by the UE as a Handover Command message. If handover preparation failed, Message X will be sent with the embedded HRPD message that indicates the failure to the UE.


The E-UTRAN starts forwarding received downlink data to the SGW, which forwards them on to the PDSN. The forwarding starts at the same moment as the HRPD Traffic Channel Assignment (TCA) message is sent to the UE.

12.
The UE retunes to the HRPD radio access network and performs traffic channel acquisition.

13.
The UE sends an HRPD Traffic Channel Complete (TCC) message to the HRPD access.

14a-e
The E-UTRAN triggers switching the flow in the EPC with the following sequence:

14a.
The HRPD access sends A11 signalling to PDSN to start setting up the U-Plane connection between the HRPD access and PDSN.

14b.
The PDSN sends Proxy Binding Update to PDN GW. The PDSN sends the all zero IPv4 Home Address (0.0.0.0) or all zero IPv6 Home Prefix (0::/0) in the PBU message. In order to support session continuity, the P-GW performs the Binding Cache entry existence test based on the NAI and assigns the same IPv4 Home Address and/or IPv6 Home Prefix to the UE and acknowledge in the PBA message.

14c.
The PDN GW switches the flow from Serving GW to PDSN, and sends Proxy Binding Acknowledge to PDSN.

14d.
The PDN GW sends a Modification of IP-CAN Session message to the PCRF. Otherwise, information configured with the PGW may be used to determine policy. Since Steps 14c and 14d are both triggered by the Proxy Binding Update in Step 14b, Steps 14c and 14d may occur in parallel.

14e.
If the PDN GW sent a message in step 14d, the PCRF responds with an Ack. of IP-CAN Session Modification message, including the policy the PDN GW will enforce.

15a.
The HRPD radio access network sends a HO Complete (S101 session ID) message to the MME (including the S101 session ID to identify the UE context).

15b.
The MME responds by sending a HO Complete ACK (S101 session ID) to the HRPD radio access network.

16.
The MME releases the old E-UTRAN bearers based on the normal E-UTRAN procedure.

17a.
The MME releases S-GW resources by sending a Delete Bearer Request message to the Serving GW.

17b.
The Serving GW acknowledges resource removal with Delete Bearer Response message.

9.3.2.2 S2c/DSMIPv6 based mobility

Figure 9.3.2.2-1 illustrates a high-level call flow for the S101 based S2c/DSMIPv6 based optimised E-UTRAN to HRPD handover procedure, handover phase.  
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Figure 9.3.2.2-1: S2c/DSMIPv6 based E-UTRAN to HRPD handover

Editors Note:
Message names Message X and Message Y need to be changed when RAN2 and RAN3 have decided their actual names.

0.
Ongoing session established over EPS/E-UTRAN access.

1.
The eNB receives measurement reports from the UE.

2.
The eNB makes the handover decision.

3.
The handover decision is signalled to the UE as Relocation indication.

4.
UE sends an HRPD Connection Request message to the eNB to request an HRPD traffic channel.

5.
The eNB send the Message Y with HRPD message and SectorID to the MME. The SectorID is statically configured in the eNB. The eNB will also include Relocation Started indication IE to Message Y.

6.
When receiving Message Y the MME selects an HRPD access node. This selection bases on the SectorID. The MME allocates an S101 Session ID to identify signalling related to that UE on S101. The MME sends an S101 DT (S101 Session ID, SectorID, HRPD Connection Request message) to the HRPD access node.

7.
The HRPD access allocates the requested radio access resources and performs the necessary A11 signalling. 

8.
The HRPD access sends the HRPD Traffic Channel Assignment (TCA) message in S101 Direct Transfer message to the MME. If the HRPD access can not allocate the resources as requested, the Direct Transfer  Direct Transfer message will be sent with appropriate cause, and the embedded HRPD message that indicates the failure to the UE.

9.
The MME sends message Y carrying the HRPD Traffic Channel Assignment (TCA) message to the E-UTRAN. If the handover preparation failed, the Message Y will be sent with appropriate cause, and the embedded HRPD message that indicates the failure to the UE. 

10.
The E-UTRAN forwards the HRPD Traffic Channel Assignment (TCA) message to the UE within Message X. This is perceived by the UE as a Handover Command message. If handover preparation failed, Message X will be sent with the embedded HRPD message that indicates the failure to the UE.

11.
The UE tunes to the HRPD radio access network and performs traffic channel acquisition.

12.
The UE sends an HRPD Traffic Channel Complete (TCC) message to the HRPD access.

13a. The UE sends Binding Update to PDN GW

13b. The PDN GW switches the flow from Serving GW to the new CoA (obtained by UE from the  HRPD in pre-registration phase), and sends Binding Acknowledge to the UE.

14a. The PDN GW sends an IP-CAN Session Establoishment/Modification message to the PCRF.  Otherwise, information configured with the PGW may be used to determine policy. Since Steps 13b and 14a are both triggered by the Binding Update in Step 13a, Steps 13b and 14a may occur in parallel.

14b.If the PDN GW sent a message in step 14a, the PCRF responds with an Ack including the policy the PDN GW will enforce.

15a. PCRF may update the Gateway Control session towards the PDSN, based on the IP-CAN session information received from PDNGW.

15b.If the PCRF sent a message in step 15a, the PDSN responds with an Ack.

16.The EPS bearer is released from the source 3GPP system.

Alternatively, the UE may (e.g. if the EUTRA radio link fails) directly switch to HRPD access, acquire the necessary HRPD communication resources and then complete the DSMIPv6 based inter system mobility procedure (BU/BA) over the HRPD air interface. In this case S101 reference point is not used and the MME is not involved in the handover phase.   

9.4
Optimized Idle-mode Handover: E-UTRAN Access to cdma2000 HRPD Access

9.4.1 S2a/PMIPv6 based mobility
This procedure is used in the case the UE has a dormant HRPD session in the target HRPD network, either through the pre-registration procedure or previous HRPD attachment.
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Figure 9.4.1-1: S2a/PMIPv6 based E-UTRAN to HRPD mobility in idle-mode

1.
The UE is attached to E-UTRANLTE network and stay in ECM_IDLE state. The UE has a dormant HRPD session in the target HRPD network, either through the pre-registration procedure or previous HRPD attachment

2.
The UE is in idle mode. Based on some trigger, the idle UE decides to perform cell re-selection to the HRPD system. Note, the cell re-selection decision can be made at any time when the UE is attached in the E-UTRAN network (including as soon as the UE has completed pre-registration).

3.
The UE moves to HRPD radio and starts the idle mode mobility procedure. The UE sends an HRPD Connection Request message to request an HRPD traffic channel.

4.
The HRPD access allocates the requested radio access resources and triggers the PDSN to switch from dormant to active mode.

5~6.
The PDSN exchanges a PMIP BU/BA with the PDN GW. The PDSN receives the assigned P-GW address from AAA during authentication at pre-registration phase. The P-GW returns the same UE IPv4 Home Address and/or IPv6 Home Prefix at the PBA message. At this point the user plane is switched in the PDN GW towards the HRPD access network via the PDSN.

6a-6b.
The PDN GW sends an Indication of IP CAN Session Establishment message to the PCRF and PCRF acknowledges. Since steps 6 and 6a are both triggered by the Proxy Binding Update in step 5, steps 6 and 6a may occur in parallel.

7.
The PDSN acknowledges the HRPD access.

8.
The HRPD access replies to the UE with the HRPD Traffic Channel Assignment (TCA) message.

9.
The UE sends an HRPD Traffic Channel Complete (TCC) message to the HRPD access.

10.
Then the UE can go back to dormant mode by initiating the HRPD connection release procedure. Otherwise, at this step the UE traffic may flow in both uplink and downlink directions via the HRPD access.

9.4.2 S2c/DSMIPv6 based mobility
This procedure is used in the case the UE has a dormant HRPD session in the target HRPD network, either through the pre-registration procedure or previous HRPD attachment.
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Figure 9.4.2-1: S2c/DSMIPv6 based E-UTRAN to HRPD mobility in idle-mode

1.
The UE is attached to E-UTRANLTE network and stay in ECM_IDLE state. The UE has a dormant HRPD session in the target HRPD network, either through the pre-registration procedure or previous HRPD attachment

2.
Based on some trigger, the idle UE decides to perform cell re-selection to the HRPD system. Note, the cell re-selection decision can be made at any time when the UE is attached in the E-UTRAN network (including as soon as the UE has completed pre-registration).


If the UEDSMIPv6 client detects that the IP address associated with the HRPD access interface is not currently bound with the UE's DSMIPv6 Home Address, the UE starts Binding Update procedure towards the PDNGW as described in following steps.

3.
The UE sends an HRPD Connection Request message to request an HRPD traffic channel. 

4.
The HRPD access allocates the requested radio access resources and triggers the PDSN to switch from dormant to active mode.

5. The PDSN acknowledges the HRPD access.

6.
The HRPD access replies to the UE with the HRPD Traffic Channel Assignment (TCA) message.

7.
The UE sends an HRPD Traffic Channel Complete (TCC) message to the HRPD access.

8a.
UE sends DSMIPv6 BU message to PDNGW to regsiter the IP address from HRPD access interface with the DSMIPv6HoA. To reduce idle mode signaling when switching back and forth between E-UTRA and HRPD, the UE may use multiple bindings to register the HRPD IP address with PDNGW.

8b. PDNGW responds with DSMIPv6 BA.


9a-9b.
The PDN GW estabslihes/modifies the IP CAN session to the PCRF and PCRF acknowledges the new information.  Since Steps 8b and 9a are both triggered by the Binding Update in Step 8a, Steps 8b and 9a may occur in parallel.

10a-10b. PCRF may update the Gateway Control session towards the PDSN based on the IP CAN session infroamtion received from PDNGW. 

11.
The UE can go back to dormant mode by initiating the HRPD connection release procedure. Otherwise, at this step the UE traffic may flow in both uplink and downlink directions via the HRPD access.

9.5
Optimised Active Handover: cdma2000 HRPD Access to EUTRAN

Figure 9.5-1 illustrates a high-level call flow for an optimised HRPD to EUTRAN handover procedure.
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Figure 9.5-1: HRPD to EUTRAN handover

Editors Note:
Message name Message X need to be changed when 3GPP2 have decided their actual names.

NOTE 1:
UE may need to perform a Tracking Area Update procedure in step 12.

NOTE 2:
UE may perform E-UTRAN attach directly over the E-UTRAN radio.

NOTE 3:
The procedures show the procedures for handover for the default bearer. Procedures for establishing the dedicated bearer upon handover are FFS.
1.
The UE is registered with HRPD. If may have an ongoing data session established over HRPD access.

2.
Handover decision occurs.

NOTE 4:
The means by which a handover decision is made shall be specified in 3GPP2.

3.
Upon handover decision, the UE initiates the Attach procedure by transmission of a NAS Attach Request message over tunneling mechanism to the HRPD AN.

4.
When receiving Message X the HRPD AN selects an MME. This selection is based on a mapping from the current HRPD reference sector to corresponding MMEs. The HRPD AN allocates an S101 Session ID to identify signalling related to that UE on S101. The HRPD AN sends an S101 DT to the MME.

NOTE 5:
It is assumed that the NAS UE capabilities shall be transferred as part of the Attach Request. AS UE capabilities shall be obtained by the eNB using existing RRC procedures.

5.
If no UE context for the UE exists anywhere in the network, authentication must be performed. If UE was unknown to the target MME and the old MME, target MME will send an Identity Request to request the UE's IMSI prior to step 5. PDN GW IP address is sent from HSS to MME in this step. These messages are tunnelled to/from the UE via the HRPD tunnelling mechanism and the S101 Direct Transfer capability.

6.
If the MME has changed since the last detach, or if it is the very first attach, the MME sends an Update Location) to the HSS. Also, The HSS sends Insert Subscriber Data  message to the new MME. MME performs checks on the UE, if all checks are successful then the MME constructs a context for the UE and returns an Insert Subscriber Data Ack message to the HSS. The HSS acknowledges the Update Location message by sending an Update Location Ack to the MME. HSS also sends the subscriber data to the MME in this step.

7.
The MME selects a Serving GW as described in TS23.401 and sends a Create Bearer Requestmessage to the selected Serving GW. 

8.
In case of GTP-based S5/S8, the Serving GW creates a new entry in its EPS Bearer table and sends a Create Bearer Request  message to the PDN GW. In case of PMIP-based S5/S8, the Serving GW retrieves the QoS information directly from the PCRF (not shown in the call flow), and then sends a PMIP Binding Update to the PDN Gateway 

9.
In case of GTP-based S5/S8, the PDN GW returns a Create Bearer Response message to the Serving GW, with the proper TEIDs and bearer-related information. In case of PMIP-based S5/S8, the PDN Gateway returns a PMIP Binding Accept. After this step, the path switch has occurred. Both the default and dedicated (if any) bearers are established.

10.
The Serving GW returns a Create Default Bearer Response  message to the new MME.

11.
The new MME sends an Attach Accept  message to the UE over the S101 interface. S-TMSI is included if the new MME allocates a new S-TMSI.

12.
The HRPD AN forwards the Attach Accept to the UE.

13.
The UE sends the Attach Complete over the HRPD AN tunnelling mechanism.

14.
The HRPD AN forwards the Attach Complete message to the MME.

15.
Upon completion of the E-UTRAN Attach procedure, UE switches over to EUTRAN.

NOTE 6:
Messages 16-21 are intended to be identical to the corresponding messages for UE Initiated Service Request Procedures as described in TS 23.401 [4].

16.
UE performs the NAS service request procedure. The UE sends NAS message Service Request towards the MME encapsulated in an RRC message to the eNodeB. The RRC message(s) that can be used to carry this NAS message are described in TS 36.300 [6]. The eNodeB forwards the NAS Service request message to MME. NAS message is encapsulated in an S1-AP: Initial UE Message. Details of this step are described in TS 36.300 [6].

17.
The MME sends S1-AP Initial Context Setup Request message to the eNodeB. 

18.
The eNodeB performs the RRC radio bearer establishment procedure. The user plane security is established at this step. This step implicitly confirms the Service Request. This step is described in detail in TS 36.300 [6]. When user plane security has been established the EPS bearer state is synchronized between the UE and the network, i.e. the UE should remove any internal resources for bearers that are not set up. 


The uplink data from the UE can now be forwarded by eNodeB to the Serving GW. The eNodeB sends the uplink data to the Serving GW address and TEID provided in the step 14.

19.
The eNodeB sends an S1-AP message Initial Context Setup Complete to the MME. This step is described in detail in TS 36.300 [6].

20.
The MME sends an Update Bearer Request message to the Serving GW. The Serving GW is now able to transmit downlink data towards the UE. 

21.
The Serving GW sends an Update Bearer Response to the MME.

22.
MME sends HO complete to the HRPD AN, so that it can release resources.
In case DSMIPv6 was used to tunnel the data over HRPD access network, UE triggers BU towards the PDNGW (acting as Home Agent) to update the DSMIPv6 binding appropriately (e.g. remove the binding in the case when the IP connection via the EUTRAN appears as the home link for the UE.)

9.6
Optimized Idle Mode Handover: cdma2000 HRPD Access to E-UTRAN Access

9.6.1
General

This clause describes the optimized Idle Mode Handover from cdma2000 HRPD Access to E-UTRAN Access. The UE pre-registers to the E-UTRAN network while the UE remains to be stayed in the cdma2000 HRPD Access in idle mode.

Editor's Note:
Dedicated bearer establishment is FFS.

9.6.2
Using GTP based S5/S8 Interface
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Figure 9.6.2-1: Optimized idle mode handover from HRPD to E-UTRAN using GTP based S5

1.
The UE is registered with HRPD and stays in idle mode.

2.
The UE decides to handover to LTE/SAE network.

3.
UE sends Attach Request (IMSI or S TMSI and old TAI, UE Network Capability, PDN Address Allocation) message to HRPD access node to trigger the attach procedure to LTE/SAE. The UE should indicate the MME the Attach is special attach of idle mode handover, which indicates the EPC network there is no need to allocate radio resources and switch user plane path to E-UTRAN in attach procedure.

4.
Upon receiving Message X, HRPD AN selects a MME. The selection bases on the target ID. The target ID is statically configured in the HRPD access node. The HRPD access node allocates an S101 session ID to identify signalling related to that UE on S101. The HRPD access node sends an DT(S101 session ID, Target ID, Attach Request) to the MME.

5.
If no UE context for the UE exists anywhere in the network, authentication must be performed. Otherwise this step is optional. 

6.
If this is the very first attach on the EPS side, the MME sends an Update Location message to the HSS and fetches user subscription data. In this step the HSS shall also return the address of the already assigned PDN GW.

7.
The MME selects a Serving GW as described in 3GPP TS 23.401 and sends a Create Default Bearer Request (IMSI, MME Context ID, Handover Indication) message to the selected Serving GW. If the Attach Type is special attach Type of idle mode handover, a Handover Indication information is includes. 

8.
The Serving GW creates a new entry in its EPS Bearer table and sends a Create Bearer Request (Serving GW Address for the user plane, Serving GW TEID of the user plane, Serving GW TEID of the control plane, Handover Indication) message to the PDN GW. If the MME includes Handover Indication information in Create Default Bearer Request message, the Serving GW includes this information in Create Default Bearer Request message.


If Handover Indication information is included, the PDN GW should not switch the tunnel from non-3GPP IP access to 3GPP access system at this point.

9.
The PDN GW interacts with the PCRF to retrieve PCC rules used by the UE.

10.
The PDN GW returns a Create Bearer Response message to the Serving GW as described in TS 23.401 [4]. In the message, all bearer information to be established in the E-UTRAN access is included.

11.
The Serving GW returns a Create Default Bearer Response message to the MME as specified in TS 23.401 [4].

12.
The MME sends Attach Accept message in S101 Direct Transfer message to the HRPD AN.

13.
The HRPD AN forwards Attach Accept message to the UE.

14.
The UE switches to E-UTRAN radio.

15.
The UE synchronises with the target cell and sends a TAU message to the MME.

16.
The MME sends Update Bearer Request message to the Serving GW.

17.
The Serving GW sends Update Bearer Response message to the PDN GW. The PDN GW returns Update Bearer Response message to the Serving GW. User Plane is switched here. It is FFS whether the User Plane should be switched earlier as in the case of Active mode procedure.

18.
The Serving GW returns Update Bearer Response message to the MME.

19.
The MME returns a TAU Accept message to the UE.

20.
HRPD resources are released.
In case DSMIPv6 was used to tunnel the data over HRPD access network, UE triggers BU towards the PDNGW (acting as Home Agent) to update the DSMIPv6 binding appropriately (e.g. remove the binding in the case when the IP connection via the EUTRAN appears as the home link for the UE.)

9.6.3
Using PMIP based S5/S8 Interface
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Figure 9.6.3-1: Optimized idle mode handover from HRPD to E-UTRAN using PMIP based S5

A.1)
The MME selects a Serving GW as described in TS 23.401 [4] and sends a Create Default Bearer Request (IMSI, MME Context ID, Handover Indication) message to the selected Serving GW. If the Attach Type is special attach Type of idle mode handover, a Handover Indication information is included.

A.2)
The Serving GW interacts with the PCRF to retrieve PCC rules used by the UE. 

A.3)
If Handover Indication is included, the Serving GW shall not send Proxy BU message to the PDN GW at this point. The Serving GW returns a Create Default Bearer Response message to the Serving GW as described in TS 23.401 [4]. In the message, all bearer information to be established in the E-UTRAN access is included.

Steps between A.3 and B.1 are described in clause 9.6.2.

B.1)
The MME sends Update Bearer Request message to the Serving GW.

B.2)
The Serving GW sends Proxy BU message to the PDN GW.

B.3)
The PDN GW interacts with the PCRF to retrieve PCC rules used by the UE.

B.4)
The PDN GW returns Proxy BA message to the Serving GW. User Plane is switched here. It is FFS whether the User Plane should be switched earlier as in the case of Active mode procedure. 

B.5)
The Serving GW returns Update Bearer Response message to the MME.
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