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Introduction

It was agreed in SA2#62 in S2-080771, that for PMIP-based S5/S8, the DHCP-Relay function should be placed in S-GW. In SA2#62, it was also agreed that GRE-key shall be used on PMIP-S5/S8, primarily to work around the problem scenario of overlapping IPv4 addresses when access to multiple PDNs is present. Discussion occurred that with GRE-key support on PMIP-S5/S8, for UL traffic the S-GW can blindly forward all UL traffic from UE to the P-GW (on GRE-key PMIP-S5/S8 tunnel). Hence, the S-GW need not act as a first-hop router for the UE and not support the DHCP-Relay function, and the P-GW (LMA) acts as first-hop router for the UE. Here we provide arguments to show that doing this is not a good proposal..
Discussion
Keeping the MAG function in S-GW to be PMIPv6 draft compatible: Moving the DHCP-Relay from S-GW to the P-GW and requiring the S-GW to blindly tunnel all UL traffic from the UE to the P-GW, converts the PMIPv6 as used in 3GPP accesses from a layer-3 tunnelling scheme to a layer-2 tunnelling scheme and moves the function of a first hop router from S-GW to P-GW. Both of these are in (gross) violation of the PMIPv6 draft and the IPv4 extensions draft to PMIPv6. One of the key reasons for PMIP-based S5/S8 and S2a, S2b interface was to migrate to an IETF standards based approach for the core network interface. While it was agreed that 3GPP specific functionality would be supported through extensions if not already supported by the IETF drafts, the goal was to try to use generic IETF based extensions where possible (eg GRE keying) and keep 3GPP-specific extensions to be as few as possible (ideally none). Hence, the off-path signalling approach was subsequently agreed. There are several instances in the PMIPv6 draft that states that the MAG function in the S-GW is a first hop router for the UE. Few quotes from the draft are in the annex. Violating this functionality, will also make the MAG in S-GW to be specific to 3GPP and not generic based on IETF-standards. 
Also it should be noted that in IPv4 extensions draft to base PMIPv6 draft, draft-ietf-netlmm-pmip6-ipv4-support-02.txt in all configurations presented there the DHCPv4 relay is always in the S-GW (Section 3.1 and Annex-A, other than the case when DHCP-server is in S-GW, which in previous meeting was ruled out for 3GPP). Hence, moving the DHCPv4 relay out from the S-GW would not be inkeeping with the IPv4 extensions draft to PMIPv6.

Possible processing impacts on S-GW: When the S-GW supports DHCP-Relay function it according to PMIPv6 draft have to inspect the headers of uplink IP packets from the UE and only forward packets that are not destined for the local link on the bi-directional tunnel to the P-GW. If the S-GW acts as a layer-2 tunneler/detunneler and not support the DHCP-Relay function, it will forward *all* traffic to the P-GW without inspecting the IP header of the packets from the UE. Thus, one could argue that there could be reduction in some processing capability of the S-GW, if the S-GW behaves in such a (non-compliant) manner. However, one should keep in mind that for PMIP-based S5/S8, S-GW performs DPI for uplink bearer-binding verification. The S-GW is required to support this function, see bullet 4 of section 4.3.3.2 (“- Uplink bearer binding verification with packet dropping of “misbehaving UL traffic”.) As part of this function, the S-GW could also make sure that UE packets that are not destined for the local-access not be forwarded to the P-GW (LMA). Hence, there impacts to the S-GW to support the DHCP-Relay function in the S-GW are not significant.  
Conclusions

It is proposed that the MAG functionality in S-GW be kept to be adherent to the PMIPv6 draft (which is in last call) and not convert the PMIPv6 tunneling in E-UTRAN from the layer-3 tunneling approach as in the IETF draft to a layer 2 GTP-like tunnelling approach.

It is proposed that the agreement in SA2#62 that DHCP-Relay for PMIP-based S5/S8 is in the S-GW not be changed.
Annex (Quotes from PMIPv6 draft, regarding MAG as a default router)
3.  Proxy Mobile IPv6 Protocol Overview

   This specification describes a network-based mobility management

   protocol.  It is called Proxy Mobile IPv6 and is based on Mobile IPv6

   [RFC-3775].

   Proxy Mobile IPv6 protocol is intended for providing network-based IP

   mobility management support to a mobile node, without requiring the

   participation of the mobile node in any IP mobility related

   signaling.  The mobility entities in the network will track the

   mobile node's movements and will initiate the mobility signaling and

   setup the required routing state.

   The core functional entities in the NETLMM infrastructure are the

   Local Mobility Anchor (LMA) and the Mobile Access Gateway (MAG).  The

   local mobility anchor is responsible for maintaining the mobile

   node's reachability state and is the topological anchor point for the

   mobile node's home network prefix.  The mobile access gateway is the

   entity that performs the mobility management on behalf of a mobile

   node and it resides on the access link where the mobile node is

   anchored.
Same section

The mobile access gateway typically acts as a default router on the

   access link.  Any packet that the mobile node sends to any

   correspondent node will be received by the mobile access gateway and

   will be sent to its local mobility anchor through the bi-directional

   tunnel.
6.10.6.  Forwarding Rules

…

Forwarding Packets Sent by the Mobile Node:

..

   o  On receiving a packet from the mobile node connected to its access

      link, to a destination that is not directly connected, the packet

      MUST be forwarded to the local mobility anchor through the bi-

      directional tunnel established between itself and the mobile

      node's local mobility anchor.  However, the packets that are sent

      with the link-local source address MUST NOT be forwarded.  The

      format of the tunneled packet is shown below.  However, when using

      IPv4 transport, the format of the tunneled packet is as described

      in [ID-IPV4-PMIP6].
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