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Summary

This contribution proposes changes to TR 23.868 to enable the effective coverage area for support of IMS Emergency calls to be extended via transfer of calls from one IMS core network to another. The proposed changes to the current TR are shown highlighted below and are intended to be self explanatory in terms of their justification and objectives. Changes from the previous P-CR in S2-080125 to address comments received in the IMS SWG on 14 January are shown in yellow highlight.
*** START OF PROPOSED CHANGES TO TR 23.868 ***

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1], TS 23.167 [2] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1] or TS 23.167 [2].

Abbreviation format

<ACRONYM>
<Explanation>

CP
Control Plane

E-SLP
Emergency SLP
FQDN
Fully Qualified Domain Name
SLP
SUPL Location Platform

SUPL
Secure User Plane Location

UP
User Plane

V-SLP
Visited SLP
VSP
Voice Service Provider
*** FURTHER PROPOSED CHANGES TO TR 23.868 ***
6
Architecture Alternatives
Editor’s Note: This section will describe and evaluate alternative architecture additions to the solution in Rel-7 that can support one or more of the objectives listed in clause 1 and requirements listed in clause 4. Some of the alternatives may be complimentary (i.e. capable of being combined) while others may be mutually exclusive.
6.1
IMS Emergency Call Redirection
6.1.1
Objectives
If a subscriber does not have wireless access at the time an emergency call is dialled (e.g. the user has just powered on the phone before dialling) or if the user has access to a data only network without voice call capability (e.g. has internet access via a WLAN) then the user’s expectation of a an emergency call succeeding and the legal requirements for some VSP supporting the emergency call will both be significantly lower than if the user is already accessing a voice capable network (e.g. a 3GPP voice capable VPLMN) at the time the emergency call is dialled. This suggests that any extended solution for IMS emergency calls should at least support the latter case in all scenarios, or in as many scenarios as possible.

A major problem is that in many cases, the VSP accessed by the user will not be local to the user’s current location. For example, the user may be in a roaming situation and accessing the H-PLMN or some other remote VSP using direct IP access (e.g. from a WLAN or some other data only access network). In that case, the VSP may not be able to establish an emergency call to a suitable local PSAP and there will be no local VSP (e.g. 3GPP VPLMN) already being accessed to fall back to.
Of course, the serving VSP could just reject an attempt to establish an IMS emergency call (e.g. via a 380 alternative service response) leaving the UE to search around for some alternative – e.g. via scanning for VSPs accessible from its current IP-CAN or by performing a radio search for other wireless IP-CANs. But that is hardly a reliable solution and, moreover, the serving VSP may have some strong interest in helping establish an emergency call – not least because as a service to its subscribers, it could be used to increase the VSP’s subscriber base and revenue.
This section and the following one provide two alternative solutions whereby a serving VSP can direct the call to a more suitable local VSP without requiring the UE to perform a new search. With the solution in this section, the original serving VSP employs a SIP 380 response to provide the UE with the URI of an alternative VSP.
6.1.2
Architectural Details
The solution defined here does not require any change to the existing architecture already defined in TS 23.167 [2]. It just requires that the serving VSP and new VSP to which the call is redirected both support this architecture.
6.1.3
Information Flows
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Figure 6.1.3-1: Redirection of an IMS emergency call

1.
The user initiates an emergency call.

2.
The UE determines its own location or location identifier or obtains location information from the IP-CAN.
3.
The UE sends a REGISTER with an emergency indication or an INVITE with an emergency indication to the currently serving IMS core (IMS Core 1). The REGISTER or INVITE should contain any location information that the terminal has. For security reasons, the UE may include location information or at least accurate location information only in an INVITE and not in a REGISTER.
4.
The serving IMS Core (e.g. the P-CSCF) may obtain further location information from the IP-CAN and/or UE. The serving IMS Core determines from the location information provided in step 3 and/or from the location information obtained from the IP-CAN and/or UE that the UE is outside the emergency serving area for IMS Core 1. The serving IMS Core returns a 3xx response (e.g. a 380 Alternative Service response) that includes the URI (e.g. IP address or FQDN) of a P-CSCF in an alternative IMS Core (IMS Core 2) – e.g. in the SIP Contact Address header of the 3xx response. The serving IMS Core may include URIs for additional IMS Cores. The provided URIs and their location association might be configured in the serving IMS Core. For some locations, no URIs might be configured, in which case a 3xx (e.g. 380) response not carrying any URI would be returned. The provision of a URI or URIs might be further constrained according to whether the serving IMS Core is the home IMS for the UE (e.g. might only be provided if the serving IMS Core is the home IMS Core) and according to whether reliable location information is available (e.g. might only be provided if the IP-CAN or UE is able to provide reliable location information).
5.
The UE sends a REGISTER with an emergency indication to the alternative IMS Core, or one of the alternative IMS Cores, indicated in step 4. The REGISTER should contain any location information that the UE has.
6.
If the alternative IMS Core (e.g. a P-CSCF) determines that the UE is outside its own emergency serving area or that an emergency call cannot be supported for other reasons (e.g. no agreement with the UE’s home network), it may return a 3xx response carrying one or more URIs for other IMS Cores as in step 4. In that case, the UE may attempt to use other IMS Core networks in step 5, if these were provided in step 4 or step 6. Otherwise, the alternative IMS Core (e.g. a P-CSCF) continues the emergency registration via the UE’s home network. In so doing, the identity of the UE will be authenticated and a secure IP connection will be established with the UE.
7.
The UE sends an INVITE with an emergency indication to the alternative IMS core (IMS Core 2). The INVITE should contain any location information that the UE has. The INVITE may be forwarded within the alternative IMS Core – e.g. from a P-CSCF to an E-CSCF – and additional location information may be obtained (e.g.; by an LRF).
8.
The alternative IMS core selects an emergency centre or PSAP based on location information available in step 7.
8a.
The INVITE is sent to an MGCF/MGW,
8b.
The IAM is continued towards the emergency centre or PSAP, or
8c.
The INVITE is sent directly to the emergency centre or PSAP.

9.
The emergency call establishment is completed.
6.1.4
Evaluation
The procedure described in clause 6.1.3 is optional and, if supported, impacts the IMS Core and the UE. Impacts to the IMS Core could be restricted to the P-CSCF. The impacts can be backward compatible with Release 7 – at least if a 380 response is used in step 4 of Figure 6.1.3-1. Specifically, if an IMS core does not support this procedure, then an emergency call attempt in step 3 of Figure 6.1.3-1 would probably fail but there would not be any protocol or procedural violations. If the UE supports IMS emergency calls only according to Release 7, the URI(s) provided by the serving IMS Core in step 4 of Figure 6.1.3-1 would be ignored which would mean that the call might not be resent to an alternative IMS core via the current IP-CAN. On the other hand, if a 380 response, which is already part of Release 7, is used in step 4, the UE would be aware of the need to find and register in a local visited network and thus existing release 7 actions could be used to attempt to setup the call. Backward compatibility for other 3xx responses is FFS.
The procedure defined here may not be applicable to a UE that has not yet recognized an emergency call since in that case a pre-Release 7 380 response may be needed in step 4 of Figure 6.1.3-1 which would not carry any URI.
6.2
IMS Emergency Call Forwarding
6.2.1
Objectives

IMS Emergency call forwarding is an extension to the solution in Release 7 that has the same objectives and rationale as the extension described in clause 6.1. It can be viewed as an alternative solution for these objectives. Instead of redirecting the call back to the UE, the initial serving IMS Core forwards the call to an alternative IMS Core.
6.2.2
Architectural Details

The solution defined here extends the architecture defined in TS 23.167 [2] as shown in the figure below.
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Figure 6.2.2-1 – IMS Emergency Call Forwarding Architecture

In figure 6.2.2-1, P-CSCF 1 and E-CSCF 1 belong to IMS Core Network 1 (e.g. the Home IMS Core Network or a currently serving IMS Core Network) while E-CSCF 2 and LRF 2 belong to IMS Core Network 2 – e.g. one supporting IMS emergency calls at the current location of the UE. The interface from P-CSCF 1 to E-CSCF 2 and the interface from E-CSCF 1 to E-CSCF 2 are alternatives only one of which is needed. The S-CSCF would either belong to IMS Core network 1 or to a separate home IMS Core if IMS Core Network 1 is not the UE’s home network.
6.2.3
Information Flows
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Figure 6.2.3-1: IMS Emergency Call Forwarding
1.
The user initiates an emergency call.

2.
The UE determines its own location or location identifier or obtains location information from the IP-CAN.

3.
The UE may initiate an IMS Emergency Registration with the currently serving IMS Core (IMS Core 1) by sending a REGISTER with an emergency indication to P-CSCF 1. If so, P-CSCF 1 continues the emergency registration with the home IMS network as defined in TS 23.167 [2]. The IMS Emergency registration may not be needed if IMS Core 1 is the home network and the UE assumes it is not roaming.
4.
The UE sends an INVITE with an emergency indication to P-CSCF 1. The INVITE should contain any location information that the UE has.
5.
Based on the location information received in step 4, P-CSCF 1 may forward the INVITE to E-CSCF 2 in another IMS Core network (IMS Core 2) that supports IMS emergency calls for the current location of the UE. In this case, steps 5 and 6 are omitted.
6.
If step 5 is not used, P-CSCF 1 forwards the INVITE to E-CSCF 1 in the same IMS Core network.

7.
E-CSCF 1 may verify any location information obtained in step 6 and may obtain additional location information (e.g. from an associated LRF). Based on this location information, E-CSCF 1 forwards the INVITE to E-CSCF 2 in another IMS Core network (IMS Core 2) that supports IMS emergency calls for the current location of the UE. Forwarding in this step or in step 5 requires agreements between the participating IMS Cores (e.g. IMS Core 1 and IMS Core 2) and associated configuration data (e.g. concerning location mapping to different IMS Cores) in each IMS Core. Forwarding is also dependent on location information being available and may not be possible for all IP-CANs.
8.
E-CSCF 2 may itself or using an associated LRF verify any location information obtained in step 7, obtain additional location information, determine an emergency centre or PSAP based on this location information and determine correlation information (e.g. an ESQK).
8a.
The INVITE is sent to an MGCF/MGW,
8b.
The IAM is continued towards the emergency centre or PSAP, or
8c.
The INVITE is sent directly to the emergency centre or PSAP.

9.
The emergency call establishment is completed.
6.2.4
Evaluation

The procedure described in clause 6.2.3 is optional and, if supported, adds impacts to IMS Core 1, However, the procedure is transparent to the UE, to the PSAP and can be transparent to IMS Core 2 provided E-CSCF 2 is configured to receive IMS emergency calls from IMS Core 1 (e.g. by maintaining secure IP connections between the communicating entities at all times or by allowing such secure connections to be established as needed dynamically). Impacts to IMS Core 1 could be restricted to just the P-CSCF or to just the E-CSCF depending on whether the P-CSCF or the E-CSCF forwards the call to IMS Core 2 in Figure 6.2.3-1. To avoid impact to a P-CSCF, it may be preferred to retain only the E-CSCF to E-CSCF interface alternative and not allow the alternative of forwarding from a P-CSCF. As the UE will only be registered via IMS Core 1, a trust relationship should exist between IMS Core 1 and IMS core 2 such that IMS Core 2 can assume that any UE identity and call back URI provided by IMS Core 1 in step 5 or step 7 of Figure 6.2.3-1 is already authenticated. The impacts should be backward compatible with Release 7 since only IMS Core Network 1 is impacted.
Besides enabling support of IMS emergency calls outside the normal coverage area of a network (IMS Core 1 in Figure 6.2.3-1), the procedure also enables an IMS Core Network to support IMS Emergency Calls for its users when it does not possess all the necessary entities (e.g. if there is no E-CSCF and LRF) – by forwarding all IMS Emergency calls from the P-CSCF to one E-CSCF or to several alternative E-CSCFs in other networks.
The procedure defined here is applicable to a UE that has not recognized an emergency call since the forwarding can be transparent to the UE.
The procedure defined here is not applicable internationally – i.e. in the case that IMS Core 1 and IMS Core 2 belong to 2 different countries – except if agreements exist. This may be due to regulatory constraints (e.g. on forwarding an emergency call to another country) and/or due to technical restrictions related to forwarding between SIP proxies in different countries. Forwarding of emergency calls may also not be possible due to (legal) liability uncertainties between the operators involved. The extent of this restriction and its possible resolution are FFS.
7
Conclusions
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