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Abstract of the contribution: This contribution proposes a solution to the re-direction of emergency calls established in the CS domain, to IMS (and also domain transfers from PS to CS) which involves no modifications to the GMLC and VMSC. This is with respect to Architectural Alternative 1 in TR 23.826. The procedure involves the use of VMSC switch translations to perform the necessary re-routing to IMS.
Discussion
1. VMSC initiated emergency call

As described in a companion paper S2-080495 on “Negotiation of VCC Support”, the Home RUA downloads a PSI DN to the UE in the visited network as part of the CS-attach procedure. When the user makes an emergency call (e.g. dials 911), the UE sends a normal Set-up to the VMSC using the PSI DN. The serving network (i.e. VMSC) is able to recognise the dialled number as a request to make an emergency call and routes the call as an emergency call. This is stated in TS 22.101 section 10.1:
NOTE 3:
If the UE does not recognise the emergency call numbers but the serving network recognises the dialled number as an emergency call number used in the country, a normal call set up takes place over the radio interface and after the serving network has recognised the emergency number the call is routed as an emergency call.

The VMSC performs the standard CS emergency procedures and allocates an ESRK/ESRD or PSAP address (using the supplied information from the radio interface). This involves the VMSC sending a MAP Subscriber Location Report (SLR) request to the GMLC allocated to the geographical region that the UE is roaming within. Based on the received information, the GMLC will create a call context and allocate an ESRK/ESRD. The ESRK/ESRD is a location reference that allows the GMLC to refer to the call context it created when it stored the location. The GMLC returns the ESRK/ESRD to the VMSC. 

Note: The ESRK/ESRD is used as the location reference by the LRF in IMS when using I1-cs. When using I1-ps, the location reference is provided by the PS network.

Note: The ESRK/ESRD is a 10-digit number used for the purpose of routing an E911 call to the appropriate Public Service Answering Point (PSAP) when that call is originating from circuit switched wireless equipment.  The Emergency Services Routing Digit (ESRD) identifies the cell site and sector of the call origination in a wireless call scenario.  The Emergency Services Routing Key (ESRK) uniquely identifies the call in a given cell site/sector and correlates data that is provided to a PSAP by different. The ESRK/ESRD contains information to allow the PSAP to retrieve updated location information from the location server (i.e. GMLC).

2. VMSC Translations

When the VMSC receives the ESRK/ESRD, it is still running the call context for the CS Emergency call. As the call was initially set up using the PSI DN, the MSC sets the PSI DN to the Called-Party-DN in the ISUP Initial Address Message (IAM) and the VMSC passes the request to Translations to select a route out to an MGCF rather than a PSAP. The ESRK/ESRD is also included in the IAM message in the Generic-Digits parameter (as a normal emergency call). 
Note: Interworking of the Generic-Digits parameter (GDP) is currently not specified in 29.163 and will need to be standardised in Release 8 for the case of I1-cs.
3. The IMS CS Control Channel (ICCC) for CS Originations
The ICCC is described in IMS Centralized Services TR 23.892 as: 
A logical control channel used to transport signalling between the ICS UE or L-CAAF-n and the home IMS when accessing IMS services via the CS domain. ICCC is used when needed, e.g. for IMS registration, on session establishment and/or service control of IMS sessions using CS voice bearers. The ICCC between the UE and the ICCF can in principle be established over the CS domain network, in which case it is referred to as I1-cs, or over the PS domain, in which case it is referred to as I1-ps. 
For CS Emergency Originations, as the UE sets up a normal call to the VMSC, there may need to be an exchange of other emergency data between the UE and IMS to allow the routing of the emergency call to the most appropriate PSAP (e.g. the Emergency Service Category). See 24.008 section 10.5.4.33 for a description of Service Category.
The UE sets up the ICCC towards the E-RUA in the visited network to contain session related signalling information related to the emergency session may not be inter-worked by the MGCF or is not necessary for the re-routing decision to IMS (but is required for suitable allocation of a PSAP). As in IMS Centralized Services the ICCC between the UE and E-RUA can be established: 

· EITHER over the CS domain network (I1-cs) using USSD as the transport mechanism.
· OR over the PS domain (I1-ps) using PS bearer as the transport mechanism, but no media associated with the SIP INVITE. 
In parallel the UE will set up the CS leg; both of these legs will be combined at E-RUA to present the RUA leg to E-CSCF which will be extended to PSAP. 
I1-ps is recommended for use in 3G networks. 

I1-cs is recommended for use in 2G networks. 

For I1-cs, there are two modes of routing USSD messages. The first mode is home-routed mode where the VMSC routes the USSD message to the HSS and the HSS sends it to the E-RUA. The second mode is visited-routed mode where the VMSC routes the USSD message directly to the E-RUA.

4. The Role of the E-RUA
The main purpose of the E-RUA is to adapt CS emergency sessions so that they appear as PS emergency sessions originated from the UE/P-CSCF. When a UE in the PS domain initiates an IMS emergency call, it may include a location reference before sending the Emergency INVITE into IMS or the P-CSCF may obtain one from the IP-CAN. 
For CS Emergency calls that are re-directed to IMS, if I1-ps is used, then the location reference is provided by the PS network or by the E-CSCF querying the LRF/LIS. Once the E-CSCF has queried the LRF and the LRF has allocated an emergency call instance, the E-CSCF sends the request to the E-RUA. The E-RUA receives the location reference in the PIDF-LO in the incoming INVITE and the E-RUA copies the PIDF-LO into the outgoing INVITE. The location reference provided in the bearer session control signalling is not used by the E-RUA in this case.

For CS Emergency calls that are re-directed to IMS, if I1-cs is used, then the location reference is provided by the GMLC (i.e. the ESRK/ESRD). The ESRK/ESRD that is sent in the Generic Digits parameter in the IAM is inter-worked appropriately by the MGCF and used by the E-RUA as the location reference to populate the location object in the outgoing Emergency Invite. When the E-CSCF receives the Emergency Invite from the E-RUA, the E-RUA passes the necessary information in the Invite (e.g. P-Asserted-Identity, Location-Reference, P-Access-Network-Info, etc) to the LRF. The LRF uses the Location-Reference to identify the location-server and to retrieve the call record on the location server (e.g. in the case that the ESRK/ESRD was used, this is the call record that was allocated by the GMLC when the MAP-SLR was sent from the VMSC to the GMLC) for the associated user.
5. Domain Transfer and Continuity of Location
For Domain Transfers to CS, the UE uses the PSI DN (which was downloaded as part of CS attach procedures) or Session Transfer ID (which was supplied to the UE during the original PS emergency session establishment) to establish the transfer leg of the emergency session through the E-RUA of the ICCF by setting up a call toward the E-RUA of the ICCF; the call is treated as emergency call at the VMSC.
The DTF processes the Emergency Invite for execution of Domain Transfer as specified in Execution of Domain Transfer procedure specified in TS 23.206. The Remote Leg toward the PSAP is updated using the Access Leg Update toward the remote end procedure specified in TS 23.206. 

As stated in 23.167, the LRF contains a location server, or is closely associated with a location server and may interact with more than one type of location server dependent on the access technology.

Location Retrieval Function (LRF): This functional entity handles the retrieval of location information for the UE including, where required, interim location information, initial location information and updated location information. The LRF may interact with a separate RDF or contain an integrated RDF in order to obtain routing information. The LRF may interact with a separate GMLC or contain an integrated GMLC in order to obtain location information. The LRF may interact with or contain other types of location server functions in order to obtain location information.

During domain transfer from PS to CS access, the LRF uses the UE identification to find the emergency call instance associated with the subscriber and then updates the location-reference stored against this emergency call instance. In this case, the ESRK/ESRD that was passed in the Emergency Invite on domain transfer is the location-reference that is updated in the LRF.

The update of the location-reference against the emergency call instance in the LRF allows continuity of location following domain transfer.

It is important that that the ESRK/ESRD is passed into IMS on domain transfer to cater for the case of CS origination, followed by CS-PS domain transfer, followed by domain transfer back from PS-CS. In this case, the original call record that was allocated in the GMLC on the first CS origination has been released, and therefore a new ESRK/ESRD needs to be allocated for the domain transfer back from PS-CS.


Note that when using I1-ps (i.e. network supports dual PS/CS coverage and the user is using a DTM-capable UE), the possibility exists to remove reliance on the CS network (GMLC) to provide an updated location reference to the GMLC. This is captured as an editor’s note for further study.
Proposal
Document the following text in TR 23.826 section 6.1.2.

**** Begin Change ****

6.1.1.3.2
Emergency Calls established in or transferred to CS

The signalling/bearer paths and the paths for Location Push/Pull for Emergency calls established or transferred to the CS domain are as identified in Figures 6.1.1.3.2-1, 6.1.1.3.2-2 and 6.1.1.3.2-3 below.
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Figure 6.1.1.3.2-1: Signalling/Bearer Paths for CS Emergency Calls using I1-ps
Note: The local IMS designated for VCC functions is the same as the visited IMS in this illustration.
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Figure 6.1.1.3.2-2: Signalling/Bearer Paths for CS Emergency Calls using I1-cs
Note: The local IMS designated for VCC functions is the same as the visited IMS in this illustration.
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Figure 6.1.1.3.2-3: Signalling/Bearer Paths for CS Emergency Calls for domain transfers
Note: The local IMS designated for VCC functions is the same as the visited IMS in this illustration.
A special E.164 number  (termed E-RUA DN) is downloaded to the UE in the visited network (see section 6.2.2.1). When the user makes an emergency call (e.g. dials 911), the UE sends a Set-up to the VMSC using the E-RUA DN. The serving network (i.e. VMSC) is able to recognise the dialled number as a request to make an emergency call and routes the call as an emergency call. This is accordance with TS 22.101 section 10.1.
The VMSC performs the standard CS emergency procedures and allocates a routing key (e.g. ESRK). This involves the VMSC sending a MAP Subscriber Location Report (SLR) request to the GMLC allocated to the geographical region that the UE is roaming within. Based on the received information, the GMLC will store the current location of the user against a call reference.. 
When the VMSC receives the MAP-SLR response it is still running the call context for the CS Emergency call. The VMSC routes the call to the MGCF based upon the routing configuration at the VMSC. 
Editor’s note: How the VMSC determines that the E-RUA DN is used instead of the ESRK/ESRD for translations and routing is FFS.

The Emergency call routing toward the PSAP is provided by a serving IMS; this is achieved by routing the Emergency call through the CS domain network toward the E-RUA in the serving IMS.
Using the concepts defined in TR 23.892 IMS Centralized Services, a logical control channel is used to transport signalling between the UE or E-RUA in the serving IMS network when making Emergency calls in the CS domain. This signalling contains emergency related data that either may not be inter-worked safely by the MGCF or data that plays no part in the routing decision at the MSC (but needs to be taken into consideration in IMS). For example, the Emergency Service Category (as defined in 24.008 section 10.5.4.33) would need to be sent into IMS to allow the LRF to make a determination of the most appropriate PSAP.
The logical control channel between the UE and the E-RUA can be established over the CS domain network using USSD, or over the PS domain using SIP signalling but no media is associated with the SIP INVITE.
In parallel with the setting up of ICCC, the UE will set up the CS bearer signalling leg (by dialling the E-RUA DN); both of these legs will be combined at E-RUA to present the RUA leg to E-CSCF. 
Note: This architecture does not rely on support of IMS centralized services as the solution requires the setting up of the logical control channel to a function in the visited network. If the visited network supports IMS centralized services for its own users, then it is an implementation option for the E-RUA function to be housed with the existing RUA function for that network.
For establishment of the logical control channel over the PS domain using SIP::

· The location-reference is provided by a location server in the PS network rather than the CS network (as in standard IMS emergency session control).

· This option is recommended for use in 3G networks. 

For establishment of the logical control channel over the CS domain using USSD:
· The location-reference is provided by the CS network 
· There are two modes of routing USSD messages. The first mode is home-routed mode where the VMSC routes the USSD message to the HSS and the HSS sends it to the E-RUA. The second mode is visited-routed mode where the VMSC routes the USSD message directly to the E-RUA. It is recommended to use visited-routed mode to remove reliance on the home network.
· This option is recommended for use in 2G networks. 

Once the E-RUA has combined the UE-Legs, it presents the Emergency session to E-CSCF as an Emergency call originated in IMS. When the logical control channel is established over the CS domain, the Location Object [ref: RFC 4119 "A Presence-based GEOPRIV Location Object Format"] in the Emergency Invite is populated by the E-RUA with a Location Reference for retrieval of user’s current location from the GMLC using the information passed by the VMSC at call set-up. When the logical control channel is established over the PS domain, the location object received by the E-RUA on the UE-leg in the session control signalling and is populated by the E-RUA in the outgoing INVITE.
The procedures defined in TS 23.167 are used for processing of the Emergency Call at the E-CSCF.
The DTF is inserted in the signalling path which invokes a 3pcc for enablement of Domain Transfers for the call as specified in TS 23.206.


6.1.1.4
Domain Transfers

The UE detects the trigger for Domain Transfer, registers in the transferring-in domain if needed, and establishes an Emergency Call in the transferring-in domain.
For Domain Transfers to CS, the UE uses the E-RUA DN (which was downloaded as part of CS attach procedures as described in Section 6.1.2.1.1) or Session Transfer ID (which was supplied to the UE during the original PS emergency session establishment) to establish the transfer leg of the emergency session through the E-RUA of the ICCF by setting up a call toward the E-RUA of the ICCF; the call is treated as emergency call at the VMSC. This procedure is illustrated in Figure 6.1.1.3.2-3 and uses the same procedures at the VMSC/GMLC for CS emergency originations as defined in section 6.1.1.3.2. 

The DTF processes the Emergency Invite for execution of Domain Transfer as specified in Execution of Domain Transfer procedure specified in TS 23.206. The Remote Leg toward the PSAP is updated using the Access Leg Update toward the remote end procedure specified in TS 23.206. The location reference stored against the emergency call instance at the LRF/VPC is updated as part of this procedure.
Editor’s Note: It may be possible to also use ICCC for domain transfer to set up the transfer leg of the emergency session and (in the case of I1-ps) remove reliance on CS domain procedures for obtaining the location reference when using a DTM capable UE in a network that has dual CS/PS coverage. This is FFS.
The source Access Leg established via the transferring-out domain is released. The source Access Leg release is coordinated b/w the UE and the DTF.  
**** End Change ****
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