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Abstract of the contribution: The paper proposes a mechanism to reduce the USSD message load of the HLR/HSS.
1. Introduction

In current networks the use of USSD is quite rare. The most often use case is to query the pre-paid account, which might happen once a day or even less per user. The introduction of ICS would change the amount of USSD traffic quite dramatically.

For ICS the HLR/HSS must relay the USSD messages between the UE/VMSC and the ICCF, so it just acts as a transparent entity. It would be beneficial, if the HLR/HSS would not be required to do this relay job and the messages would be directly exchanged between the UE/VMSC and the ICCF.
This paper proposes a mechanism to bring the HLR/HSS out of the USSD message exchange.
2. Discussion
The mechanism is described by help of the following figure showing an ICS UE originating call establishment. It suggests a network initiated USSD signalling procedure instead of UE initiated USSD signalling:
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 Figure 1: ICS UE origination using Network Initiated USSD transport for call control

1. ICS UE A sends a SETUP message to VMSC to establish the bearer leg. The SETUP message includes the RUA PSI DN as the called party number. This will establish the CS domain bearer path with the ICCF.

2. The VMSC responds with a call proceeding message and begins to setup the bearer path.

3. The VMSC processes the SETUP message and sends an IAM to the MGCF.  The SETUP message contains the RUA PSI DN.  [NOTE: Standard VMSC procedure for CS origination.]

4. The MGCF performs a setup of the MGW and creates an INVITE that is sent to the S-CSCF that serves the ICCF. This may involve sending the INVITE to the I-CSCF first to locate the S-CSCF and to translate the RUA PSI DN to a SIP-URI. [NOTE: Standard MGCF procedure for PSTN origination.]

5. The S-CSCF forwards the INVITE to RUA of ICCF. When the RUA has received both the USSD response message (step 6-11) and the INVITE, it has sufficient information to setup a session with party B.

6. The ICCF interrogates the ICS UE A’s current VMSC address from the HSS.

7. The HSS returns the VMSC address to the ICCF. 

8-9. The ICCF establishes a network initiated USSD dialogue with the ICS UE A via VMSC.

10-11. ICS UE A encodes in ICCP sufficient information (e.g. containing B party address (SIP or Tel URI) for the RUA of the ICCF to generate a SIP INVITE initiating a session toward the other end B, to be sent in the USSD response message, and sends it toward the CAAF of the ICCF via the VMSC. The USSD response message is routed to the ICCF which sent the request (no need for configuration).

12. CAAF of ICCF performs necessary adaptation and relays information needed for generation of the SIP INVITE at the RUA of ICCF. The RUA of ICCF acting as a B2BUA creates a SIP INVITE with appropriate SDP information and sends it to the S-CSCF (i.e., terminating the UE Leg and originating the RUA Leg for presentation of IMS session toward other end B on behalf of UE A).

13. The S-CSCF routes the INVITE to the correct termination for the party B based on standard IMS originated session processing at the S-CSCF. 

Using network initiated USSD signalling has the following advantages:

· USSD messages are exchanged directly between ICCF and VMSC (after retrieval of the VMSC address from the HSS) without transiting via the HSS for the dialog.

· No additional administration is required to ensure that the session control signalling channel is established with the correct ICCF.

· Simplified correlation in the ICCF for the messages in step 5 and step 8.

The mechanism can be used for all types of control signalling, which uses USSD for ICS, like
1. [Initial registration and de-registration]
2. [Periodic re-registration]
3. Originating calls

4. Receiving incoming calls

5. Domain transfer procedures (handover between CS and IMS)

6. Mid-call handling, such as call hold, resume, etc.

7. Uniquely identify every call by assigning session ID

8. Exchanging caller and callee IDs, e.g. SIP URI

 

3. Proposal

### 1st Change ###
6.6.1.2
Calls established using CS bearers – alternative model 1

6.6.1.2.1
Introduction
The Signalling/bearer paths for an IMS session established via CS access with USSD transport of the I1-cs are described in figure below.
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NOTE:
gsmSCF used for redirection of CS calls and USSD processing is not shown for brevity.

Figure 6.6.1.2.1-1: Signalling/Bearer Paths-USSD transport

USSD is used for transport of the I1-cs communicating the Session Control Signalling via the VMSC to the CAAF. The CAAF performs necessary adaptation when relaying the Session Control Signalling to RUA which presents SIP UA behaviour on behalf of the UE toward IMS. 
The UE establishes a Bearer Control Signalling path with the RUA by establishing a CS call toward the RUA. When receiving the INVITE, the CAAF performs interrogation to retrieve the VMSC address and establishes I1-cs through the Session Control Signalling Path with the UE. The HSS is not in the session control signalling path.

The Bearer Control Signalling and Session Control Signalling stimuli are combined at the RUA for presentation of SIP UA behaviour for establishment of an IMS session.

The UE maintains the key elements of the SIP/SDP state machine and the RUA also maintains a copy of the state data when present in the session path.

Use of the I1-cs for session setup for this model enables the capability to provide all services exclusively by IMS.
### End of 1st Change ###
### 2nd Change ###
6.6.3.1.1.4
Use of USSD over I1 reference point for Call Origination – alternative procedure 3

Figure 6.6.3.1.1.4-1 provides an example flow for a call made by an ICS UE A to the other end B with USSD transport of ICCC, the AS approach for RUA implementation when I1 reference point is used for call setup.
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Figure 6.6.3.1.1.4-1: ICS UE origination: USSD transport–AS Approach–I1 reference point for call control – alternative procedure 3
1. ICS UE A sends a SETUP message to VMSC to establish the bearer leg. The SETUP message includes the RUA PSI DN as the called party number. This will establish the CS domain bearer path with the ICCF.

2. The VMSC responds with a call proceeding message and begins to setup the bearer path.

3. The VMSC processes the SETUP message and sends an IAM to the MGCF.  The SETUP message contains the RUA PSI DN.

4. The MGCF performs a setup of the MGW and creates an INVITE that is sent to the S-CSCF that serves the ICCF. This may involve sending the INVITE to the I-CSCF first to locate the S-CSCF and to translate the RUA PSI DN to a SIP-URI.

5. The S-CSCF forwards the INVITE to RUA of ICCF. When the RUA has received both the USSD response message (step 6-11) and the INVITE, it has sufficient information to setup a session with party B.

6. The ICCF interrogates the ICS UE A’s current VMSC address from the HSS.

7. The HSS returns the VMSC address to the ICCF. 

8-9. The ICCF establishes a network initiated USSD dialogue with the ICS UE A via VMSC.

10-11. ICS UE A encodes in ICCP sufficient information (e.g. containing B party address (SIP or Tel URI) for the RUA of the ICCF to generate a SIP INVITE initiating a session toward the other end B, to be sent in the USSD response message, and sends it toward the CAAF of the ICCF via the VMSC. The USSD response message is routed to the ICCF which sent the request (no need for configuration).

12. CAAF of ICCF performs necessary adaptation and relays information needed for generation of the SIP INVITE at the RUA of ICCF. The RUA of ICCF acting as a B2BUA creates a SIP INVITE with appropriate SDP information and sends it to the S-CSCF (i.e., terminating the UE Leg and originating the RUA Leg for presentation of IMS session toward other end B on behalf of UE A).

13. The S-CSCF routes the INVITE to the correct termination for the party B based on standard IMS originated session processing at the S-CSCF. 

### End of 2nd Change ###
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