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Abstract of the contribution: The current TR 23.826 V.0.3.0 states that the VCC procedure should be triggered only when both the UE and visited network support VCC for emergency calls. This contribution discusses how this procedure can be triggered without modification to the GMLC or VMSC.

Discussion
The VCC procedure for emergency calls should only be instigated when a VCC subscriber is using a VCC UE that is capable of VCC for Emergency Calls within a visited network that is capable of supporting the VCC for Emergency procedure. The goal of Alternative A in the TR is to document a CS-agnostic solution to support VCC for IMS Emergency Calls.
Proposal

Document the following text in TR 23.826 section 6.1.2.

**** Begin Change ****

6.1.2
Impact

6.1.2.1
Negotiation of VCC Support
6.1.2.1.1
Capability Exchange in the CS network
When the VCC UE attaches to the CS network, the standard update-location message exchange occurs between the UE, VLR and HLR. After completion of this message exchange, the VCC UE sends a mobile-originated USSD message to the RUA in the home network. The USSD message goes through the VMSC (and through standard USSD processing at VMSC, the VMSC adds in its address to the origination-reference parameter in the MAP Dialogue Portion) and arrives at the HLR. The HLR is configured to route the USSD message to the home ICCF based upon the service-code in the USSD message.

The home ICCF is configured with a list of users that have a VCC subscription. The service-code in the USSD message informs the home ICCF to check (via data configuration) if the visited network supports VCC for IMS Emergency. If the visited network does support the procedure, then the Home ICCF sends a USSD-response to the VCC UE containing a PSI DN. The PSI DN is used by the VCC UE to set-up the emergency call (see a later contribution on how this PSI DN is used for CS emergency calls and PS-CS domain transfers).

The home ICCF sends back a USSD error to the mobile-originated USSD in the following cases:

1. Subscriber does not exist in the home RUA (i.e. subscriber is not a VCC subscriber).

2. VMSC address supplied in the USSD message is from a VMSC in a visited network that does not support VCC for IMS Emergency Calls.

The PSI DN is used by the VMSC translations to route the emergency call to IMS after the emergency procedures have been executed to allocate an ESRK/ESRD or PSAP address. The PSI DN can also be used for domain transfers from PS to CS, or alternatively the Home RUA could download an additional number that can serve as the Session Transfer Number (STN) for domain transfers.

If the VCC UE received a PSI DN, it uses this PSI DN to setup a call using standard CS originating procedures when the user initiates an emergency call. If the VCC UE does not receive the PSI DN, then it uses standard procedure to set up the emergency call.
As an alternative when using I1-cs, the E-RUA can supply a PSI DN allocated by the visited network to be used in the bearer control signalling if the session control and bearer control signalling procedures are carried out in sequence.

As an alternative when using I1-ps, the E-RUA can use a PSI DN that was supplied as part of the Registration procedure from the RUA in the home network. If the session control and bearer control signalling procedures are carried out in sequence, then another alternative is for the E-RUA to allocate a PSI DN as part of the session control signalling that can be used in bearer control signalling setup procedures.
6.1.2.1.2
Capability Exchange in the IMS network

When the VCC UE makes an IMS Emergency Call, capability information about the UE’s capability to support VCC for IMS Emergency can be placed within the INVITE. If the visited IMS network supports VCC for IMS Emergency, then the E-CSCF will act on this capability information and send the INVITE to the E-RUA/DTF to anchor the session.

Alternatively, as described in Alternative 2, section 6.2.2.1 in TR 23.826, either:

· The E-CSCF may assume that all UEs are VCC capable and send all sessions to the E-RUA/DTF

Or

· The E-CSCF in the visited network could be configured with identities of roaming users from other networks where it should be assumed that all sessions are sent to the E-RUA/DTF.

In the first alternative, this would be wasteful on resources as all calls have to be sent to the E-RUA/DTF and anchored even though the UE may not be VCC-capable.

In the second alternative, this requires configuration in the visited network, and is an option if there is a desire to avoid changes to the SIP signalling.

**** End Change ****
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