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1
Introduction

At SA2 #60 contribution S2-074569 was approved which proposed text on O-SDS for the enhanced MSC Server approach. The following editor’s note was added:

Editor’s note: It is FFS how the MSC determines this subscriber to be a potential IMS subscriber.
This contribution discusses possible alternatives and proposes a way forward.

Once a conclusion on the above is reached, also the following editor’s is eventually resolved:

Editor’s note: How the MSC Server decides whether or not to initiate IMS registration for this subscriber is for further study.

2
Discussion

As discussed in Kobe, there are different options to determine whether a particular UE, which performs CS attach to the network, will receive services from CS domain or from IMS. It has been concluded in Kobe that the SIP register approach would be the appropriate way forward for the enhanced MSC server; however, it was left open how to limit the number of users for which registration in IMS is tried. 

It has to be noted that an operator will likely start first in its home network with the deployment of the enhanced MSC server, and that therefore a “local” solution might be applicable for first deployments which does not need to be standardized. 

Further it has to be noted, that when the majority of the subscribers has been migrated to IMS, there is no need anymore for limiting the number of users for which registration in IMS is tried, since most of them are anyway IMS users.
Hence any solution to limit the number of users for O-SDS is kind of temporary, needed only until most users have been migrated. It is of course clear that such a transition period might last a couple of years.

So the following alternatives can be considered for this study:

· Don’t describe a solution – leave it for the implementation and network integration. However, questions have been raised how to limit the number of registration attempts, hence this alternative is not recommended.
· Describe a solution:

· After the UE has attached or has performed a location update, the enhanced MSC server receives subscriber data from the HSS. This subscriber data may include an optional MAP parameter which indicates to the enhanced MSC that this subscriber is a potential IMS subscriber requiring enhanced MSC server functionality for MMTel. Note that a non-enhanced MSC will ignore optional MAP parameters. Details on the optional MAP parameter can be left to stage 3 work.
· In case the optional MAP parameter is not received or is not supported by the MSC server, the enhanced MSC server may perform pre-screening based on operator-policy to limit the number of users for which registration in IMS is tried.
· In case the enhanced MSC server has determined that the subscriber is a potential IMS subscriber, it tries to register the subscriber in IMS

3     Proposal
It is recommended to describe a solution; hence it is proposed to add the following changes to 3GPP TR 23.892. Note that the second change is only about removing an editor’s note.
( Begin 1st Change (
6.8a.3
Originated Service Domain Selection for enhanced MSC server 

One of the tasks of the enhanced MSC Server is to decide whether a particular UE, which performs CS attach to the network, will receive services from CS domain or from IMS (see section 5.2.1 for services which are not centralized in IMS even for identified ICS users). Hence the enhanced MSC server has to perform originated Service Domain Selection (OSDS). In case of the enhanced MSC Server this selection is static per UE, i.e., once a decision has been made the services are received from the selected domain.
In order to perform OSDS, the enhanced MSC server needs to be able to differentiate between: -

-
Users which require enhanced MSC server functionality to receive services from IMS

-
Users which receive services from CS and which don’t require enhanced MSC server functionality
For that purpose, the enhanced MSC server needs to know whether an attaching user shall receive services from IMS and thus receive additional information about the subscriber. Since this is subscriber related information, it is stored in the HSS.

There are different candidate reference points which can be used by the enhanced MSC server to perform the differentiation: -

-
MAP

-
Sh

-
Cx

-
I6 using SIP register

These options for O-SDS are discussed in more detail below. 

Option MAP
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Figure 6.8a.3-1: ICS support flag in MAP

One possibility is to introduce a new flag into MAP Update Location to enable ICS capability negotiation between VPLMN and HPLMN.

MSC/VLR sets this flag in MAP Update Location if MSC/VLR has the enhanced MSC server capability as described in 3GPP TR 23.892 and wishes to put corresponding subscriber under ICS control. Note: if the flag is not present then this would be a clear indication to HSS that MSC/VLR does not support ICS.

HSS sets this flag in the Update Location response message If HSS recognizes new flag from MSC/VLR (i.e. ICS capable HSS) and wishes to put corresponding subscriber under ICS control. Note: if the flag is not present then this would be a clear indication to MSC that HSS does not support ICS and that this user will not require enhanced MSC server functionality. Based on the MAP functionality, Pre-rel8 HSS can ignore new introduced information element as unknown so that there is no harm to pre-rel8 HSS even if new ICS flag is received.
One other possibility is to introduce an optional indicator in the subscriber data which would indicate to the enhanced MSC server that the subscriber is an IMS subscriber requiring enhanced MSC server functionality for MMTel..If the enhanced MSC server functionality is not present in the MSC, then this indicator can be ignored (i.e. it should not cause unwanted behavior).
Option Sh

Prerequisites: 

-
An ICS specific Temporary Public User Identity is provisioned based on the IMSI (similar as to what is already defined in 3GPP TS 23.003, but different in the user and/or domain part so as not to clash with UE registrations). Note that the Sh does not use the IMPI in the protocol today.

-
MSC-Server and HSS are in the same trust domain i.e. Sh is allowed. Note that today use of Sh is not specifically defined between different operators and so it may be required that restrictions need to be added in order to define what data is allowed to be sent to the visited operator. Of course, if two operators are part of the same trust domain, such functionality could of course be argued as unnecessary. Liaison with SA3 may be required here for guidance.

-
MSC-Server must be able to find the address of the HSS to be contacted 

-
A flag indicating that the user requires ICS enhanced MSC Server functionality is provisioned in the subscriber data

The subscriber profile retrieval has to be performed for all users which are attaching to the CS network via this MSC.

In order for the MSC-Server to be able to contact the correct HSS, the MSC-Server will need to know, at the very least, the address/FQDN of an SLF. As specified in 3GPP TS 23.002, the MSC-Server could query the SLF to get the name of the HSS containing the required subscriber specific data.

Option Cx

Same as for Option Sh, except that the enhanced MSC-Server uses the Cx interface.

Option SIP Register
After performing successful location update procedures in the CS domain, the enhanced MSC-Server determines this subscriber to be a potential IMS subscriber and tries to register the user in IMS. IMS registration would only succeed for IMS subscribers which have the IMPI in the IRS in the HSS used during registration and fail otherwise. If the registration in IMS succeeds, the enhanced MSC-Server continues to handle this subscriber as IMS subscriber.

The routing of the registration message is handled by standard IMS routing.

Note that if the enhanced MSC-Server uses a different IMPI/IMPU during registration than the UE when doing IMS registration, the UE can be registered in IMS in addition to the enhanced MSC-Server and thus negating the need for support of IMS simultaneous registrations for the same IMPI/IMPU combination.

Whether or not there is a need to differentiate between ICS users which shall only be handled by enhanced MSC-Server and ICS users which shall only use ICS UE, is FFS. However, currently there are no requirements identified.

Conclusions on Different Options

Overall, it can be concluded that the OSDS in the enhanced MSC server using a MAP approach would have the benefit of re-using existing agreements between two operators for the VLR to HLR/HSS interaction. On the other hand, the drawback could be seen as impacting current MAP protocol and legacy equipment such as the HLR. However, as clearly indicated, there would not be any backwards compatibility issues with pre-Rel-8 equipment. 

The Sh option and Cx option provide the benefit of allowing the enhanced MSC server to act as an AS or CSCF (respectively), re-using the existing Sh/Cx interface protocols (the Cx might even require enhancements). One drawback is that yet another interconnect interface must be used (in addition to existing MAP and the required SIP interface) when the subscriber is roaming. There may also be potential issues with allowing Sh and Cx between networks that are not fully trusted. Where both networks are in the same trust domain, there is no issue.

The SIP register approach does not require a new interconnect interface, but instead tries to register appropriate subscribers in IMS and if this registration succeeds, the user is identified to receive his services from the IMS. Note that a pre-screening based on operator-policy in the enhanced MSC server can be performed to limit the number of users for which registration in IMS is tried. 

Further on, SIP register can be used by enhanced MSC server to determine whether the attaching user is an IMS subscriber or not.

It has been concluded that the SIP register approach would be the appropriate way forward for the enhanced MSC server. However, the enhanced MSC Server should not attempt registration for all subscribers, but rather, make a determination either based on some pre‑screening and/or by the presence and value of an optional flag in the subscriber data.
Therefore, after performing successful location update procedures in the CS domain, the MSC server receives subscriber data from the HLR/HSS. This subscriber data may include an optional flag (to be defined in stage 3/MAP) that indicates whether or not the subscriber is an IMS subscriber requiring enhanced MSC Server functionality for MMTel. The procedure in the (enhanced) MSC Server is as follows:
· If the flag is received but the MSC Server is not an enhanced MSC Server, it shall be silently discarded.

· If the flag is not received or is not supported by an enhanced MSC Server, the enhanced MSC Server shall perform some pre-screening based on operator-policy in order to determine whether or not to attempt SIP registration for this subscriber.

· If the flag is received and is supported by the enhanced MSC Server, then the enhanced MSC Server shall analyse the value of the flag as follows:

· If the flag is set to true, the enhanced MSC Server shall attempt the IMS registration.

· If the flag is set to false, the enhanced MSC Server shall not attempt the IMS registration.

IMS registration would only succeed for IMS subscribers and fail for CS only users. If the registration in IMS succeeds, the MSC continues to handle this subscriber as IMS subscriber.

The routing of the registration message is handled by standard IMS routing.
Editor’s note 2: Whether or not there is a need to differentiate between ICS users which shall only be handled by enhanced MSC server and ICS users which shall only use ICS UE is FFS.
( End 1st Change (
( Begin 2nd Change (
6.8a.2
Information Flows

6.8a.2.1
Registration

The following information flows depict the user registering in IMS via CS access for various idle-mode mobility scenarios.

Use Case 1: Initial IMS Registration via MSC Server
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Figure 6.8a.2.1-1 Non ICS UE IMS registration via MSC Server
The UE is not registered in CS or IMS.

Standard CS Attach procedures are initiated towards the CS network.

Standard CS location update, authentication and insert subscriber data procedures.

A CS Attach Accept is returned to the UE.

5.
Upon successful location update in CS, the MSC Server discovers the address of the appropriate I-CSCF/IBCF and sends a trusted SIP REGISTER to the IMS with the appropriate information (e.g. Temporary Public User Identity derived from IMSI,  MSC Server address as the host portion of the “Contact” address, etc.).  The REGISTER from the MSC Server does not include an Authorization header field or the header field values as required by RFC 3329.  The principles of TR 33.803 shall be followed to allow this type of registration to co-exist with registrations which must be authenticated by the IMS.  Network Domain Security (TS 33.210) can also be used to authenticate the MSC Server sending the REGISTER.  This REGISTER also provides provides the following information in the Contact header:
-
Feature tag to indicate capability audio only. A terminating SIP INVITE which is indicating other capabilities would not match the CS contact.

-
Indication of CS access characteristics (details are stage 3 issue). Possible solutions are:

-
Indicates CS access in P-Access-Network-Info as new access network type (e.g., “GERAN-cs”, “UTRAN-cs”). 

-
New feature tag indicating CS access

6.
Standard I-CSCF/HSS procedures for S-CSCF location/allocation.  Note that the private identity is obtained from the IMSI, which is contained in the T-IMPU.

7.
The I-CSCF forwards the REGISTER to the S-CSCF.

8.
The S-CSCF identifies the REGISTER as a trusted registration from the MSC Server which is a trusted network node.  The S-CSCF skips any further authentication procedures as it is assumed that the user has already been authenticated in the CS domain.  The S-CSCF performs the SAR / SAA exchange with the HSS, resulting in the user status as “registered” and the S-CSCF name stored in the HSS.  The S-CSCF stores the Contact address for each of the implicitly registered IMPUs.

Note: In case the user is already in the “registered” state for the same IMPI/IMPU but with a different contact address, and the previous registration has not expired, the S-CSCF performs the network initiated deregistration procedure for the old contact address.
9.
Service control execution at the S-CSCF is performed according to the standard procedures.

10-11.
A 200 OK response to REGISTER is returned.  Note that IMS registration success/failure does not impact the CS attach status of the UE.

Editor’s note: Whether subsequent subscription to the registration event package is required and, if so, how this is done is for further study.
Use Case 2: IMS registration via new MSC Server
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Figure 6.8a.2.1-2 Non ICS UE IMS registration via MSC Server
1.
The UE is registered in CS and IMS.

2.
Standard Location Updating procedures initiated towards the CS network.

3.
Standard CS location update and authentication procedures.

4.
The MAP Cancel Location procedures are completed between the HLR component of the HSS and the old VLR.

5.
MAP Insert Subscriber Data procedures are completed towards the new VLR.

6. 
The HLR component of the HSS completes the MAP Update Location procedure with the new VLR.

7.
A Location Updating Accept is sent to the UE.

8.
The MSC Server initiates deregistration procedures towards IMS (REGISTER with Expires header value of 0). Step 8 can be triggered in parallel with step 5.

9.
Standard I-CSCF/HSS procedures for S-CSCF location.

10.
The I-CSCF forwards the REGISTER to the S-CSCF.

11.
Service control execution at the S-CSCF is performed according to the standard procedures.

12.
The S-CSCF identifies the REGISTER as a trusted registration from the MSC Server which is a trusted network node.  The S-CSCF skips any further authentication procedures as it is assumed that the user has already been authenticated in the CS domain.  The S-CSCF performs the SAR / SAA exchange with the HSS according to standard procedures.

13.
The MSC Server discovers the address of the appropriate I-CSCF/IBCF and sends a trusted SIP REGISTER to the IMS as described in the previous use case.

14.
Standard I-CSCF/HSS procedures for S-CSCF location/allocation.  Note that the private identity is obtained from the IMSI, which is contained in the T-IMPU.

15.
The I-CSCF forwards the REGISTER to the S-CSCF.

16.
The S-CSCF handles the REGISTER as described in the previous use case.

17.
Service control execution at the S-CSCF is performed according to the standard procedures.

18-19.
A 200 OK to REGISTER is returned..

Use Case 3: UE registered in IMS via MSC Server roams to non-enhanced VMSC
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Figure 6.8a.2.1-3 Non ICS UE (registered at MSC Server) registration at Legacy VMSC
1.
The UE is registered in CS and IMS.

2.
Standard Location Updating procedures initiated towards the CS network.

3.
Standard CS location update and authentication procedures.

4.
The MAP Cancel Location procedures are completed between the HLR component of the HSS and the old VLR.

5.
A MAP Update Location response is returned to the legacy VMSC.

6.
Location Updating Accept is sent to the UE.

7.
The MSC Server initiates deregistration procedures towards IMS (REGISTER with Expires header value of 0).

8.
Standard I-CSCF/HSS procedures for S-CSCF location.

9.
The I-CSCF forwards the REGISTER to the S-CSCF.

10.
Service control execution at the S-CSCF is performed according to the standard procedures.

11.
The S-CSCF identifies the REGISTER as a trusted registration from the MSC Server which is a trusted network node.  The S-CSCF skips any further authentication procedures as it is assumed that the user has already been authenticated in the CS domain.  The S-CSCF performs the SAR / SAA exchange with the HSS according to standard procedures.  In this scenario, subsequent calls attempts to this UE shall be redirected to the CS domain via the MGCF, which is an example of “services related to unregistered state” as described in TS 23.228.

12-13.
A 200 OK to REGISTER is returned..

( End 2nd Change (
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