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1st Change
7.2
IP-CAN Session Establishment

This clause describes the signalling flow for IP-CAN Session establishment and IP address assignment to the UE. The AF is not involved.
7.2.1 IP-CAN Session Establishment with network-based mobility
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Figure 7.1: IP-CAN Session Establishment with network-based mobility
The procedure shown in Figure 7.1 covers the Roaming, LBO and Non-Roaming scenarios. When the establishment procedure occurs in the Non-Roaming case, the vPCRF is not involved.

In the case of On-path signaling, the step11-step17 is ignored.
1.  The GW(BBERF) receives a request for IP-CAN Bearer establishment.

2.
The GW(BBERF) send the request for IP-CAN Bearer establishment message to the GW(PCEF).
3.
The PCEF determines that the PCC authorization is required, requests the authorization of allowed service(s) and PCC Rules information. The PCEF includes the following information; IP-CAN type and, if available, the default charging method and the IP-CAN bearer establishment modes supported.

4.
If the PCRF does not have the subscriber's subscription related information, it sends a request to the SPR in order to receive the information related to the IP-CAN session. The PCRF provides the subscriber ID and, if applicable, the PDN identifier to the SPR. The PCRF may request notifications from the SPR on changes in the subscription information.
5.
The PCRF stores the subscription related information containing the information about the allowed service(s) and PCC Rules information.

6.
The PCRF makes the authorization and policy decision.

7.
The PCRF sends the decision(s) , including the chosen IP-CAN bearer establishment mode, to the PCEF. The GW(PCEF) enforces the decision. The PCRF may provide the default charging method.

8.
If online charging is applicable, and at least one PCC rule was activated, the PCEF shall activate the online charging session, and provide relevant input information for the OCS decision. Depending on operator configuration PCEF may request credit from OCS for each charging key of the activated PCC rules.

9.
If online charging is applicable the OCS provides the possible credit information to the PCEF and may provide re-authorisation triggers for each of the credits. 
10. If at least one PCC rule was successfully activated and if online charging is applicable credit was not denied by the OCS, the GW(PCEF) acknowledges the IP-CAN Bearer Establishment Request to the GW(BBERF).

11. The BBERF requests the authorization of allowed service(s) and QoS Rules information (information included FFS).
12. The PCRF makes the policy decision based on the information sent by BBERF. PCRF updates the PCC Rules information and creates the QoS Rules information.
13. The PCRF sends the updated PCC Rules information to PCEF. The GW(PCEF) enforces the updated decision.

14. If online charging is applicable, and at least one PCC rule was activated, the PCEF updates the information in OCS provided in step 7.

15. If online charging is applicable the OCS updates the possible credit information to PCEF.
16. The GW(PCEF) responds with the Ack Policy and Charging Provision to PCRF.

17. The PCRF sneds the decision(s), including QoS rules and Event Triger for BBERF to perform bearer binding.

18.
If network control applies the GW may initiate the establishment of additional IP-CAN bearers. See Annex A and Annex D for details.

19.
If at least one PCC rule was successfully activated and if online charging is applicable credit was not denied by the OCS, the GW(PCEF) acknowledges the IP-CAN Bearer Establishment Request. 

End of Changes
2st Change
7.2.2 IP-CAN Session Establishment with host-based mobility
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 Figure 7.2 IP-CAN Session Establishment with host-based mobility
The procedure shown in Figure 7.2 covers the Roaming, LBO and Non-Roaming scenarios. When the establishment procedure occurs in the Non-Roaming case, the vPCRF is not involved.

In the case of On-path signalling, the step1-step6 is ignored.

1. The GW(BBERF) receives a request for access.

2. The GW(BBERF) sends the Gateway Control Session Establishment message to the hPCRF. The BBERF includes the following information: RAT type, subscriber ID, and the IP address(es) (CoA) allocated by access system.

3. If the hPCRF does not have the subscriber’s subscription related information, it sends a request to the SPR in order to receive the information related to the IP-CAN session. The hPCRF only provides the subscriber ID to the SPR. 

Notes: The information that the hPCRF receives from SPR is FFS.

4. The hPCRF stores the subscription related information excluding the information about the allowed service(s) 

5. The hPCRF decedes on the QoS policy rules.

       Notes: The contents of QoS rules are FFS.

6. The hPCRF sends the decision(s) to the BBERF. The GW(BBERF) enforces the decision. 

7. The GW(PCEF) receives a request for IP-CAN Bearer establishment.

8. The PCEF determines that the PCC authorization is required, requests the authorization of allowed service(s) and PCC Rules information. The PCEF sends the Indication of IP-CAN Session Establishment message to PCRF including the following information: subscriber ID, PDN identifier, HoA, CoA, and if available, the default charging method and the IP-CAN bearer establishment modes supported.

9. The hPCRF associates the Gateway Control Session with the IP-CAN Session based on the CoA. If the PCRF does not have the subscriber’s subscription, especially the information about the requested services, it sends a request to the SPR in order to receive the information related to the IP-CAN session. The PCRF provides the subscriber ID and the PDN identifier to the SPR. The PCRF may request notifications from the SPR on changes in the subscripton information.

10. The hPCRF stores the subscription related information containing the information about the allowed services(s) and PCC Rules information.

11. The hPCRF makes the authorization and decides on the PCC rules and Event Triger.

12. The hPCRF sends the decision(s) to the PCEF. The GW(PCEF) enforces the decision. The PCEF may provide the default charging method.

13.  If online charging is applicable, and at least one PCC rule was activated, the PCEF shall activate the online charging session, and provide relevant input information for the OCS decision. Depending on operator configuration PCEF may request credit from OCS for each charging key of the activated PCC rules.
14. If online charging is applicable the OCS provides the possible credit information to the PCEF and may provide re-authorization triggers for each of the credits.
15. If the QoS Rules needs to be updated, the hPCRF sends Gateway Control and Policy Rules Provision message to the GW(BBERF) including the updated QoS Rules or Event Triger or both.
16. The BBERF updates the QoS Rules and enforces the decision.
17. If network control applies the GW (BBERF) may initiate the establishment of additional bearers.

18. If at least one PCC rule was successfully activated and if online charging is applicable credit was not denied by the OCS, the GW(PCEF) acknowledges the IP-CAN Bearer Establishment Request.

Notes: In the case of on-path signaling, how the hPCRF knows the IP-CAN type is FFS 

End of Change
3st Change
7.3
IP-CAN Session Termination

7.3.1
UE initiated IP-CAN Session termination with network-based mobility
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Figure 7.3: IP-CAN Session Termination with network-based mobility
The procedure shown in Figure 7.3 covers the Roaming, LBO and Non-Roaming scenarios. When the termination procedure occurs in the Non-Roaming case, the vPCRF is not involved.

In the case of Local Breakout with visited operator’s application functions, the vPCRF is employed to forward messages from the hPCRF in the home PLMN to the AF in visited PLMN.

In the case of On-path signalling, the step2-step5 is ignored.

1.
The GW(BBERF) receives a request to remove the last IP-CAN bearer associated to this IP-CAN session. 

2.
The BBERF indicates that the IP-CAN Session is being removed and provides relevant information to the PCRF.

3.
 The hPCRF identifies the QoS Rules related to the IP-CAN Session. 

4.
The BBERF removes all QoS Rules associated with the IP-CAN session.
5.  The hPCRF removes the information of QoS Rules related to the terminated IP-CAN Session, and acknowledge to the BBERF that the hPCRF handling of the Gateway Control Session has terminated.This message is flagged as the reponse to the BBERF request. In the case of Roaming and LBO scenarios, the vPCRF removes the information of QoS Rules related to the terminated IP-CAN Session.

6.   GW(BBERF) sends the Remove IP-CAN Bearer Request to the GW(PCEF).

7. The GW(PCEF) sends IP-CAN Session Termination to hPCRF to indicate that the IP-CAN Session is being removed and provide relevant information to this IP-CAN Session.
8.  The hPCRF identifies the PCC Rules related to the IP-CAN Sesson and finds the PCC Rules that require an AF to be notified.

9. The PCEF removes all PCC Rules associated with the IP-CAN session
10.
The PCRF notifies the AF that there are no transmission resources for the service if this is requested by the AF.

11.
The AF acknowledges the notification of the loss of transmission resources.

12.
The PCRF removes the information related to the terminated IP-CAN Session (subscription information etc.), and acknowledges to the PCEF that the PCRF handling of the IP-CAN session has terminated. This message is flagged as the response to the PCEF request.

13.
If online charging is applicable, the PCEF issues final reports and returns the remaining credit to the OCS.

14.
If online charging is applicable the OCS acknowledges that credit report.

15.  The PCEF sends the Remove IP-CAN Bearer Response to the BBERF.
16.
The GW(BBERF) continues the IP-CAN Bearer removal procedure.

17.
The PCRF sends a cancellation notification request to the SPR if it has subscribed such notification.

18.
The SPR sends a response to the PCRF.

NOTE:
The IP-CAN Session removal procedure may proceed in parallel with the indication of IP-CAN Session termination.

End of Changes
4st Change
7.3.2 UE initiated IP-CAN Session Termination with host-based mobility
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Figure 7.4 UE Initiated IP-CAN Session Establishment with host-based mobility

The procedure shown in Figure 7.4 covers the Roaming, LBO and Non-Roaming scenarios. When the termination procedure occurs in the Non-Roaming case, the vPCRF is not involved.

In the case of Local Breakout with visited operator’s application functions, the vPCRF is employed to forward messages from the hPCRF in the home PLMN to the AF in visited PLMN.

In the case of On-path signalling, the step9-step11 is ignored.

1. The GW(PCEF) receives a request to remove the last IP-CAN bearer associated to this IP-CAN session.

2. The GW(PCEF) sends Indication of IP-CAN Session Terminiation message to hPCRF to indicate that this IP-CAN Session is to be removed and provide relevant information to identify this IP-CAN Session.

3. The hPCRF identifies the PCC Rules related to the IP-CAN Session and finds these rules require an AF to be notified.

4. The PCEF removes all PCC Rules related to the IP-CAN Session.

5. The hPCRF notifies the AF that there are no transmission resources for the service if this is requested by the AF.

6. The AF acknowledges the notification of the loss of transmission resources.

7. The hPCRF removes the information of PCC Rules related to the terminated IP-CAN Session, and acknowledge to the PCEF that the PCRF handling of the IP-CAN Session has terminated. This message is flagged as the reponse to the PCEF request. In the case of Roaming and LBO scenarios, the vPCRF removes the information of PCC Rules related to the terminated IP-CAN Session.

8. If online charging is applicable, the PCEF issue final reports and returns the remaining credit to the OCS.

9. If online charging is applicable the OCS acknowledges that credit report.

10. GW(PCEF) continues the IP-CAN Bearer removal procedure.

11. The hPCRF updates the QoS Rules by sending Gateway Control and QoS Policy Rules Provision message to BBERF. 

12. The BBERF removes all QoS Rules related to the IP-CAN Session.
13. The BBERF aknowlege to the hPCRF that the BBERF has removed the QoS Rules related to the IP-CAN Session. The hPCRF removes the information of QoS Rules related to the terminated IP-CAN Session. In the case of Roaming and LBO scenarios, the vPCRF removes the information of QoS Rules related to the terminated IP-CAN Session.
If no QoS Rules of the UE in BBERF, the BBERF terminates the Gateway Control Session towards the hPCRF. 
14. The PCRF sends a cancellation notification request to the SPR if it has subscribed such notification
15. The SPR sends a response to the PCRF.

End of Changes
Start of Changes
7.4.x IP-CAN Session Modification; GW (BBERF) initiated

7.4.x.1 No GW (BBERF) Change
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Fig 7.x IP-CAN Session Modification; Access GW (BBERF) initiated; No Access GW Change
The procedure shown in Figure 7.x covers the Roaming, LBO and Non-Roaming scenarios. When the termination procedure occurs in the Non-Roaming case, the vPCRF is not involved.

In the case of Local Breakout with visited operator’s application functions, the vPCRF is employed to forward messages from the hPCRF in the home PLMN to the AF in visited PLMN.

1.    Optionally, the AF provides/revokes service information to the hPCRF due to AF session signalling. The AF may subscribe at this point to notification of bearer level events related to the service information.

NOTE:
For the PCRF to generate the applicable events, the PCRF instructs the PCEF to report events related to the corresponding PCC rules. Such events are not shown in this sequence diagram.

2.
The hPCRF stores the service information and responds with the Acknowledgement to the AF.

3.
The GW( BBERF) makes an internal decision or receives a request for IP-CAN Bearer establishment, modification or termination.

4.
The BBERF determines that the Gateway Control interaction is required and sends the Gateway Control and QoS Policy Rules Request to the hPCRF. If there is a limitation or termination of the transmission resources for a QoS Rule, the BBERF reports this to the hPCRF.

5.
The hPCRF correlates the request with the IP-CAN session. 

6.
The hPCRF may need to report to the AF an event related to the transmission resources and/or if the AF requested it at initial authorisation or if the hPCRF requires more information from the AF before authorising the network resources modification..

7. 
The AF acknowledges the event report and/or responds with the requested information.

8.
The hPCRF makes the authorization and decides on the new QoS Rules and PCC Rules.

9.
The hPCRF sends new PCC Rules to the PCEF to upate by sending Policy and Charging Rules Provision message. In the case of LBO scenarios, the vPCRF also updates the PCC Rules.
10.
If online charging is applicable, the hPCEF may request credit for new charging keys from and/or shall issue final reports and return remaining credit for charging keys no longer active to the OCS.

11. If OCS was contacted, the OCS provides the credit information to the PCEF, and/or acknowledges the credit report. 

12
The GW(PCEF) acknowledges to the hPCRF.


The IP-CAN bearer establishment or modification is accepted if at least one PCC rule is active for the IP-CAN bearer and in case of online charging credit was not denied by the OCS. Otherwise, the IP-CAN bearer establishment or modification is rejected.


13.
The hPCRF sends new QoS Rules to the BBERF by Gateway Control and QoS Policy Rules Reply message. In the case of Roaming and LBO scenarios, vPCRF also updates the QoS Rules.
14. The GW(BBERF) acknowledges or reject any IP-CAN bearer signalling received in step3.

15. In Case of a GW(BBERF) internal decision the GW(BBERF) initiates any IP-CAN bearer signalling required for completion of the IP-CAN Session modification

16.
If the AF requested it, the hPCRF notifies the AF related bearer level events (e.g. transmission resources are established/released/lost).
17.
The AF acknowledges the notification from the hPCRF.
7.4.x.2 GW (BBERF) Change
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 Fig 7.y IP-CAN Session Modification; Access GW (BBERF) initiated; Access GW Change

The procedure shown in Figure 7.y covers the Roaming, LBO and Non-Roaming scenarios. When the termination procedure occurs in the Non-Roaming case, the vPCRF is not involved.

In the case of Local Breakout with visited operator’s application functions, the vPCRF is employed to forward messages from the hPCRF in the home PLMN to the AF in visited PLMN.

1. The GW(BBERF) receives a request for IP-CAN Bearer establishment.
2. The GW(BBERF) sends Gateway Control Session Establishment message to the hPCRF. The message includes following information: IP-CAN type, subscriber ID. In the case of network-based mobility, the message also includes PDN identifier; in the case of host-based mobility, the message includes the IP address(es) (CoA) allocated by access system.
3. The hPCRF correlates the request for QoS Rules and PCC Rules with the IP-CAN session and service information available at the BBERF and PCEF. 

4. The hPCRF may need to report to the AF an event related to the transmission resources and/or if the AF requested it at initial authorisation or if the hPCRF requires more information from the AF before authorising the network resources modification..

5. The AF acknowledges the event report and/or responds with the requested information.

6. The hPCRF makes the authorization and decides on the new QoS Rules and PCC Rules.
7. The hPCRF sends new QoS Rules to the BBERF to upate by Gateway Control and QoS Policy Rules Reply message. In the case of Roaming and LBO scenarios, vPCRF also updates the QoS Rules.
8. The hPCRF sends new PCC Rules to the PCEF to upate by Policy and Charging Rules Provision message. In the case of LBO scenarios, the vPCRF also updates the PCC Rules.
9. If online charging is applicable, the hPCEF may request credit for new charging keys from and/or shall issue final reports and return remaining credit for charging keys no longer active to the OCS.

10. If OCS was contacted, the OCS provides the credit information to the PCEF, and/or acknowledges the credit report. 
11. The GW(PCEF) acknowledges to the hPCRF. 

12. If in the case of  host-based mobility and QoS Rules needs to be updated, the hPCRF sends Gateway Control and Policy Rules Provision message to the GW(BBERF) including the updated QoS Rules or Event Triger or both.

13. If in the case of  host-based mobility, the BBERF updates the QoS Rules and enforces the decision. The BBERF acknowledges to the hPCRF.

14. The GW(BBERF) acknowledges or reject any IP-CAN bearer signalling received in step3.

15. In case of  a GW(BBERF) internal decision the GW(BBERF) initiates any IP-CAN bearer signalling required for completion of the IP-CAN Session modification

16. If the AF requested it, the hPCRF notifies the AF related bearer level events (e.g. transmission resources are established/released/lost).
17. The AF acknowledges the notification from the hPCRF.
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