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Abstract of the contribution:

Relocation of gateways in the Trusted non-3GPP IP access need to be supported.
Discussion
In the EPC, it is possible for the Serving GW to relocate as a result of UE mobility.  This requires procedures that initiate a new Gateway Control Session at the target Serving GW and terminate the existing Gateway Control Session at the source Serving GW.  This operation supports relocation on S7c using S5/S8.

Currently, the operations defined over S7a only include initiation (on attachment or handover to Trusted Non-3GPP IP Access), termination (on detach or handover to 3GPP access) and resource updates to QoS rules and event triggers. It is currently not possible to support relocation of the Gateway Control Session in the Trusted Non-3GPP IP Access.

Relocation of access gateway functions due to terminal mobility is necessary in non-3GPP accesses. In WiMAX release 1.5, for example, the QoS policy enforcement function may be relocated.  

Gateway and Control Session relocation can be achieved for S7a and S2a respectively, by means of the same mechanisms as defined for S7c and S5/S8.  Operational differences between S7a and S7c should be minimized in any case.

Should we fail to define a relocation mechanism, it will be necessary to create an additional relocation mechanism within the trusted non-3GPP access. A layer of indirection and protocol translation will only serve to limit the effectiveness of the interworking PCC system that can be achieved.

Finally, in WiMAX, it is possible to relocate the anchor gateway (the MIPv4 foreign agent, for example) and the gateway performing the bearer binding independently.  It is therefore best to consider these two functions as being optional in a relocation interaction, so as to best match the requirements of the specific trusted non-3GPP IP access.

The scope of the change can be limited to the mechanism to perform the mobility management and policy control relocation.  The trigger for relocation on S7c and the mechanism for context transfer between Serving Gateways is defined as part of the 3GPP standard.  The trigger for relocation of the Gateway Control Session on S7a and S2a as well as any context transfer mechanisms can be left as a matter for standardization in other SDOs (not necessary to address in 3GPP standards).

Proposal

It is proposed to agree to the following principles.

First, a gateway relocation procedure, with source and destination gateways within the trusted non-3GPP IP access shall be added to 23.402. This procedure will cover only the procedure for mobility management and policy control relocation itself.  The trigger for the relocation and the context transfer mechanisms will be considered matters for non-3GPP standardization.

Second, the ability to relocate S7a shall be captured in 23.203.
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