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1. Introduction

This contribution proposes signalling flow for the H1 Attach
2. Proposal

It is proposed to modify the TS 23.327 according tot he Annex A of this contribution.

Annex A:

...............................................................................................................................
********************* 1st CHANGE START ******************************
[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.234: "3GPP Systems to Wireless Local Area Network (WLAN) Interworking; System Description".

[3]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service Description; Stage 2".


[4]
3GPP TS 23.203, Policy and charging control architecture, (Release 7)

[5]
3GPP TS33.234, 3G security; Wireless Local Area Network (WLAN) interworking security (Release 7)

[6]
3GPP TS23.402, Architecture Enhancements for non-3GPP accesses (Release 8).

[7]
IETF, Internet-Draft, draft-ietf-mip6-nemo-v4traversal-03.txt, "Mobile IPv6 support for dual stack Hosts and Routers (DSMIPv6)" 

[8]
IETF, RFC 3775: " Mobility Support in IPv6”
[9]
IETF RFC 4306, "Internet Key Exchange Protocol Version 2"

[10]
IETF RFC 3748: "Extensible Authentication Protocol (EAP)".
[11]
IETF RFC 4877, “Mobile IPv6 Operation with IKEv2 and the Revised IPsec Architecture”.

[12]
IETF RFC 4739: " Multiple Authentication Exchanges in the Internet Key Exchange (IKEv2) Protocol".

********************* 1st CHANGE END ******************************
********************* 2nd CHANGE START ******************************

6.1

H1 PDN Attach
H1 PDN Attach is triggered by the UE to initialize the IWLAN Mobility service towards a specific PDN

Note: The H1 PDN Attach is creating a PDN specific H1 instance between a UE and a HA. This H1 PDN attach has no impact to the status of the underlying IP access connectivity state e.g. within GPRS system.


I
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1.
The UE discovers the Home Agent as defined in the section Home Agent Discovery.


2.
A security association is established between UE and HA to secure the DS-MIPv6 messages related to this PDN connection between the UE and the HA. The UE initiates the establishment of the security association using IKEv2 [9]; EAP [10] is used over IKEv2 for authentication purposes. The HA communicates with the AAA infrastructure in order to complete the EAP authentication. 

During this step an IPv6 home address/prefix is assigned by the HA to the UE as defined in [11, 9]. During this step the UE may include the HA-APN of the PDN it wants to access (in the IKE AUTH message using the IDr payload in similar manner as specified for IWLAN in TS 23.234 [2]) and it can also request a specific IPv6 home address as defined in [11] in order to influence the IP address/prefix assignment procedure.


In this step, the HA may be either in the hPLMN or in the vPLMN. When the HA is in the vPLMN, the interaction between the HA in the vPLMN with the AAA/HSS in the hPLMN may involve a 3GPP AAA Proxy in the vPLMN as specified in TS 23.234  


If the PDN requires an additional authentication and authorization with an external AAA Server additional authentication is executed in this step. Details on these multiple authentications are specified in RFC 4739 [12] and in 3GPP TS23.234 [2] for I-WLAN (Private Network Access (PNA)).
3.
In case a Binding Update is required to establish the desired PDN connectivity (e.g. UE is not at it's home link), the UE sends the DSMIPv6 Binding Update message to the HA as specified in [7]. 

The HA processes the Binding Update. During the processing the HA performs local authentication and authorization of the message using the IPsec security association established in step 2. If the UE does not have an IPv4 HoA already, it requests for the IPv4 home address from the HA as defined in [7] in this step.
4.
The HA sends the DS-MIPv6 Binding Ack to the UE. In this step the HA may include an IPv4 home address as specified in [7] if requested by the UE in step 3.

********************* 2nd CHANGE END ******************************

********************* 3rd CHANGE START  ******************************

5.3
High Level Functions

5.3.1 General

The WLAN IW Mobility solution described in this TS provides a DSMIPv6 [7] based inter system mobility solution on top of 3GPP I-WLAN [2] and 3GPP PS domain [3].  The inter system mobility solution is compatible with pre release 8 3GPP TS 23.060 [3] systems  and with pre release 8 3GPP TS 23.234 [2] systems. 

The inter system mobility solution provides the following functions:

· HA discovery 

· Security association establishment between UE and HA, including the required AAA interactions

· DSMIPv6 signalling and user data transfer between UE and HA

The inter system mobility solution has the following limitations:

· No support for Network Initiated Service Request procedures

· No support for PCRF -HA interactions

· No updates to the existing PCRFs 

· No updates to the existing PCC signalling

· No updates to the existing PCEF functionality in GGSN and PDG.

Note that this means that the PCEF in GGSN and PDG can not operate on service data flows inside the tunnel between UE and HA.

· No support for 3GPP based online charging from HA

It is FFS if/how the inter system mobility solution supports the following aspects:

· 
· 
· whether HA supports 3GPP based offline charging.
Extending DSMIPv6 based inter system mobility, to avoid the above limitations, requires deployment of EPS PDN GW. EPS PDN GW and its interactions with other 3GPP system nodes are specified in 3GPP TS 23.402 [6]. 

Further EPS migration aspects are described in Annex A of this specification.

5.3.2 Home Agent Discovery

Editors note: this section will describe the home agent discovery functionality.
********************* 3rd CHANGE END ******************************
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