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Start first change to 23.401

D.3.2
Tracking Area Update between Pre Rel-8 UTRAN and E‑UTRAN
Start second change to 23.401

D.3.2.1
Pre Rel-8 UTRAN Iu mode to E-UTRAN Tracking Area Update

The Pre Rel-8 UTRAN Iu mode to E-UTRAN Tracking Area Update procedure takes place when a UE that is registered with a Pre-Rel-8 3G-SGSN selects an E-UTRAN cell. In this case, the UE changes to a Tracking Area that the UE has not yet registered with the network. This procedure is initiated by an idle state UE. This TA update case is illustrated in Figure D.3.2.1-1.
Any steps descriptions that are from TS 23.060 [7] are shown as blue text and remain unmodified. In those step descriptions an MS stands for UE, new SGSN for new MME, old SGSN for old Pre-Rel-8 3G-SGSN, GGSN for P-GW, and HLR for HSS.
[image: image1.emf] 

2a. Tracking Area Update Request  

 11. Update Location  

 4. Context Response  

 5. Aut hentication  

 16. Tracking Area Update Accept  

 12. Cancel Location  

 6. Context Acknowledge  

 3. Context Request  

 13. Iu Release Command  

 13. Iu Release Complete  

 17. Tracking Area Update Complete  

UE   eNodeB   MME   Pre - Rel - 8  3G - SGSN   S - GW   P - GW   HSS  

1. UE changes from a  Pre - Rel - 8 3G RA to L TE  TA  

2b. Tracking Area Update Request  

14. Update Location Ack  

 12. Cancel Location Ack  

 15.Update Location Complete  

 7. Update Bearer Request  

 10. Update Bearer Response  

 8. Update Bearer Request  

 9. Update  Bearer Response  

RNC  

(A)  

C1  


Figure D.3.2.1-1: Pre Rel-8 UTRAN to E-UTRAN Tracking Area Update Procedure
NOTE 1:
For a PMIP-based S5/S8, procedure steps (A) are defined in TS 23.402 [2]. Steps 8 and 9 concern GTP based S5/S8.

1.
The UE selects an E-UTRAN cell of a Tracking Area which is not in the UE's  list of TAI's that the UE registered with the network.

2.
Tracking Area Update Request:

a.
The UE initiates a TAU procedure by sending a Tracking Area Update Request (old P-TMSI, old RAI, old GUTI (if available), P-TMSI signature, UE Network Capability, Selected Network, active flag) message to the eNodeB. Selected Network indicates the network that is selected. Active flag is a request by UE to activate the radio and S1 bearers for all the active EPS Bearers by the TAU procedure. The UE indicates the RAI that the UE registered with the network. The UE indicates the P-TMSI that is allocated to the UE.
b.
The eNodeB shall add the E-UTRAN Area Identity before forwarding the message to the MME. This E-UTRAN Area Identity is a globally unique E-UTRAN ID for the eNodeB the UE is connected to. The eNodeB derives the MME from the old GUMMEI (contained within the old GUTI) and the indicated Selected Network. If that GUMMEI is not associated with the eNodeB , or the GUMMEI is not available, the eNodeB selects the MME as described in clause 4.3.8.3 on "MME Selection Function". The eNodeB forwards the TAU Request message together with an indication of the Cell Global Identity of the cell from where it received the message and with the Selected Network to the MME.

3.
If the RA update is an Inter-SGSN Routeing area update and if the MS was in PMM IDLE state, the new SGSN sends an SGSN Context Request message (old P TMSI, old RAI, old P TMSI Signature) to the old SGSN to get the MM and PDP contexts for the MS. If the new SGSN provides functionality for Intra Domain Connection of RAN Nodes to Multiple CN Nodes, the new SGSN may derive the old SGSN from the old RAI and the old P-TMSI and send the SGSN Context Request message to this old SGSN. Otherwise, the new SGSN derives the old SGSN from the old RAI. In any case the new SGSN will derive an SGSN that it believes is the old SGSN. This derived SGSN is itself the old SGSN, or it is associated with the same pool area as the actual old SGSN and it will determine the correct old SGSN from the P-TMSI and relay the message to that actual old SGSN. The old SGSN validates the old P TMSI Signature and responds with an appropriate error cause if it does not match the value stored in the old SGSN. This should initiate the security functions in the new SGSN. If the security functions authenticate the MS correctly, the new SGSN shall send an SGSN Context Request (IMSI, old RAI, MS Validated) message to the old SGSN. MS Validated indicates that the new SGSN has authenticated the MS. If the old P TMSI Signature was valid or if the new SGSN indicates that it has authenticated the MS, the old SGSN starts a timer. If the MS is not known in the old SGSN, the old SGSN responds with an appropriate error cause.

NOTE 2:
For the old SGSN, this step is unmodified compared to pre-Rel-8. The MME (called new SGSN in above description) must provide SGSN functionality.
Editor's note:
It is FFS how the old SGSN validates the TAU Request.

4.
The old 3G SGSN responds with an SGSN Context Response (MM Context, PDP Contexts) message. For each PDP context the old 3G SGSN shall include the GTP sequence number for the next uplink GTP PDU to be tunnelled to the GGSN and the next downlink GTP sequence number for the next PDU to be sent to the MS. Each PDP Context also includes the PDCP sequence numbers if PDCP sequence numbers are received from the old SRNS. The new 3G-SGSN shall ignore the MS Network Capability contained in MM Context of SGSN Context Response only when it has previously received an MS Network Capability in the Routeing Area Request. The GTP sequence numbers received from the old 3G-SGSN are only relevant if delivery order is required for the PDP context (QoS profile).

NOTE 3:
For the old SGSN, this step is unmodified compared to pre-Rel-8. The MME (called new SGSN in above description) must provide SGSN functionality which includes mapping PDP contexts to EPS bearer information which is FFS.
5.
Security functions may be executed. These procedures are defined in clause "Security Function" of TS 23.401. If the SGSN Context Response message did not include IMEISV, the MME shall retrieve the MME Identity (the IMEISV) from the MS. If the security functions do not authenticate the MS correctly, the routeing area update shall be rejected, and the new SGSN shall send a reject indication to the old SGSN. The old SGSN shall continue as if the SGSN Context Request was never received.

The MME can check the ME Identity with the EIR. Dependent upon the Result received from the EIR, the MME decides whether to continue with this TAU procedure or to reject the UE.
6.
If the RA update is an Inter-SGSN Routeing area update, the new SGSN sends an SGSN Context Acknowledge message to the old SGSN. The old SGSN marks in its context that the MSC/VLR association and the information in the GGSNs and the HLR are invalid. This triggers the MSC/VLR, the GGSNs, and the HLR to be updated if the MS initiates a routeing area update procedure back to the old SGSN before completing the ongoing routeing area update procedure.

NOTE 4:
For the old SGSN, this step is unmodified compared to pre-Rel-8. Handling within the MME (called new SGSN in above description) may need further alignment with the Rel-8 inter RAT RAU.
7.
The MME sends an Update Bearer Request (new MME address and TEID, QoS Negotiated, Serving network identity, ME Identity) message to the selected new Serving GW. The PDN GW address is indicated in the bearer contexts.

Editor's note:
It is FFS how to handle the case when the UE has no PDP contexts.

8.
The Serving GW informs the PDN GW(s) the change of for example the RAT type that e.g. can be used for charging, by sending the message Update Bearer Request (Serving GW Address and TEID, RAT type, ME Identity, etc.) to the PDN GW(s) concerned.

9.
The PDN GW updates its context field to allow DL PDUs to be routed to the correct Serving GW. PDN GW returns an Update Bearer Response (PDN GW address and TEID, etc.) to the Serving GW.

10.
The Serving GW updates its bearer context. This allows the Serving GW to route Bearer PDUs to the PDN GW when received from eNodeB.


The Serving GW returns an Update Bearer Response (Serving GW address and TEID, PDN GW Address and TEID) message to the new MME.

11.
The new MME informs the HSS of the change of SGSN to MME by sending an Update Location (MME Id, IMSI, ME Identity) message to the HSS. The ME Identity is included if, in step 5, the SGSN Context Response did not contain the IMEISV.
12.
If the RA update is an Inter-SGSN RA Update, the HLR sends Cancel Location (IMSI, Cancellation Type) to the old SGSN with Cancellation Type set to Update Procedure. If the timer described in step 3 is not running, the old SGSN removes the MM context. Otherwise, the contexts are removed only when the timer expires. It also ensures that the MM context is kept in the old SGSN in case the MS initiates another inter SGSN routeing area update before completing the ongoing routeing area update to the new SGSN. The old SGSN acknowledges with Cancel Location Ack (IMSI).
NOTE 5:
This step is unmodified compared to pre-Rel-8.
13.
On receipt of Cancel Location, if the MS is PMM CONNECTED in the old 3G SGSN, the old 3G SGSN sends an Iu Release Command message to the old SRNC. When the data-forwarding timer has expired, the SRNS responds with an Iu Release Complete message.
NOTE 6:
This step is unmodified compared to pre-Rel-8.
14.
The HSS acknowledges the Update Location by returning an Update Location Ack (IMSI) message to the new MME after the cancelling of the old SGSN context is finished. If the Update Location is rejected by the HSS, the MME rejects the TAU Request from the UE with an appropriate cause sent in the TAU Reject message to the UE.


The HSS includes Subscription Data in the Update Location Ack message to the new MME.

Editor's note:
It is FFS if subscriber data is included in this step, or it is sent in an Insert Subscriber Data message.

15.
The new MME acknowledges the received subscription data with an Update Location Complete message to the HSS.

Editor's note:
It is FFS if this step is needed.

16.
The MME validates the UE's presence in the new TA, after it has received valid and updated subscription data. If due to regional subscription restrictions or access restrictions the UE is not allowed to attach in the TA, the MME rejects the Attach Request with an appropriate cause sent in the TAU Reject message to the UE.


If validation is successful the MME responds to the UE with a Tracking Area Update Accept (GUTI, TAI-list) message. Restriction list shall be sent to eNodeB as eNodeB handles the roaming restrictions and access restrictions in the Intra E-UTRAN case. If the "active flag" is set in the TAU Request message the user plane setup procedure can be activated in conjunction with the TAU Accept message. The procedure is described in detail in TS 36.300 [5]. The message sequence should be the same as for the UE triggered Service Request procedure specified in clause 5.3.4.1 from the step when MME establish the bearers(s).

17.
If the GUTI was included in the TAU Accept message, the UE acknowledges the message by returning a Tracking Area Update Complete message to the MME.
NOTE x1:
The new MME may initiate RAB establishment after execution of the security functions (step 5), or wait until completion of the TA update procedure. For the UE, RAB establishment may occur anytime after the TA update request is sent (step 2).

In the case of a rejected tracking area update operation, due to regional subscription, roaming restrictions, or access restrictions (see 3GPP TS 23.221 [27] and 3GPP TS 23.008 [28]) the new MME shall not construct a bearer context. A reject shall be returned to the UE with an appropriate cause. The UE shall not re-attempt a tracking area update to that TA. The TAI value shall be deleted when the UE is powered up. It is FFS whether the TAI value being deleted until power up as specified both here and in 3GPP TS 23.060 [7] is correct.
If the new MME is unable to update the bearer context in one or more P-GWs, the new MME shall deactivate the corresponding bearer contexts as described in subclause "MME Initiated Dedicated Bearer Deactivation". This shall not cause the MME to reject the tracking area update.

The PDP Contexts shall be sent from old SGSN to new SGSN (MME) in a prioritized order, i.e. the most important PDP Context first in the SGSN Context Response message. (The prioritization method is implementation dependent, but should be based on the current activity).

The new MME shall determine the Maximum APN restriction based on the received APN Restriction of each bearer context from the P-GW and then store the new Maximum APN restriction value.

If the new MME is unable to support the same number of active bearer contexts as received from old SGSN, the new MME should use the prioritisation sent by old SGSN as input when deciding which bearer contexts to maintain active and which ones to delete. In any case, the new MME shall first update all contexts in one or more P-GWs and then deactivate the context(s) that it cannot maintain as described in subclause "MME Initiated Dedicated Bearer Deactivation". This shall not cause the MME to reject the tracking area update.

NOTE x2:
In case MS (UE) was in PMM-CONNECTED state the PDP Contexts are sent already in the Forward Relocation Request message as described in subclause "Serving RNS relocation procedures" of 3GPP TS 23.060 [7].

If the tracking area update procedure fails a maximum allowable number of times, or if the MME returns a Tracking Area Update Reject (Cause) message, the UE shall enter EMM‑DEREGISTERED state.

If the Update Location Ack message indicates a reject, this should be indicated to the UE, and the UE shall not access non-PS services until a successful location update is performed.
The CAMEL procedure calls shall be performed, see referenced procedures in TS 23.078 [29]:

C1)
CAMEL_GPRS_PDP_Context_Disconnection, CAMEL_GPRS_Detach and CAMEL_PS_Notification.


They are called in the following order:

-
The CAMEL_GPRS_PDP_Context_Disconnection procedure is called several times: once per PDP context. The procedure returns as result "Continue".

-
Then the CAMEL_GPRS_Detach procedure is called once. The procedure returns as result "Continue".

-
Then the CAMEL_PS_Notification procedure is called once. The procedure returns as result "Continue".

NOTE x3:
This step is unmodified compared to pre-Rel-8.

NOTE x4:
CAMEL procedure calls C2 and C3 were omitted intentionally from the above Pre Rel-8 UTRAN to E-UTRAN Tracking Area Update procedure since EPS does not support CAMEL procedure calls.










Start third change to 23.401

D.3.2.2
E-UTRAN to Pre Rel-8 UTRAN Iu mode Routeing Area Update

The E-UTRAN to Pre Rel-8 UTRAN Iu mode Routeing Area Update procedure takes place when a UE that is registered with an MME selects a Pre-Rel-8 UTRAN cell. In this case, the UE changes to a Routeing Area that the UE has not yet registered with the network. This procedure is initiated by an idle state UE. The RA update case is illustrated in Figure D.3.2.2-1.
Any steps descriptions that are from TS 23.060 [7] are shown as blue text and remain unmodified. In those step descriptions an MS stands for UE, new SGSN for new Pre-Rel-8 3G-SGSN, old SGSN for old MME, GGSN for P-GW, and HLR for HSS.
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Figure D.3.2.2-1: E-UTRAN to Pre Rel-8 UTRAN Routeing Area Update Procedure
1.
The UE selects a Pre-Rel-8 UTRAN cell. This cell is in a Routeing Area that is not yet registered with the network. The UE indicates the GUMMEI and the stored M-TMSI is placed in the P-TMSI field. (This is FFS pending conclusion on the mapping of MMEC to the P-TMSI field and mapping of part of the M-TMSI to the P-TMSI signature field).  The new SGSN uses the GUMMEI to derive the old MME (as if it were an SGSN) in the following step(s).
2.
The RRC connection is established, if not already done. The MS sends a Routeing Area Update Request message (P‑TMSI, old RAI, old P‑TMSI Signature, Update Type, follow on request, Classmark, DRX Parameters, MS Network Capability) to the new SGSN. The MS shall set a follow-on request if there is pending uplink traffic (signalling or user data). The SGSN may use, as an implementation option, the follow-on request indication to release or keep the Iu connection after the completion of the RA update procedure. Update Type shall indicate:

-
RA Update if the RA Update is triggered by a change of RA;

-
Periodic RA Update if the RA update is triggered by the expiry of the Periodic RA Update timer;

-
Combined RA / LA Update if the MS is also IMSI-attached and the LA update shall be performed in network operation mode I (see clause "Interactions Between SGSN and MSC/VLR" of TS 23.060 [7]); or

-
Combined RA / LA Update with IMSI attach requested if the MS wants to perform an IMSI attach in network operation mode I.


The SRNC shall add the Routeing Area Identity before forwarding the message to the 3G‑SGSN. This RA identity corresponds to the RAI in the MM system information sent by the SRNC to the MS. Classmark is described in clause "MS Network Capability" of TS 23.060 [7]. DRX Parameters indicates whether or not the MS uses discontinuous reception and the DRX cycle length.

NOTE 1:
Sending the Routeing Area Update Request message to the SGSN triggers the establishment of a signalling connection between RAN and SGSN for the concerned MS.

NOTE 2:
For the new SGSN, this step is unmodified compared to pre-Rel-8. The MME (called old SGSN in above description) must provide SGSN functionality.
3.
If the RA update is an Inter-SGSN Routeing area update and if the MS was in PMM IDLE state, the new SGSN sends an SGSN Context Request message (old P TMSI, old RAI, old P TMSI Signature) to the old SGSN to get the MM and PDP contexts for the MS. If the new SGSN provides functionality for Intra Domain Connection of RAN Nodes to Multiple CN Nodes, the new SGSN may derive the old SGSN from the old RAI and the old P-TMSI and send the SGSN Context Request message to this old SGSN. Otherwise, the new SGSN derives the old SGSN from the old RAI. In any case the new SGSN will derive an SGSN that it believes is the old SGSN. This derived SGSN is itself the old SGSN, or it is associated with the same pool area as the actual old SGSN and it will determine the correct old SGSN from the P-TMSI and relay the message to that actual old SGSN. The old SGSN validates the old P TMSI Signature and responds with an appropriate error cause if it does not match the value stored in the old SGSN. This should initiate the security functions in the new SGSN. If the security functions authenticate the MS correctly, the new SGSN shall send an SGSN Context Request (IMSI, old RAI, MS Validated) message to the old SGSN. MS Validated indicates that the new SGSN has authenticated the MS. If the old P TMSI Signature was valid or if the new SGSN indicates that it has authenticated the MS, the old SGSN starts a timer. If the MS is not known in the old SGSN, the old SGSN responds with an appropriate error cause.

NOTE 3:
For the new SGSN, this step is unmodified compared to pre-Rel-8. The MME (called old SGSN in above description) must provide SGSN functionality.
4.
The old 3G SGSN responds with an SGSN Context Response (MM Context, PDP Contexts) message. For each PDP context the old 3G SGSN shall include the GTP sequence number for the next uplink GTP PDU to be tunnelled to the GGSN and the next downlink GTP sequence number for the next PDU to be sent to the MS. Each PDP Context also includes the PDCP sequence numbers if PDCP sequence numbers are received from the old SRNS. The new 3G-SGSN shall ignore the MS Network Capability contained in MM Context of SGSN Context Response only when it has previously received an MS Network Capability in the Routeing Area Request. The GTP sequence numbers received from the old 3G-SGSN are only relevant if delivery order is required for the PDP context (QoS profile).

NOTE 4:
For the new SGSN, this step is unmodified compared to pre-Rel-8. The MME (called old SGSN in above description) must provide SGSN functionality which includes mapping EPS bearer information to PDP contexts which is FFS.
5.
Security functions may be executed. These procedures are defined in clause "Security Function" of TS 23.060 [7]. If the SGSN Context Response message did not include IMEISV and ADD is supported, the SGSN retrieves the IMEISV from the MS. If the security functions do not authenticate the MS correctly, the routeing area update shall be rejected, and the new SGSN shall send a reject indication to the old SGSN. The old SGSN shall continue as if the SGSN Context Request was never received.
NOTE 5:
This step is unmodified compared to pre-Rel-8.
6.
The new SGSN sends an SGSN Context Acknowledge message to the old SGSN. The old MME marks in its context that the information in the GWs and the HSS are invalid. This ensures that the old MME updates the GWs and the HSS if the UE initiates a TAU procedure back to the old MME before completing the ongoing TAU procedure.

NOTE 6:
For the new SGSN, this step is unmodified compared to pre-Rel-8. Handling within the MME (called old SGSN in above description) may need further alignment with the Rel-8 inter RAT RAU.
7.
If the RA update is an Inter-SGSN RA Update and if the MS was not in PMM-CONNECTED state in the new 3G-SGSN, the new SGSN sends Update PDP Context Request (new SGSN Address, QoS Negotiated, Tunnel Endpoint Identifier, serving network identity, CGI/SAI, RAT type, CGI/SAI/RAI change support indication, NRSN) to the GGSNs concerned. The SGSN shall send the serving network identity to the GGSN. NRSN indicates SGSN support of the network requested bearer control. The GGSNs update their PDP context fields and return an Update PDP Context Response (Tunnel Endpoint Identifier, Prohibit Payload Compression, APN Restriction, CGI/SAI/RAI change report required, BCM). The Prohibit Payload Compression indicates that the SGSN should negotiate no data compression for this PDP context. Note: If the RA update is an Inter-SGSN routeing area update initiated by an MS in PMM CONNECTED state in the new 3G-SGSN, the Update PDP Context Request message is sent as described in subclause "Serving RNS Relocation Procedures" of TS 23.060 [7].
NOTE 7:
For the new SGSN, this step is unmodified compared to pre-Rel-8. The P-GWs (called GGSNs in above description) must provide GGSN functionality.
8.
If the RA update is an Inter-SGSN RA Update, the new SGSN informs the HLR of the change of SGSN by sending Update Location (SGSN Number, SGSN Address, IMSI, IMEISV) to the HLR. IMEISV is sent if the ADD function is supported.
NOTE 8:
This step is unmodified compared to pre-Rel-8.
9.
The HSS sends a Cancel Location (IMSI, Cancellation Type) message to the old MME with the Cancellation Type set to Update Procedure.


If the timer started in step 3 is not running, the old MME removes the MM context. Otherwise, the contexts are removed when the timer expires. It also ensures that the MM context is kept in the old MME for the case the UE initiates another TAU procedure before completing the ongoing TAU procedure to the new SGSN. The old MME acknowledges with a Cancel Location Ack (IMSI) message.

10.
If the RA update is an inter-SGSN RA Update, the HLR sends Insert Subscriber Data (IMSI, subscription data) to the new SGSN. The new SGSN validates the MS's presence in the (new) RA. If due to regional subscription restrictions or access restrictions the MS is not allowed to be attached in the RA, the SGSN rejects the Routeing Area Update Request with an appropriate cause, and may return an Insert Subscriber Data Ack (IMSI, SGSN Area Restricted) message to the HLR. If the network supports the MOCN configuration for network sharing, the SGSN may, if the MS is not a 'Network Sharing Supporting MS', in this case decide to initiate redirection by sending a Reroute Command to the RNS, as described in TS 23.251 [24] instead of rejecting the Routeing Area Update Request. If all checks are successful, the SGSN constructs an MM context for the MS and returns an Insert Subscriber Data Ack (IMSI) message to the HLR.
NOTE 9:
This step is unmodified compared to pre-Rel-8.
11.
If the RA update is an Inter-SGSN RA Update, the HLR acknowledges the Update Location by sending Update Location Ack (IMSI) to the new SGSN.

NOTE 10:
This step is unmodified compared to pre-Rel-8.
12.
When the old MME removes the MM context, the old MME deletes the EPS bearer resources by sending Delete Bearer Request (TEID, cause) messages to the Serving GW. Cause indicates to the old Serving GW that the old Serving GW shall not initiate a delete procedure towards the PDN GW.

13.
The new SGSN validates the MS's presence in the new RA. If due to roaming restrictions or access restrictions the MS is not allowed to be attached in the RA, or if subscription checking fails, the SGSN rejects the routeing area update with an appropriate cause. If the network supports the MOCN configuration for network sharing, the SGSN may, if the MS is not a 'Network Sharing Supporting MS', in this case decide to initiate redirection by sending a Reroute Command to the RNS, as described in TS 23.251 [24] instead of rejecting the routeing area update. If all checks are successful, the new SGSN establishes MM context for the MS. The new SGSN responds to the MS with Routeing Area Update Accept (P TMSI, VLR TMSI, P TMSI Signature).
NOTE 11:
This step is unmodified compared to pre-Rel-8.

NOTE y1:
The new SGSN may initiate RAB establishment after execution of the security functions (step 5), or wait until completion of the RA update procedure. For the MS, RAB establishment may occur anytime after the RA update request is sent (step 2).

In the case of a rejected routeing area update operation, due to regional subscription, roaming restrictions, or access restrictions (see 3GPP TS 23.221 [27] and 3GPP TS 23.008 [28]) the new SGSN shall not construct an MM context. A reject shall be returned to the MS with an appropriate cause. The MS shall not re-attempt a routeing area update to that RA. The RAI value shall be deleted when the MS is powered up. It is FFS whether the RAI value being deleted until power up as specified both here and in 3GPP TS 23.060 [7] is correct. If the network supports the MOCN configuration for network sharing, the SGSN may, if the MS is not a 'Network Sharing Supporting MS', in this case decide to initiate redirection by sending a Reroute Command to the RNS, as described in 3GPP TS 23.251 [24] instead of rejecting the routeing area update.

If the new SGSN is unable to update the PDP context in one or more GGSNs, the new SGSN shall deactivate the corresponding PDP contexts as described in subclause "SGSN-initiated PDP Context Deactivation Procedure" of 3GPP TS 23.060 [7]. This shall not cause the SGSN to reject the routeing area update.

The PDP Contexts shall be sent from old to new SGSN in a prioritized order, i.e. the most important PDP Context first in the SGSN Context Response message. (The prioritization method is implementation dependent, but should be based on the current activity).

The new SGSN shall determine the Maximum APN restriction based on the received APN Restriction of each PDP context from the GGSN and then store the new Maximum APN restriction value.

If the new SGSN is unable to support the same number of active PDP contexts as received from old SGSN, the new SGSN should use the prioritisation sent by old SGSN as input when deciding which PDP contexts to maintain active and which ones to delete. In any case, the new SGSN shall first update all contexts in one or more GGSNs and then deactivate the context(s) that it cannot maintain as described in subclause "SGSN-initiated PDP Context Deactivation Procedure" of 3GPP TS 23.060 [7]. This shall not cause the SGSN to reject the routeing area update.

NOTE y2:
In case MS was in PMM-CONNECTED state the PDP Contexts are sent already in the Forward Relocation Request message as described in subclause "Serving RNS relocation procedures" of 3GPP TS 23.060 [7].

If the routeing area update procedure fails a maximum allowable number of times, or if the SGSN returns a Routeing Area Update Reject (Cause) message, the MS shall enter PMM‑DETACHED state.

If the Location Update Accept message indicates a reject, this should be indicated to the MS, and the MS shall not access non-PS services until a successful location update is performed.

The CAMEL procedure calls shall be performed, see referenced procedures in TS 23.078 [29]:

NOTE y3:
The C1 CAMEL procedure call was omitted intentionally from the above E-UTRAN to Pre Rel-8 UTRAN Routeing Area Update procedure since EPS does not support CAMEL procedure calls.
C2)
CAMEL_GPRS_Routeing_Area_Update_Session and CAMEL_PS_Notification.


They are called in the following order:

-
The CAMEL_GPRS_Routeing_Area_Update_Session procedure is called. The procedure returns as result "Continue".

-
Then the CAMEL_PS_Notification procedure is called. The procedure returns as result "Continue".

NOTE y4:
This step is unmodified compared to pre-Rel-8.
C3)
CAMEL_GPRS_Routeing_Area_Update_Context.

This procedure is called several times: once per PDP context. It returns as result "Continue".

NOTE y5:
This step is unmodified compared to pre-Rel-8.









End of changes to 23.401
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