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Abstract:  This discussion paper looks at the handling of the Access Type (e.g. RAT type and IP-CAN type) attributes in EPS.
1. Introduction

The EPS supports, in addition to EUTRAN, multiple non-3GPP accesses some trusted and some untrusted, as well as the interoperability with UTRAN and GERAN. The knowledge in the network of the exact access type for a session is needed for several reasons as described below:
We make the following assumptions about the access types within EPS:

· The access type shall be available for operators to differentiate charging and policy based on the access.
· The access type shall be available to the PDN GW whether the EPS is using static or dynamic PCC.

· The level of granularity of the RAT type should be representative of the radio properties ie: 1x, EVDO-0, EVDO-A, 802.11a, 802.11b, and 802.11g.
· The access type should be updated to the PDN GW whenever possible during the lifetime of a session, when the UE change the access type it’s connected to.

We will look at the different usage scenarios within the EPS, and see how to comply with the assumptions for availability of access type information, e.g. RAT type and IP-CAN type. 

2 Background Information - Handling of the RAT and IPCAN in 2G/3G networks
In GPRS, the RAT type is sent from the SGSN to the GGSN. The RAT type is used for example in CDRs generated by the GGSN. The values defined in Release 7 for the RAT type are:
· UTRAN -1

· GERAN – 2

· WLAN – 3 (sent from the TTG, not the SGSN)
· GAN – 4 
The GGSN will include the IP-CAN type and the RAT type in signaling on Gx to the PCRF, at session establishment and at the modification of an established session. The PCRF may request when a query is to be made based on changes in certain properties of the session. PCC requires that the PCRF can make policy decisions made based on the IP-CAN type; as of release 7 the defined IP-CAN type values are:
· 3GPP

· DOCSIS

· xDSL

· WIMAX

· 3GPP2

In case of 3GPP IP-CAN type, also the RAT type information is provided to the PCRF.
3
Handling of RAT and IPCAN in EPS

The EPS handles the RAT type and the IP-CAN type in a similar fashion as for GPRS when using the GTP protocol for the S5/S8 interfaces. When PMIP is used or non-3GPP networks are connected to the EPS, then the RAT Type might not be available.
In the following sections we will look at the different combinations of EPS deployments and how RAT type is handled in each one of them.

3.1
EPS with GTP based S5/S8 
In an EPS deployment, the S-GW receives the RAT type from the MME over the S11 interface. When 2G/3G networks are connected to the EPS, the RAT is sent from the SGSN via the S4 interface to the SGW.
The RAT type is then sent to the PDN-GW using the S5/S8 GTP based interfaces.
When PCRF nodes are deployed, then the S7 interface is used to send the RAT as well as the IP-CAN type values to the PCRF.
The PDN GW also uses the RAT type for example for inclusion in CDRs.

The S-GW is able to notify the PDN GW of a change in RAT type, using the GTP protocol, also when there is no S-GW relocation. Such a case can occur for a handover between UTRAN and EUTRAN served by the same S-GW.

Using GTP based S5/S8 makes EPS compliant with the assumptions made in this document on the handling of the RAT type. There is no change in the RAT availability to the network, whether a static or dynamic PCC is deployed.
3.2
EPS with PMIP based S5/S8 and S2 
When PCRFs are deployed in the home and visited PLMN, they will receive the RAT type and IP-CAN type from the PDN GW via the S7, and via the S7c from the SGW, at every change of RAT type, even without S-GW relocation. 
Trusted non-3GPP accesses connecting to the PDN GW via S2a or S2c interface will also inform the PCRFs using S7a and send IP-CAN type. 
Propagation of the RAT type and IPCAN may be done via S9 if required.
When EPS uses PMIP on the S5/S8, or a mixture of PMIP/GTP, with a dynamic PCC infrastructure, the assumptions made in this document are fulfilled. 
In some cases, it may not be possible to transfer the access type to the PDN-GW and/or PCRF via the PCC infrastructure. Examples of such cases are:

· A trusted non-3GPP access using the S2a cannot send the Access Type to the PDN GW if the non-3GPP access does not support PCC (i.e. S7a).

· When the UE is accessing an un-trusted non-3GPP access the IP-CAN type will not be delivered to PCRF / PDN-GW since the S7b reference point is not specified in release 8. 

· In case of a roaming deployment, where the visited network doesn’t have a PCRF it will be impossible for the PDN GW to know the RAT Type its users are connected to, as the S-GW cannot indicate the RAT type via S7c.
· In case dynamic PCC is not deployed, it should still be possible to inform the PDN GW about the access type used by the UE, e.g. for inclusion in CDRs. Note that in this case the PDN GW may not be updated of a 3GPP RAT change, e.g. in case the 3GPP RAT change occurs without S-GW change. 

To be able to have the Access Type information (IP-CAN type and RAT type) available to the network it will need to be sent from the MAG entities to the PDN GW (LMA).
4 Proposals

Based on the assumptions set forward at the beginning of this discussion paper, we see the need to have the Access Type information available in the case PMIP interfaces are used; we propose the following changes to the 23.402 specification:

Change 1: The S-GW should map the RAT type attribute sent from the MME and from the 2G/3G networks, and send it to the PDN GW as part of the PBU on the S5/S8 interfaces. 

Change 2: The Access Type must be available on the PMIP based S2a and S2b interfaces, as part of the PBU message.


