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1 Introduction

This contribution proposes that to address and solve a number of Editor’s Notes, FFS’s and miscellaneous items in 23.402 related to the S2c reference point
2 Systematic list of items proposed to address
***** ITEM 1
4.4.3.3
PDN GW

PDN GW functionality is described in TS 23.401 [4]. In addition to the functions described in TS 23.401 [4], the PDN GW functions includes user plane anchor for mobility between 3GPP access and non-3GPP access.
PDN GW includes the function of a LMA according to [8], if PMIP- based S5 or S8 is used.

Discussion:


The PDN GW also terminates S2c and this should be reflected in its definition
Proposed resolution: 
Correct the sentence to indicate that the PDN GW has also the appropriate function for S2c termination

***** ITEM 2
4.5.1

List of Reference Points

S2c is based on Client Mobile IP co-located mode. (The exact protocol decision is FFS)

Discussion:

In other portions of the specification is correctly reported that S2c is based on DSMIPv6. 


Proposed resolution: 
Correct the sentence to indicate that S2c is based on DSMIPv6
***** ITEM 3
5.1.1.3
Protocol options for S2c

Editor's note:
Support for MIPv4 CCoA mode is considered for further study.

Discussion:


No further study has occurred on MIPv6 CCoA, nor requirements emerged for it

Proposed resolution: 
Remove the editor’s note
***** ITEM 4
5.4.3.4.1
Initial Attach Procedure in Trusted Non-3GPP IP Access with DSMIPv6

[…]
5)
The UE sends the MIP Binding Update message to the PDN GW as specified in [10].


The PDN GW processes the binding update. During the processing the PDN GW performs authentication and authorization of the user based on the information received from AAA infrastructure, and allocates an IP address or IP addresses for the UE.

[…]

The PDN GW informs the 3GPP AAA Server of the address of the selected PDN GW.

[…] 
Editor's Note:
It is FFS which entity stores the allocated PDN GW IP Address.

Discussion: 

It has been agreed that the HSS stores the allocated PDN GW IP Address (see 23.402 Section 5.4.2.1)

Proposed resolution: 

Remove the Editor’s Note
3 Conclusion
It is proposed to review and agree to the above proposed resolutions

Annex A contains a P-CR implementing such resolutions

Annex: P-CR to 23.402
**** Start Proposed Change #1 ****

4.4.3.3
PDN GW

PDN GW functionality is described in TS 23.401 [4]. In addition to the functions described in TS 23.401 [4], the PDN GW functions includes user plane anchor for mobility between 3GPP access and non-3GPP access.
PDN GW includes the function of a LMA according to [8], if PMIP- based S5 or S8 is used.
The PDNGW includes the function of a DSMIPv6 Home Agent, as described in [10], if S2c is used.
**** End Proposed Change #1 ****
**** Start Proposed Change #2 ****

4.5
Reference Points

4.5.1
List of Reference Points
[snip]
Protocol assumption:

-
S2a interface and S2b interface are based on current or future IETF RFCs. S2a is based on Proxy Mobile IP. To enable access via Trusted Non 3GPP IP accesses that do not support PMIP, S2a also supports Client Mobile IPv4 FA mode. S2b is based on Proxy Mobile IP.

-
S2c is based on Dual Stack Mobile IPv6. 
-
The S5, S8b and S2a/S2b interfaces are based on the same protocols and differences shall be minimized. The S5 interface is based on current or future IETF RFCs. The GTP variant of S5 interface is described in TS 23.401 [4].

-
S8b interface is based on current or future IETF RFCs. The GTP variant interface (S8a) is described in TS 23.401 [4].

-
The PMIP-based interfaces (S5, S8b, S2a, and S2b) shall support Generic Routing Encapsulation (GRE) RFC 2784 [23] including the Key field extension RFC 2890 [24]. The Key field value of each GRE packet header uniquely identifies the PDN that the GRE packet payload is associated with.
**** End Proposed Change #2 ****
**** Start Proposed Change #3 ****

5.1.1.3
Protocol options for S2c

The following protocol shall be supported on S2c:

-
DSMIPv6


**** End Proposed Change #3 ****
**** Start Proposed Change #4 ****

5.4.3.4.1
Initial Attach Procedure in Trusted Non-3GPP IP Access with DSMIPv6

[snip]

C)
Binding Update

5)
The UE sends the MIP Binding Update message to the PDN GW as specified in [10].


The PDN GW processes the binding update. During the processing the PDN GW performs authentication and authorization of the user based on the information received from AAA infrastructure, and allocates an IP address or IP addresses for the UE.

NOTE:
The communication between the PDN GW and the AAA infrastructure during this step is optional, e.g., the PDN GW may have received all needed information for authentication and authorization in step 1.

NOTE:
The PDN GW allocates only the type(s) of IP address (IPv6 and/or IPv4) that were explicitly requested by the UE. An IPv4 HoA, if needed, may be allocated within the BU/BA exchange.

Editor's Note:
The details of IPv6 home address allocation are FFS. Additional methods for IPv4 home address allocation are FFS.


The PDN GW informs the 3GPP AAA Server of the address of the selected PDN GW.

Editor's Note:
This additional step is needed only if RFC 4285 [13] is used in step 4. In case RFC 4877 [22] is used in step 4, the PDN GW address is already known by the AAA/HSS by other means and therefore this step is not needed.


6)
If PCC is supported, the PDNGW requests a new PCC session towards the PCRF (6a). The message includes at least the HoA and the CoA. The message may also include a permanent UE identity.

Editor's Note: It is FFS if one or two PCC sessions are needed when both an IPv6 and an IPv4 HoA are assigned to the UE.

The PCRF decides on the PCC rules and completes the PCC session establishment towards the PDNGW (6b). The PDNGW installs the received PCC rules.


In this step, the PDNGW may be either in the hPLMN or in the vPLMN. When the PDNGW is in the vPLMN, the interaction between the PDNGW in the vPLMN with the PCRF in the hPLMN involves a visited PCRF.


If PCC is not supported, policy rules may be provisioned independent of this procedure.

NOTE:
The permanent UE identity to be used by the PDN GW to establish the session with the PCRF may be piggybacked by the AAA/HSS in step 4
7)
The PDN GW sends the MIP Binding Ack to the UE, including the IP address allocated for the UE as specified in [10].

NOTE: 
Rules related to the HoA can be sent to the Trusted Non-3GPP Access based on the procedure in Section 5.5.4.
**** End Proposed Change #4 ****







































































































































































































































































































1/6


