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1. Introduction

This paper proposes modifications to the existing text of TS 23.402 to include flows for handoff scenarios for multiple PDN GWs for 3GPP to non-3GPP accesses. 

2. Discussion

When the UE is connected to multiple PDN GWs, upon moving from one network access to another one, it should maintain connectivity with all the PDN GWs that it was connected with. This document details the message flows required maintaining such connectivity. 
3. Proposal

The changes described propose changes to 23.402.
**** Start of the first change ****

5.6.1.3 
Handovers without Optimizations Between 3GPP Accesses and Trusted Non-3GPP Accesses with Multiple PDN GW Connectivity

5.6.1.3.1
Trusted Non-3GPP IP Access to 3GPP Access Handover with PMIPv6 on S2a with Multiple PDN GW Connectivity
5.6.1.3.1.1
General Procedure for GTP or PMIP S5/S8 with multiple PDN GW connectivity
The steps involved in the handover from a trusted non-3GPP IP access to 3GPP Access connected to EPC with multiple PDN GW connectivity are depicted below for both the non-roaming and roaming cases and when PMIPv6 is used on S2a. It is assumed that while the UE is served by the trusted non-3GPP IP access, two PMIPv6 tunnels are established between the non-3GPP access network and two PDN GWs in the EPC.
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Figure 5.6.1.3.1.1-1: Handover from Trusted Non-3GPP IP Access to 3GPP Access with PMIPv6 on S2a and GTP or PMIP on S5/S8 interfaces with multiple PDN GW connectivity

NOTE:
All steps outside of (A) and (B) are common for architecture variants with GTP based S5/S8 and PMIP based S5/S8. Procedure steps (A) and (B) for PMIP based S5/S8 are described in Section 5.6.1.3.1.2.

NOTE:
The flow here assumes that this is an initial attach of the UE and no bearers for the UE exists in UTRAN/E-UTRAN.

Editor's Note: The alignment of the handover procedure with the attach procedure over PMIP based S5/S8 is FFS.

Editor’s Note: The documentation of handover from trusted non-3GPP IP Access to legacy 2G/3G is FFS.

The steps involved in the handover are discussed below.

1)
The UE uses a trusted non-3GPP access system and is being served by the PDN GW 1 and PDn GW 2 (as PMIPv6 LMA).

2) - 6) The same procedure described between 2) and 6) in the text of 5.6.1.2.1.1 are performed. Please refer to the text in 5.6.1.2.1.1. Note that as part of the authentication procedure, the IP addresses of the PDN GW 1 and PDN GW 2 that need to be used are conveyed to the MME/SGSN.

7) - 10) The same procedure described between 7) and 10) in the text of 5.6.1.2.1.1 is repeated for the PDN GW 1 and PDN GW 2.

11) - 12) The same procedure described between 11) and 12) in the text of 5.6.1.2.1.1 are performed. Please refer to the text in 5.6.1.2.1.1.

13) - 14) The same procedure described between 13) and 14) in the text of 5.6.1.2.1.1 is repeated for the PDN GW 1 and PDN GW 2.

15) The UE sends and receives data to and from the PDN GW 1 and PDN GW 2 at this point via the 3GPP access system.

16) The PDN-GWs perform address allocation based on the procedure described in section 5.4.2..

17) It is FFS if the PCRF or the PDN GW releases the resources in the trusted non-3GPP access. The exact signalling messages used in order to release the EPS bearers in the trusted non-3GPP Access are FFS.

5.6.1.3.1.2
Using PMIP based S5/S8 Interface with Multiple PDN Connectivity
When a Trusted Non-3GPP IP Access to 3GPP Access handover with multiple PDN GW connectivity occurs, the following steps are performed instead of and in addition to the steps performed in the GTP based S5 case (see previous section). In the case of PMIP based S5, a Create Bearer Request and Update Bearer Request is not sent from the Serving GW to the PDN GW. Instead, the PCRF in the HPLMN is informed of the change and any change in the policy that results is signalled to the Serving GW. The signalling takes place through the vPCRF in the VPLMN.
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Figure 5.6.1.3.1.2-1: Trusted Non-3GPP IP Access to 3GPP Access Handover over PMIPv6 based S2a and using PMIPv6 based S5/S8 with multiple PDN GW connectivity

A.1) -A.2) The same procedure described between A.1) and A.2) in the text of 5.6.1.2.1.2 is repeated for the PDN GW 1 and PDN GW 2.
B.1) - B.4) The same procedure described between B.1) and B.4) in the text of 5.6.1.2.1.2 is repeated for the PDN GW 1 and PDN GW 2.

5.6.1.3.2
3GPP Access to Trusted Non-3GPP IP Access Handover with PMIPv6 on S2a with Multiple PDN GW connectivity
The steps involved in the handover from 3GPP Access connected to the EPC to trusted non-3GPP IP access are depicted below for the case of non-roaming, roaming with home routed traffic, roaming with local breakout and roaming with anchoring in the Serving Gateway in the VPLMN. It is assumed that while the UE is served by the 3GPP Access, a PMIPv6 or GTP tunnel is established between the S-GW and the PDN GW 1 and PDN GW 2 respectively in the evolved packet core.
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Figure 5.6.1.3.2-1: Handover from 3GPP Access to Trusted Non-3GPP IP Access with PMIPv6 on S2a and PMIPv6 or GTP on S5 interface with multiple PDN GW connectivity
1)
The UE is connected in the 3GPP Access and has a PMIPv6 or GTP tunnel on the S5 interface with the PDN GW 1 and PDN GW 2 respectively.
2) - 6) The same procedure described between 2) and 6) in the text of 5.6.1.2.2 are performed. Please refer to the text in 5.6.1.2.2. Note that as part of the authentication procedure, the IP addresses of the PDN GW 1 and PDN GW 2 that need to be used are conveyed to the trusted non-3GPP access system.

7) - 11) The same procedure described between 7) and 11) in the text of 5.6.1.2.2 is repeated for the PDN GW 1 and PDN GW 2.

12)
L3 attach procedure is completed at this point. The IP addresses assigned to the UE by the PDN-GW1 and PDN GW 2 are conveyed to the UE.

13)
The PMIPv6 tunnels are set up between the Trusted Non-3GPP IP Access and the PDN GW 1 and PDN GW 2. The UE can send/receive IP packets at this point.

14)
It is FFS if the PCRF or the PDN GW releases the resources in the 3GPP access. The exact signalling messages used in order to release the EPS bearers in the 3GPP Access are FFS.
 5.6.1.3.3
Trusted Non-3GPP IP Access to 3GPP Access Handover with DSMIPv6 over S2c with Multiple PDN Connectivity

In this scenario, the session starts in a trusted non-3GPP access system using DSMIPv6 and subsequently, the session hands over to a 3GPP access system.

The steps involved in the handover from a trusted non-3GPP IP access to 3GPP Access connected to EPC are depicted below when DSMIPv6 is used on S2c over non-3GPP system.
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Figure 5.6.1.3.3-1: Trusted Non-3GPP S2c (DSMIPv6) to 3GPP with S5 handover with multiple PDN Connectivity

1)
The UE uses a trusted non-3GPP access system. It has a DSMIPv6 session with the PDN GW 1 and PDN GW 2 respectively.

2)
The UE discovers and attaches to the 3GPP access as defined in Step (C) of Figure 5.6.1.3.1.1-1. 
3)
The UE sends a BU to the PDN GW 1 and PDN GW 2 respectively to de-register its DSMIPv6 binding, as defined in [10] that was created while the UE was in non-3GPP access system. The PDNGW 1 and PDN GW 2 respond with a BA message respectively as defined in [10]. 

5.6.1.3.4
3GPP Access to Trusted Non-3GPP IP Access Handover with DSMIPv6 over S2c with multiple PDN connectivity

In this scenario, the session starts in 3GPP access (e.g. E-UTRAN) using PMIPv6 or GTP over S5 or no S5 is used (co-located Serving GW and PDN GW). The session hands over to the trusted non-3GPP access system that does not use PMIPv6 where the UE will receive a different prefix than the one it was using in 3GPP access system. The UE subsequently initiates DSMIPv6 with the same PDN GW(s) to maintain the IP session.

Support of PCC for Trusted non-3GPP accesses is optional. The PCC interactions shown in Figure 5.6.1.3.4.-1 are omitted if the Trusted non-3GPP access does not support PCC. If PCC is not supported, policy rules may be configured by other means. 

In the non-roaming case, none of the optional entities in Figure 5.6.1.3.4-1 are involved.  

The optional entities are involved in other cases.  

-
In the roaming cases, however, the 3GPP AAA Proxy mediates all interaction between the 3GPP AAA Server in the PLMN and entities in the vPLMN and non-3GPP access. 

-
Similarly, interaction between hPCRF in the HPLMN and entities in the vPLMN and non-3GPP access occurs by way of the vPCRF in the vPLMN.  In both these cases, messages are relayed by the optional entities towards and from the hPLMN.  
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Figure 5.6.1.3.4-1: 3GPP S5 to Trusted Non-3GPP S2c (DSMIPv6) Handover with multiple PDN connectivity

1)
The UE uses a 3GPP access system. It has an IP address from the PDN GW 1 and PDN GW 2 via S5 interface.

2) - 5) The same procedure described between 2) and 5) in the text of 5.6.1.2.4 are performed. Please refer to the text in 5.6.1.2.4. 
6) If bootstrapping was not performed prior to the handoff defined here, the UE may discover PDN GW addresses using MIPv6 bootstrapping procedures defined in Section 5.4.2.1.

7) - 9) The same procedure described between 7) and 9) in the text of 5.6.1.2.4 is repeated for the PDN GW 1 and PDN GW 2.

10)
The UE continues with IP service using the same IP addresses with the PDN GW 1 and PDN GW 2.

Editor's Note:
The bearer and session teardown in the previous access system is FFS.

**** End of the first change ****

**** Start of the second change ****

C.5

Handovers involving S2c interface with multiple PDN connectivity
C.5.1

Untrusted Non-3GPP IP Access with DSMIPv6 over S2c to 3GPP Access Handover in the Non-Roaming Scenario with multiple PDN connectivity

In this scenario, the session starts in untrusted non-3GPP access using DSMIPv6 over S2c. The session hands over to 3GPP access (e.g. E-UTRAN) system.
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Figure C.5.1-1: Untrusted Non-3GPP S2c (DSMIPv6) to 3GPP Handover with multiple PDN connectivity

1)
The UE uses a untrusted non-3GPP access system. It has an IPsec/IKEv2 session with the ePDG and two DSMIPv6 sessions with the PDN GW 1 and PDN GW 2 respectively.

2) - 6) The same procedure described between 2) and 6) in the text of C.3.1 are performed. Please refer to the text in C.3.1. Note that as part of the authentication procedure, the IP addresses of the PDN GW 1 and PDN GW 2 that need to be used in 3GPP access are conveyed to the MME.

7) -8) The procedure described by 7) and 8) in the text of C.3.1 are repeated for the PDN GW 1 and PDN GW 2 respectively.

9) -10) The same procedure described by 9) and 10) in the text of C.3.1 are performed. Please refer to the text in C.3.1.

11)
The UE may send a BU to the PDN GW 1 and PDN GW 2 to de-register its DSMIPv6 bindings that were created while the UE was in untrusted non-3GPP access system. The UE may send IKEv2 messages (if necessary) to tear down its SA with the ePDG.

Editor's Note:
Clarification needed about the details of how the UE finds out that it is on the "home link". Specifically, in case the UE relies on RS/RA messages it is FFS whether the RS/RA messages are exchanged with the Serving GW or with the PDN GW.
C.5.2

3GPP Access to Untrusted Non-3GPP IP Access with DSMIPv6 over S2c Handover in the Non-Roaming Scenario with Multiple PDN Connectivity

In this scenario, the session starts in 3GPP access (e.g. E-UTRAN). When the UE is connected in the 3GPP (E-UTRAN) access system, either GTP or PMIPv6 is used over S5, or no S5 is used (co-located Serving GW and PDN GW). The session hands over to an untrusted non-3GPP access system. In this scenario DSMIPv6 is used for mobility management, so the UE will receive a different prefix from the ePDG than the one it was using in 3GPP access system The UE subsequently initiates DSMIPv6 with its PDN GW(s) to maintain the IP session.
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Figure C.5.2-1: 3GPP Access to Untrusted Non-3GPP IP Access with S2c (DSMIPv6) Handover with Multiple PDN Connectivity

1)
The UE uses a 3GPP access system. It has connectivity to PDN GW 1 and PDN GW 2 over S5 interface.

2) -5) The same procedure described between 2) and 5) in the text of C.3.2 are performed. Please refer to the text in C.3.2.

6) - 7) The procedure described by 6) and 7) in the text of C.3.2 are repeated for the PDN GW 1 and PDN GW 2 respectively.

8) The UE continues with IP service using the same IP addresses with the PDN GW 1 and PDN GW 2.
**** End of the second change ****

**** Start of the third change ****

C.6
Handovers between S2a and S2b interfaces with multiple PDN connectivity
C.6.1
Untrusted Non-3GPP IP Access with PMIPv6 to Trusted Non-3GPP IP Access with PMIPv6 Handover in the Non-Roaming Scenario with Multiple PDN Connectivity
This section shows a call flow for a handover when UE moves from an untrusted non-3GPP IP access network to the trusted non-3GPP access network with Multiple PDN Connectivity. PMIPv6 is assumed to be used on S2a and S2b interfaces.
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Figure C.6.1-1: S2b to S2a (PMIPv6) Handover with Multiple PDN Connectivity
1)
The UE is connected to the untrusted Non-3GPP Access. There is an IPsec tunnel between the UE and the ePDG and two PMIPv6 tunnels between the ePDG and PDN GW1 and PDN GW2 respectively.

2) - 5) Please refer to the text in C.4.1. Please note the information of the selected PDN GWs, e.g. the IP addresses of PDN GW1 and PDN GW2, is conveyed to the MAG in the Trusted Non-3GPP IP Accesses.

6)
The MAG function in the Trusted Non-3GPP IP Access sends Proxy Binding Update message to the PDN GW 1 and PDN GW 2.

Editor's Notes: If the PCC is applied how to interact with PCRF is FFS.

7)
The PDN GW 1 and PDN GW 2 process the proxy binding updates and create a binding cache entry for the UE respectively. The PDN GW1 and PDN GW 2 allocate an IP address for the UE respectively. The PDN GW 1 and PDN GW 2 then send a Proxy Binding Acknowledgement to the MAG function in the Trusted Non-3GPP IP Access, including the IP address(s) allocated for the UE. The IP addresses allocated are the same as those were assigned to UE before over the Untrusted Non-3GPP Accesses.

8)
The PMIPv6 tunnels are set up between the Trusted Non-3GPP IP Access and the PDN GW 1 and PDN GW 2.

9)
L3 attach procedure is completed. IP connectivity between the UE and the PDN GW 1 and PDN GW 2 is set for uplink and downlink direction over the trusted non-3GPP IP access.

Editor's Notes: How to tear down the resource in the old access network is FFS.

**** End of the third change ****
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Step 2 - 6 as per Figure 5.6.1.2.1.1-1
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Procedure as per Figure 5.6.1.3.1.1-1 after Step (B)
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Step 2 - 6 as per Figure 5.6.1.2.2-1
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vPCRF





PDN GW 2 





AAA Proxy





Trusted Non 3GPP IP Access 





hPCRF





Serving GW 





MME





EUTRAN 





UE





HSS/�AAA 





PDN GW 1 





Old MME/�SGSN 





3. BU (CMIP6 deregistration w/ lifetime 0), BA





3. BU (CMIP6 deregistration w/ lifetime 0), BA





8b. Modification of IP-CAN Reply





8a. Modification of IP-CAN Request





7. Binding Update





9. Binding Acknowledgement





8a. Modification of IP-CAN Request





8b. Modification of IP-CAN Reply





6. MIP6v6 Bootstrapping for PDNs





10. DSMIPv6 tunnel








10. DSMIPv6 tunnel








1. PMIP/GTP tunnel





vPCRF





PDN GW 2 





AAA Proxy





Trusted Non 3GPP IP Access 





hPCRF





Serving GW 





MME 





EUTRAN 





UE





HSS/�AAA 





PDN GW 1 





Old MME/�SGSN 





Step 2 - 5 as per Figure 5.6.1.2.4-1
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Step 9 - 10 as per Figure C.3.1-1





8b. Create Bearer Response














7b. Create Bearer Request








8b. Create Bearer Response








7b. Create Bearer Request





8a. Proxy BA(IP Addr)








7a. Proxy BU (MN-NAI, IP Addr Req)








8a. Proxy BA(IP Addr)








7a. Proxy BU (MN-NAI, IP Addr Req)








Radio and S1 Bearer








1. DSMIPv6 tunnel





PDN GW 2 





Untrusted Non 3GPP IP Access 





hPCRF





Serving GW 





MME 





EUTRAN 





UE





HSS/�AAA 





PDN GW 1 





ePDG 





Step 2 - 6 as per Figure C.3.1-1





1. DSMIPv6 tunnel














1. IPSec tunnel





8. DSMIPv6 tunnel





8. DSMIPv6 tunnel














IPSec tunnel





7. BU/BA (IP Addr)





7. BU/BA (IP Addr)





1. GTP/PMIP Tunnel





PDN GW 2 





Untrusted Non 3GPP IP Access 





hPCRF





Serving GW 





MME 





EUTRAN 





UE





HSS/�AAA 





PDN GW 1 





ePDG 





Step 2 - 5 as per Figure C.3.2-1
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Step 2 - 5 as per Figure C.3.1-1
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