SA WG2 Temporary Document

Page 6
-


3GPP TSG SA WG2 Meeting #60b - SAE drafting ad-hoc
TD S2-074894
Warsaw, Poland,

7 - 9 November 2007

Source:
Vodafone
Title:
Service Request Procedure modifications to address MME overload issues
Document for:
Approval

Agenda Item:
8.2.2
Work Item / Release:
SEAS/Rel 8
1
Background

In the Kobe SA2 #60 meeting, S2-074422 highlighted a problem with the current Service Request procedure.

This document proposes one solution to this problem and is based on the concepts discussed in S2-071968 and S2-072785.

2
Storage of UL TEIDs in MME
This solution also proposes to modify the existing assumption that “the MME stores the UL (S-GW) TEIDs during Idle mode”.

The reason for this is that the current working assumption appears to lead to Operational complexity and the need to specify several additional “abnormal case” procedures which will add complexity to implementations.

Example:

The S-GW uses several IP addresses for the S1 user plane and for operational reasons, the operator wants to deallocate one of these IP addresses.
If there are lots of IMS registered “always on” users, then the MME will never release the user plane addresses/TEIDs associated with that IP address.

Obviously new procedures can be specified for the S-GW to request the MME to release the transport contexts, but then, we need extra procedures in the Service Request procedure for the MME to request the TEIDs.

A similar situation could occur if there is a ‘partial restart’ of a part of the S-GW.

3
Summary of Suggested Solution
It is suggested that the eNB allocates the DL TEID as soon as possible and sends it to the MME. 

Because the eNB does not know how many dedicated bearers the UE is using, the “master TEID” concept outlined in S2-071968 is used for the Downlink TEIDs. 

To cope with the chance that the mobile has multiple PDNs active, then it is proposed that the UE uses RRC signalling to tell the eNB how many “master TEIDs” should be allocated. In line with existing agreements (and to limit changes to the paging procedures) it is suggested that the UE systematically re-activates all active PDNs.

For the S-GW’s Uplink TEIDs, the “master TEID” concept does not seem to be needed for this procedure (although it may still have other advantages) and hence has not been added by this change.

In order to avoid the issues mentioned in section 2 above, and to avoid other ‘race’ conditions, it is proposed that the MME sends the DL-TEIDs to the S-GW, the S-GW responds with its UL-TEIDs and then these are sent to the eNB.

A description of the “master TEID” concept is added to the Identities section of 23.401.

4
Proposal
a) It is proposed to make the following changes to the service request procedure in 23.401.

b) If (a) is agreed, then corresponding updates to the Attach and Tracking Area Update procedures are probably needed. This should be discussed.

************* start of second change **************
5.3.4
Service Request procedures

5.3.4.1
UE triggered Service Request
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Figure 5.3.4.1-1: UE triggered Service Request procedure (* last 2 old messages deleted but not shown by revision marks*)
1.
The UE sends NAS Service Request information (S-TMSI, TAI, Service Type) towards the MME in RRC signalling to the eNodeB. The UE also indicates to the eNodeB the number of  PDN connections that it has active. The RRC message(s) that can be used to carry this  information are described in 3GPP TS 36.300 [5].
2.
The eNodeB forwards the NAS information to the MME. For each PDN connection that the UE has active, the eNodeB allocates a S1 TEID-ue for downlink data. The NAS information is encapsulated in an S1-AP: Initial UE Message (NAS information, Cell Global ID of the serving cell, S1-TEID-ue(s)(DL)). Details of this step are described in 3GPP TS 36.300 [5].

3.
NAS authentication procedures may be performed.
4.
The MME sends a S1 Parameter Request message to the S-GW (S1-TEID-ue(s) (DL)).

For the case of Network Triggered Service Request procedure, this step is treated as the response to the Downlink Data Notification message.

Steps 4 and 5 are not performed when the Service Request is in response to paging for network initiated signalling.
5.
The S-GW allocates transport address information for the uplink traffic and sends this back to the MME in the S1 Parameter Response message (Serving GW address, S1-TEID(s) (UL)). 

Downlink data can now be sent to the eNodeB. The eNodeB buffers any data received until the completion of step 7.
6.
The MME sends S1-AP Initial Context Setup Request (Serving GW address, S1-TEID(s) (UL), Bearer QoS(s), Security Context, MME Signalling Connection Id) message to the eNodeB. This step activates the radio and S1 bearers for all the active EPS Bearers. The eNodeB stores the Security Context, MME Signalling Connection Id, Bearer QoS profile(s) and S1-TEID(s) in the UE RAN context.  The step is described in detail in 3GPP TS 36.300 [5]. 
When the Service Request is the response of paging for the network initiated signalling e.g. to perform the MME/HSS-initiated detach procedure for the UE in EMM-IDLE state, the MME sets up only a signalling connection and does not establish the radio and S1 bearers for the user plane, i.e. the steps 7 to 9 are omitted. In this case, the S1 signalling connection is established through the network initiated NAS signalling, e.g. MME/HSS-initiated detach procedure.
7.
The eNodeB performs the radio bearer establishment procedure. The user plane security is established at this step. This step implicitly confirms the Service Request. This step is described in detail in 3GPP TS 36.300 [5]. When user plane security has been established the EPS bearer state is synchronized between the UE and the network, i.e. the UE should remove any internal resources for bearers that are not set up.
8.
The uplink data from the UE can now be forwarded by eNodeB to the Serving GW.

9.
The eNodeB sends an S1-AP message Initial Context Setup Complete () to the MME. This step is described in detail in 3GPP TS 36.300 [5].



5.3.4.2
Network Triggered Service Request
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Figure 5.3.4.2-1: Network triggered Service Request procedure

If the MME needs to signal with the UE that is in EMM-IDLE state, e.g. to perform the MME/HSS-initiated detach procedure for the idle mode UE, the MME starts network triggered service request procedure from step 3.
1.
The Serving GW receives a downlink data packet for a UE in EMM-IDLE state and buffers the downlink data packet.

2.
The Serving GW sends a Downlink Data Notification message to the MME. 

If the Serving GW receives additional downlink data packets for this UE, the Serving GW buffers these downlink data packets and the Serving GW does not send a new Downlink Data Notification to the MME.

3.
The MME sends a Paging message (NAS Paging ID, TAI(s), Paging DRX ID) to each eNodeB belonging to the tracking area(s) in which the UE is registered. The step is described in detail in 3GPP TS 36.300 [5]. Steps 3-4 are omitted if the MME already has a signalling connection over S1-MME towards the UE.

4.
The UE is paged by the eNodeBs. The step is described in detail in 3GPP TS 36.300 [5].

5.
The UE initiates the UE triggered Service Request procedure, which is specified in clause 5.3.4.1.

***************** end of second change ********************

*****************start of first change **********************

5.2
Identities

< This section gives a high level overview of the identities used in EPC/E-UTRAN and their usage. The exact definitions will be in 23.003.>

5.2.1
EPS bearer identity

An EPS bearer identity uniquely identifies an EPS bearer for one UE accessing via E-UTRAN. The EPS Bearer Identity is allocated by the MME. There is one to one mapping between EPS RB and EPS Bearer, and the mapping between EPS RB Identity and EPS Bearer Identity is made by E-UTRAN.
Editor's Note:
One of use cases of this EPS bearer identity is in the dedicated bearer modification without Qos update procedure. In this procedure the MME needs to transfer the EPS bearer identity in NAS signalling to the UE to bind the updated TFT with related EPS bearer.

Editor's Note:
The relationship between the NSAPI/RAB ID used in UMTS and EPS bearer identity is FFS.

5.2.2
S-TMSI

The MME shall allocate an S-Temporary Mobile Subscriber Identity (S-TMSI) to a user in order to support the subscriber identity confidentiality.

For paging, The S-TMSI identifies both the user and the serving MME. 

For NAS signalling, the S-TMSI, sometimes in combination with the TAI identifies the UE. It is FFS if and when the TAI is also needed to identify the UE.
Within the S-TMSI, one field contains the identifier of the MME (e.g. MME colour code or NRI or others to identify MME is FFS) that allocated the S-TMSI. The identifier of MME is needed to ensure that the S-TMSI remains unique in a tracking area shared by multiple MMEs.

The structure of the S-TMSI is specified in 3GPP TS 23.003 [9].

NOTE:
The combination of Tracking Area Code +MME Colour Code provides an MME identifier that is unique within the PLMN. (FFS) 

5.2.3
Tracking Area Identity (TAI)

This is the identity used to identify tracking areas. The Tracking Area Identity is constructed from the MCC (Mobile Country Code), MNC (Mobile Network Code) and TAC (Tracking Area Code). 

NOTE:
Changes in the TAI of a cell can occur but are normally infrequent and linked with O+M activity.

5.2.4
eNodeB S1-AP UE Identity (eNB S1-AP UE ID)

This is the temporary identity used to identify a UE on the S1-MME reference point within the eNodeB. It is unique within the eNodeB per S1-MME reference point instance.

5.2.5
MME S1-AP UE Identity (MME S1-AP UE ID)

This is the temporary identity used to identify a UE on the S1-MME reference point within the MME. It is unique within the MME per S1-MME reference point instance.

5.2.6
S1 transport layer identities
On the S1 interface, the end point of each EPS bearer is identified by one IP address plus one Tunnel Endpoint Identifier. 

For the downlink, the Tunnel Endpoint Identifier is subdivided into two fields. One of these fields (TEID-ue) identifies the UE and PDN. The other field (TEID-QCI) identifies the EPS bearer on that UE/PDN connection.
If data is received by the eNodeB with a known TEID-ue but with an unallocated TEID-QCI, then the eNodeB shall treat that data as if it was received with the TEID-QCI set to “010110”. The MME should ensure that one EPS bearer (typically the default EPS bearer) is established with this TEID-QCI value. 
Editor’s note: the exact format of this TEID structure should be specified in 23.003. However the intention is to have 26 bits for TEID-ue and 6 bits for TEID-QCI. This gives strong backward compatibility for data forwarding etc with the existing/legacy 32 bit TEID. The above default value is selected as it is the same as the DiffServ codepoint for AF23.
****************** end of first change ***********************
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