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Abstract of the contribution:

This contribution proposes removing the S7b interface to the untrusted non-3GPP access network.
1. Introduction

The untrusted non-3GPP access network is typically a WLAN hot spot or a user’s home WLAN network.  In many case it might be outside the control of a 3GPP mobile network operator.  Due to this it is unlikely that the WLAN access network would be able to enforce any of the policies or QoS rules delivered via the S7b interface. 

It is also not clear how the WLAN access network is supposed to treat the traffic based on the received policies. Moreover the actual traffic is encrypted end-to-end between the UE and the ePDG.  The WLAN access network cannot see anything more than the outer IP header and the ESP SPI parameter.  The SPIs are negotiated between the UE and the ePDG and are not visible to the PCRF to construct any PCC rules based on the SPI.  Also, the SPI could also change every time the IPsec SAs are re-keyed. 

Due to the above reasons, it can be concluded that the S7b interface to untrusted non-3GPP access is not required.  The S7b interface to the ePDG is sufficient.
2. Proposal

It is proposed to make the following change to TS 23.402

Section 4.5.1
**** Start of 1st change ****

S7b:
It provides transfer of (QoS) policy information from PCRF to the ePDG in the roaming scenarios. It is FFS if this signaling interface would also terminate in the ePDG for the non-roaming case.
**** End of 1st change ****
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