SA WG2 Temporary Document

Page 6
-


3GPP TSG SA WG2 Meeting #60b - SAE drafting ad-hoc
TD S2-074886
Warsaw, Poland,

7 - 9 November 2007

Source:
Motorola
Title:
<PDN GW Initiated Bearer Release
Document for:
<Discussion and Approval
Agenda Item:
8.4.3.1
Work Item / Release:
SAE / Release 8
Abstract of the contribution:  This contribution proposes that bearer-release in source RAT is triggered by PDN-GW and not PCRF
1 Introduction

The current version of TS 23.402 has an FFS in several call flows indicating that it is undecided whether the PCRF or the PDN GW releases the bearer associated with the source side in a handover.  We propose that the PDN GW is the best element to trigger the release, for a few reasons:

· If the PCRF were to trigger this bearer release based on a PCC interaction from the source side from the source element, this could be delayed.

· If the PCRF were to trigger this bearer release based on a PCC interaction with the target element, this would not be definitive, since the bearer establishment on the target side could be an early pre-establishment.
For these reasons, we propose that the PDN GW initiate the bearer release making use of the PMIP or MIPv6 Binding Revocation procedure defined in the Internet Draft draft-muhanna-mip6-binding-revocation-01.txt.  We propose to make this change in the following handover flows:

· 5.6.1.1.1

· 5.6.1.1.2

· 5.6.1.2.1

· 5.6.1.2.2

2 Proposed Changes

Begin first change: Modify 23.402, Section 5.6.1.1.1
5.6.1.1.1
Network Based Mobility

For network-based mobility, the following principle is followed:

Handover to non-3GPP Accesses:
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Figure 5.6.1.1.1-1: High-level handover flow for handovers towards non-3GPP accesses for
network-based mobility handling
6)
The interaction with PCRF is FFS if the PCC is applied.


7)
The PDN GW triggers the old bearer release using the PMIP Binding Revocation procedure as defined in draft-muhanna-mip6-binding-revocation-01.txt [X]... Radio Bearers with the PDN address are released associated with the PDN address if existing.

NOTE:
The bearer release procedure has no impact on the UE MM state in the MME, How to change the MM state in the old 3GPP access network refers to TS23.401.When the UE handover back to the 3GPP network, an attach procedure is always performed, even if the UE state in the network is in active or idle state.
End first change
Begin second change: Modify 23.402, Section 5.6.1.1.2
5.6.1.1.2

Client Based Mobility
For client-based mobility, the following principle is followed:

Handover to non-3GPP Accesses:
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Figure 5.6.1.1.2-1: High-level handover flow for handovers towards non-3GPP accesses for client-based mobility handling

5)  The PDN GW triggers the bearer release. Radio Bearers associated with the PDN address are released if existing, using the PMIP Binding Revocation procedure as defined in draft-muhanna-mip6-binding-revocation-01.txt [X].
End second change
Begin third change: Modify 23.402, Section 5.6.1.2.1.1
5.6.1.2.1.1
General Procedure for GTP or PMIP S5/S8
The steps involved in the handover from a trusted non-3GPP IP access to 3GPP Access connected to EPC are depicted below for both the non-roaming and roaming cases and when PMIPv6 is used on S2a. It is assumed that while the UE is served by the trusted non-3GPP IP access, a PMIPv6 tunnel is established between the non-3GPP access network and the PDN GW in the EPC.


[image: image3]
Figure 5.6.1.2.1.1-1: Handover from Trusted Non-3GPP IP Access to 3GPP Access with PMIPv6 on S2a and GTP or PMIP on S5/S8 interfaces
14)
The PDN GW acknowledges by sending Update Bearer Response to the Serving GW.

15) The UE sends and receives data at this point via the 3GPP access system.

16)
The PDN-GW performs address allocation based on the procedure described in section 5.4.2..  The PCRF also releases the resources in the trusted non-3GPP access using the PMIP Binding Revocation procedure as defined in draft-muhanna-mip6-binding-revocation-01.txt [X].

End third change
Begin fourth change: Modify 23.402, Section 5.6.1.2.2
5.6.1.2.2
3GPP Access to Trusted Non-3GPP IP Access Handover with PMIPv6 on S2a 

The steps involved in the handover from 3GPP Access connected to the EPC to trusted non-3GPP IP access are depicted below for the case of non-roaming, roaming with home routed traffic, roaming with local breakout and roaming with anchoring in the Serving Gateway in the VPLMN. It is assumed that while the UE is served by the 3GPP Access, a PMIPv6 or GTP tunnel is established between the S-GW and the PDN GW in the evolved packet core.
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Figure 5.6.1.2.2-1: Handover from 3GPP Access to Trusted Non-3GPP IP Access with PMIPv6 on S2a and PMIPv6 or GTP on S5 interface

12)
L3 attach procedure is completed at this point. The IP address(es) assigned to the UE by the PDN-GW is conveyed to the UE.

13)
The PMIPv6 tunnel is set up between the Trusted Non-3GPP IP Access and the PDN GW. The UE can send/receive IP packets at this point.

14)
 The PDN GW releases the resources in the 3GPP access access using the PMIP Binding Revocation procedure as defined in draft-muhanna-mip6-binding-revocation-01.txt [X]. 
End fourth change
Begin fifth change: Modify 23.402, Section 2
3 2
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End fifth change
Old MME/





SGSN 





PDN GW 





AAA 





Proxy





UE





Trusted 





Non





-





3GPP 





IP Access 





3GPP 





Access 





MME/





SGSN 





Serving 





GW 





vPCRF





1. PMIPv6 Tunnel





3. Attach





4. Access 





Authentication





4. Access Authentication (PDN GW)





5. Location Update and Subscriber Data Retrieval





6. Create 





Default 





Bearer 





Request 





(PDN GW)





7. Create Bearer Request





10. Create Bearer Response





13 Update Bearer Request





14. Update Bearer Response





11. Create 





Default 





Bearer 





Response 





(IP 





Addr





)





12. Radio and Access Bearer Establishment





15. PMIPv6/GTP  Tunnel





15. Radio and Access Bearer





2. UE 





discovers 





3GPP access 





system and 





initiates HO





8. Modification of 





IP





-





CAN Session





9. 





Ack





of IP





-





CAN 





Session Modification





(A)





(B)





hPCRF





AAA/HSS 





Roaming Scenarios





16. non





-





3GPP EPS Bearer release





9. Ack of IP-CAN Session Modification





-





8. Modification of IP-CAN Session





(C)





6. Ack Access Gateway Session Control





5. Access Gateway Session Control





2. UE discovers trusted non-3GPP access system and initiates HO





12. L3 Attach�Completion





10. AAA Authz





11. Proxy BA (IP Addr)





7. Proxy BU (MN NAI, IP Addr Req)





4. L3 Attach �Trigger











13. PMIPv6 Tunnel                                                                       











3. Access Authentication (MN-NAI, PDN GW)





3. Access Auth





1. Radio and Access Bearer





PCRF





HSS/ AAA





PDN GW





Serving GW





MME/ SGSN





1. PMIPv6/ GTP Tunnel





3GPP Access





Trusted Non-3GPP IP Access





UE





UE





Trusted 





Non





-





3GPP 





IP Access





3GPP 





Access





MME/ 





SGSN





Serving 





GW





PDN 





GW





AAA





Proxy





vPCRF





3. Access 





Auth





3. Access Authentication (PDN GW)





4. L3 Attach 





Trigger





7. Proxy BU





11. Proxy BA (IP 





Addr





)





10. AAA 





Authz





12. L3 Attach





Completion





2. UE discovers 





trusted non





-





3GPP access 





system and 





initiates HO





5. 





Gateway Control and 





QoS





Policy Rules Request





6. 





Gateway Control and 





QoS





Policy Rules Request





8. Modification of IP





-





CAN Session





9. 





Ack





of IP





-





CAN 





Session Modification





hPCRF





HSS/A





AA





1. Radio and Access Bearer





2.PMIPv6/GTP Tunnel





13.PMIPv6 Tunnel





Roaming Scenarios





Roaming 





w/VPLMN 





anchoring





14. 3GPP EPS Bearer release











3GPP

SA WG2 TD


_1255500203.doc

[image: image1]

PDN



GW







3GPP�Access







PMIPv6 Tunnel







7







IPsec Tunnel in case of non-trusted non-3GPP access















UE















L2/L3 Connectivity











Interaction with PCRF























Detect Non-3GPP Access















Serving�GW







PCRF







L2/L3 Connectivity







SGSN/�MME







6















1







2







L3 Attach Trigger







3







                       Path Update (e.g. PBU)











RAT specific attach �Authentication & authorization 



Optional IPsec establishment







4







5







GW�(e.g. ePDG, ASN)







L















L3 Attach Complete (e.g. RA)







Roaming case with�visited anchor







Non-3GPP Access







Radio bearer release







Bearer release
















_1255500294.doc

[image: image1]

PDN



GW







3GPP�Access







5











L







  Radio bearer release











UE



















4



















Mobile IP Binding Update            











Detect Non-3GPP Access















Serving�GW



















SGSN/�MME











Mobile IP Tunnel







1







2







3







Bearer release











L







RAT specific attach �Authentication & authorization



  Optional IPsec tunnel establishment







In case of MIPv4-FA mode, the tunnel is terminated at the GW











GW�(e.g. ePDG, ASN)







Interaction with PCRF







IPsec Tunnel in case of non-trusted non-3GPP access







PCRF







L2/L3 Connectivity







Non-3GPP Access












