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Abstract of the contribution:

This document discusses the information elements exchanged over PMIP based S5/S8 and recommends how these should be transmitted.
Introduction

This document builds upon two contributions to SA2 #60 – S2-074102 “Attach over S5/S8” and S2-074108 “Support of ‘basic functionality’ for EPS with PMIP-based S5/S8”.  We agree with but qualify the approach advocated in these contributions, namely to support exchange of information in MIPv6 vendor extensions.
Discussion

PMIP Binding Update and Binding Ack include only limited parameters.  This leaves it open how additional information is signalled.  There are multiple possibilities for how to transport information between the Serving GW and PDN GW when employing PMIP based S5/S8.
1. Off-path using PCC
This approach is appropriate for signalling QoS policy, as we agreed for S7a, S7b and S7c. For additional semantics, such as signalling RAT Type, the PCC architecture would have to be extended to become a general event signalling architecture.
2. Off-path using AAA
While it is possible to trace a path from the Serving GW to the PDN GW through the MME, HSS and AAA server, this would not result in a simple nor ‘cheap’ set of operations for exchanging information between the gateways.  In at least one case we have agreed to use this approach: where default static subscriber QoS policy is needed in the PDN GW but PCC is not deployed.
3. On-path using MIPv6 vendor extensions

This approach would employ MIPv6 vendor extensions to PMIPv6 signalling to carry additional information between the Serving GW and PDN GW.  Procedures defined to exchange messages between the GWs via  S5/S8 occurs at nearly every point that parameters are needed – attachment, handover, detachment.  

There are additional ‘asynchronous’ exchanges that are needed, however.  For example, change of RAT may occur without change of S-GW and this has consequences for the PDN GW charging function.  It is suggested that for these events, there are good reasons to use the off-path PCC approach.  These events are rare and the reporting is only needed for charging and QoS purposes.  Therefore, it is appropriate to add additional signalling to the supported PCC interaction between the gateways on S7abc and S7.

4. Do not support the information exchange

For some information, the best option would be to not support the information exchange at all.  For example, if PMIP based S5/S8 is used but PCC is not deployed, dynamic policy for QoS (beyond the subscriber based policy) may not be available.  Additionally, some PCOs defined for Release 7 and before may not be relevant in the EPC.

5. Information Exchanges on S7 and S7c
Information exchange between the PCRF and the Serving and PDN Gateways is needed for three purposes:

· hPCRF selection (during attach or handover) – The MN NAI and APN are needed.

· Establishing and terminating sessions.  Additionally, maintaining and sorting out different sessions open between the hPCRF and Gateway (though this could perhaps be left as a detail needed for Stage 3).  – It is suggested a Session ID would be useful for this purpose, and Results are returned in the case of a session termination.

· Obtaining rules for the gateway as a result of conditions pertaining to the session.  This includes both PCRF and GW initiated messages and allows for rules changes as a result of event reporting.  – The IP address(es) of the UE are needed for this purpose.  The Results of the operation are returned from the gateway.

An additional IE is introduced: the Session ID.  This is used to identify the session between the PCEF or GW (Serving GW, ePDG or Trusted Non-3GPP IP Access) and the selected PCRF.  While this may appear to be more of an issue for stage 3, the use of this session identifier clarifies the procedures in 3 important ways, and is therefore a useful inclusion.  The same GW will have many session open to the PCEF and so these need to be disambiguated.

· It is possible to identify which session to terminate in the Session Termination messages, without identifying the session uniquely by means of the MN NAI, etc.

· It is possible to identify which session to modify by the GW in a message to the PCRF.

· It is possible to identify which session is being modified by the PCRF in a message to the GW.

Without the session ID parameters, we must explain that the GW (or PCRF) must effectively link each of these sessions correctly and will eventually require additional information elements in the messages to ensure this linkage is possible.  The Session ID is likely handled by a Diameter-Host-AVP, but the details of this are left to Stage 3.

Please see the table below for a description of proposed IEs for message exchanges on S7 and S7c.

	Message S7 or S7c
	Parameters
	Description

	Indication of IP CAN Session Establishment
	MN NAI, APN, IP Address(es)
	MN NAI: to identify the subscriber

APN: to identify the session along with the subscriber

IP Address: to establish policy rules.  In some cases, the address(es) are used to identify sessions that already exist, for example when a Gateway Control Session has already been established for the same UE attaching to the same PDN.

	Acknowledge IP Can Session Establishment
	Result, Session ID, Rules
	Result: whether it was successful, if not the error

Session ID: to be used in future operations 

Rules: includes TFTs and actions, as defined in 23.203

	Indication of IP CAN Session Termination
	Session ID
	Session ID: to know which one to terminate

	Ack of IP Can Session Termination
	Result
	Result: success or error information

	Policy and Charging Rules Provision
	Session ID, Rules
	Session ID: to identify which session.  Note this is from the PCRF, so it will be useful for the recipient PDN GW to differentiate which session it pertains to
Rules: as per 23.203

	Ack
	Result
	Result: success or error information

	Request Policy and Charging Rules
	Session ID, Rules
	Session ID: to identify which session. Note this is from the PDN GW, so it will be useful for the PCRF to sort out which session is being referred to
Rules: as per 23.203

	Policy and Charging Rules Provision
	Rules
	Rules: as defined in 23.203

	GW Control Session Establishment
	MN NAI, APN, RAT Type, IP Address(es)
	MN NAI: to identify the subscriber

APN: to identify the session along with the subscriber

RAT Type: Indicates the type of access network used

IP Address(es): to establish policy rules. .  In some cases, the address(es) are used to identify sessions that already exist, for example when a Gateway Control Session has already been established for the same UE attaching to the same PDN.

	Acknowledge GW Control Session Establishment
	Result, Session ID, Rules
	Result: whether it was successful, if not the error

Session ID: to be used in future operations

Rules: includes TFTs and actions, as defined in 23.203

	GW Control Session Termination
	IP CAN Session ID
	Session ID: to know which one to terminate

	Ack GW Control Session Termination
	Result
	Result: success or error information

	GW Control and QoS Rules Provision
	Session ID, Rules
	Session ID: to identify which session.  Note this is from the PCRF, so it will be useful for the recipient ePDG or trusted non3GPP IP access to differentiate which session it pertains to

Rules: as per 23.203

	GW Control and QoS Rules Provision Ack
	Result
	Result: success or error information

	GW Control and QoS Rules Request
	Session ID, RAT Type, Rules
	Session ID: to identify which session. Note this is from the epdg or trusted non-3GPP ip access, so it will be useful for the PCRF to sort out which session is being referred to

RAT Type: indicates the type of access network used

Rules: as per 23.203

	GW Control and QoS Rules Reply
	Session ID, Rules
	Session ID: to identify which session.  Note this is from the PCRF, so it will be useful for the recipient ePDG or trusted non3GPP IP access to differentiate which session it pertains to

Rules: as per 23.203


Table 1:  Proposed IEs for PCRF interactions on S7 and S7c

6. Analysis of interaction on S5/S8

The following table details all interactions on PMIP based S5/S8 for support of 3GPP attachment.  A signalling approach is proposed for those information elements that are relevant to PMIP-based S5/S8.

Gray: No difference between PMIP- and GTP-variants.

Yellow: Differences exist in signalling, noted in the table and proposal.

In each case in bold type the list of information elements for S5/S8 for the protocol step is given.  Where additional information is sent off-path, this is noted.
	Section
	Procedure/Step
	IE
	Signalling Approach & Notes

	401 5.3.2

402

5.4.3.5
	Attach/6: Delete Bearer Request & Response
	TEID(s) in request and response
	(A) New MME => S-GW clean up old bearer

These IEs are not needed for PMIP-based S5/S8.  PMIP based tunnel management suffices to identify and manage user plane tunnels.

() – no IEs

	401 5.3.2

402

5.4.3.5
	Attach/9: Delete Bearer Request & Response
	TEID(s) in request and response
	(B) Old MME => S-GW clean up old bearer

These IEs are not needed for PMIP based S5/S8.  

() – no IEs

	401 5.3.2

402

5.4.3.5
	Attach/13: Create Default Bearer Request
	1. IMSI

2. MME Context ID

3. RAT Type

4. Default Bearer QoS°
5. PDN Address Allocation

6. AMBR
	(C) S-GW => PDN GW

1. IMSI (becomes part of the MN NAI in the PMIP request.

2. MME Context ID (NOT NEEDED)

3. RAT Type (via PCC signalling)

4. This is sent by way of PCC interaction.

5. This is sent as MIPv6 vendor extensions

6. This is sent by way of PCC interaction

Etc. Protocol configuration options (optional)

(MN NAI, PDN Address Allocation, PCO)

	401 5.3.2

402

5.4.3.5
	Attach/14: PCRF interaction
	PCC Rules (this will be specified in 23.203)
	(C) PDN GW <=> PCRF

-will be specified in 23.203-
(see table 1)

	401 5.3.2

402

5.4.3.5
	Attach/15: Create Default Bearer Response
	1. PDN GW address

2. PDN GW TEID UP

3. PDN GW TEID CP

4. PDN Address Information
	(C) PDN-GW => S-GW

1, 2, 3. Not needed.

4. Sent by way of the PBA

Etc. Protocol configuration options (optional)

(PDN Address Information, PCO)

	5.3.3.1
	TAU with MME& S-GW change/9: Update Bearer Request
	1. S-GW address

2. S-GW Tunnel endpoint ID
	(A) New S-GW => PDN GW

The MME informs the S-GW of the PDN GW address in the 'bearer contexts' IE in step 8.

S-GW address and TEID(s) are not needed for PMIP based S5/S8.  

Etc. Additional information could be signalled with PCOs (optional)
(PCO)

	5.3.3.1
	TAU with MME& S-GW change/10: Update Bearer Response
	1. PDN GW

2. TEID(s)
	(A) PDN GW => New S-GW

PDN GW address and TEID(s) are not needed for PMIP based S5/S8.  

Etc. Additional information could be signalled with PCOs (optional)
(PCO)

	5.3.3.1
	TAU with MME& S-GW change/17: Delete Bearer Request
	TEID(s)
	(B) old MME => old S-GW

This procedure step triggers the clean up of the bearer - ending the old Gateway Control Session and sending and sending a PMIP BU (?)

TEID(s) are not needed for PMIP based S5/S8.  

() – no IEs

	5.3.3.1
	TAU with MME& S-GW change/18: Delete Bearer Response
	TEID(s)
	(B) old S-GW => old MME

TEID(s) are not needed for PMIP based S5/S8.  

() – no IEs

	5.3.3.2.1
	UTRAN Iu mode to E-UTRAN TAU/8: Update Bearer Request
	1. S-GW Addr

2. TEID

3. RAT Type

etc
	(A) S-GW => P-GW

Note that this only signals change of RAT, it does not involve a S-GW relocation.

1, 2. TEID(s) are not needed for PMIP based S5/S8.  

3. RAT TYPE is sent off-path

Etc. Additional parameters would be sent off-path or not at all.

() – no IEs

	5.3.3.2.1
	UTRAN Iu mode to E-UTRAN TAU/9: Update Bearer Response
	1. P-GW Addr

2. TEID

etc
	(A) P-GW => S-GW

1, 2. TEID(s) are not needed for PMIP based S5/S8.  

Etc. Additional parameters would be sent off-path or not at all.

() – no IEs

	5.3.3.2.2
	E-UTRAN to UTRAN Iu Mode RAU/8, 9
	As 5.3.3.2.1
	() – no IEs

	5.3.3.3.1
	GERAN A/Gb mode to E-UTRAN TAU/8, 9
	As 5.3.3.2.1
	() – no IEs

	5.3.3.3.2
	E-UTRAN to GERAN A/Gb RAU/8,9
	As 5.3.3.2.1
	() – no IEs

	5.3.8.2
	UE-initiated Detach/3: Delete Bearer Request
	TEID
	(A) S-GW => PDN GW

() – no IEs

	5.3.8.2
	UE-initiated Detach/4: Delete Bearer Response
	TEID
	(A) PDN GW => S-GW

() – no IEs

	5.3.8.2
	UE-initiated Detach/5: PCRF interaction
	Vague - interact with the PCRF to indicate that the EPS bearer is released. 
	(A) PDN GW <=> PCRF ?

-specified in 23.203-
(see table 1)

	5.3.8.3
	MME-initiated Detach/3-5
	As 5.3.8.2
	() – no IEs

	5.3.8.4
	HSS-initiated Detach/4-6
	As 5.3.8.2
	() – no IEs

	5.4.1
	Dedicated Bearer Activation/1: PCC Decision Provision
	QoS Policy
	(A) PCRF => PDN GW
() – no IEs


	5.4.1
	Dedicated Bearer Activation/2: Create Dedicated Bearer Request
	1. Bearer QoS

2. UL TFT

3. S5/S8 TEID
	(A) PDN GW => S-GW

1, 2. Parameters for QoS are sent off-path

3. Not needed for PMIP based S5/S8.

() – no IEs

	5.4.1
	Dedicated Bearer Activation/9: Created Dedicated Bearer Response
	S1-TEID
	(B) S-GW => PDN GW

The Result is sent off-path to the PCRF

() – no IEs

	5.4.1
	Dedicated Bearer Activation/10: Provision Ack
	Whether it could be enforced
	(B) PDN GW => PCRF

-specified by 23.203-
(see table 1)

	5.4.2
	Dedicated Bearer  Mod w/QoS update
	As 5.4.1, except there is no TEID parameter in the PDN GW to S-GW message.
	() – no IEs

	5.4.3
	Dedicated Bearer  Mod w/o QoS update
	As 5.4.1, except there is no TEID parameter in the PDN GW to S-GW message.
	() – no IEs

	5.4.4.1
	UE initiated Dedicated Bearer Deactivation/1: QoS Policy Provision
	QoS Policy
	(A) PCRF => PDN GW

-specified by 23.203-
(see table 1)

	5.4.4.1
	UE initiated Dedicated Bearer Deactivation/2: QoS Policy Provision
	<not stated>
	(A) PDN GW => S-GW

Policy information is sent to the Serving GW off-path to the PCRF

() – no IEs

	5.4.4.1
	UE initiated Dedicated Bearer Deactivation/9: QoS Policy Provision
	Ack <not stated>
	(A) S-GW => PDN GW

Response to the policy reconfiguration is sent  off-path by the Serving GW to the PCRF

() – no IEs

	5.4.4.1
	UE initiated Dedicated Bearer Deactivation/10: QoS Policy Provision
	<indicates result>
	(A) PDN GW => PCRF

-specified by 23.203-
(see table 1)

	5.4.4.2
	MME-initiated Dedicated Bearer Deactivation/2: Request Dedicated Bearer Deactivation
	The selected bearers to deactivate <not stated>
	(A) Serving GW => PDN GW

Information sent from the S-GW to the PDN GW is sent off path (S-GW to the PCRF to the PDN GW).

() – no IEs

	5.4.4.2
	MME-initiated Dedicated Bearer Deactivation/3: PCC Interaction Provision???
	'informs of loss of resources' <not stated>
	(A) PDN GW => PCRF

-specified by 23.203-
(see table 1)

	5.4.5
	UE requested bearer resource activation/3: Request Bearer Resource Allocation
	1. SDF QoS

2. TFT
	(A) Serving GW => PDN GW

1, 2. Information sent from the S-GW to the PDN GW is sent off path (S-GW to the PCRF to the PDN GW).

() – no IEs

	5.4.5
	UE requested bearer resource activation/4: PCC interaction
	'trigger the appropriate PCC decision' <not stated>
	(A) PDN GW => PCRF

The order of operations is different for the PMIP-based S5/S8 case, as described in 23.402, section 5.5.5.2

() – no IEs

	5.5.1
	CN node relocation/16a: Update Bearer Request
	1. S-GW addresses and 

2. TEIDs
for each bearer
	(A) New S-GW => PDN GW

1, 2. Not needed for PMIP based S5/S8

Any additional information exchanged between the S-GW and PDN GW that is not QoS policy or charging event related may be sent using MIPv6 extensions.

 (PCO)

	5.5.1
	CN node relocation/16b: Update Bearer Response
	<not specified>
	(A) PDN GW => New S-GW

Any additional information exchanged between the S-GW and PDN GW that is not QoS policy or charging event related may be sent using MIPv6 extensions.

(PCO)

	5.5.1
	CN node relocation/21e: Update Bearer Response
	<not specified>
The MME indicates that the bearer(s) in the source GW.
	(B) Source MME => Source S-GW
This triggers the removal of the old GW Control Session in the PMIP-variant of S5/S8

() – no IEs

	5.5.2.1.3
	E-UTRAN to UTRAN IRAN HO/8: Update Bearer Request
	1. RAT type


etc
	(A) S-GW => PDN GW
1. This is sent by way of the PCC.  In a PCC-less deployment this could be sent

Etc. Would be sent off-path or not be supported at all

() – no IEs

	5.5.2.1.3
	E-UTRAN to UTRAN IRAT HO/8a: Update Bearer Response
	<not specified>
	(A) S-GW => PDN GW

Additional information would be sent off-path or not be supported at all

() – no IEs

	5.5.2.2.3
	E-UTRAN to UTRAN IRAT HO/9-9a: Update Bearer Request/ Response
	As 5.5.2.1.3
	() – no IEs

	5.5.2.2.3
	E-UTRAN to GERAN A/GB/10-10a: Update Bearer Request/ Response
	As 5.5.2.1.3
	() – no IEs

	5.5.2.4.3
	GERAN A/Gb to E-UTRAN/9-9a: Update Bearer Request/ Response
	As 5.5.2.1.3
	() – no IEs

	5.10.2
	UE requested PDN connectivity/3: Create Default Bearer Request
	As 5.3.2, step 13
	(MN NAI, PDN Address Allocation, PCO)

	5.10.2
	UE requested PDN connectivity/3: PCRF interaction
	As 5.3.2, step 14
	-will be specified in 23.203-
(see table 1)

	5.10.2
	UE requested PDN connectivity/5: Create Default Bearer Response
	As 5.3.2, step 15
	(PDN Address Information, PCO)


Table 2: Proposed IEs for interaction on PMIP based S5/S8 exchanges

Additional IEs that may be associated with interactions on PMIP based S5/S8 include the following protocol configuration options (PCOs) and additional parameters:

	Parameter Name / Description
	Where this Parameter is applicable
	How to handle this parameter for PMIP based S5/S8

	Configuration PCO for the UE, such as DNS server, P-CSCF Server.  This method is used ‘instead of using DHCP.’
	In the result of an attachment request or UE requested PDN connectivity
	In MIPv6 extensions to PMIPv6. 

	APN String for selection of the PDN by the PDN GW
	Sent in attach and UE requested PDN connectivity
	In MIPv6 extensions to PMIPv6.

	APN restrictions
	Sent in create PDP context and secondary context requests. Thus it would be present in Create Default Bearer and Dedicated Bearer Request
	In MIPv6 extensions to PMIPv6.

	Charging ID to correlate charging records between the S-GW and PDN GW
	Is this needed at all?

When would it be signalled?
	In MIPv6 extensions to PMIPv6 if these are sent as part of mobility management events.

If these can be sent at any time, these should be signalled off-path.

	HA address for use with S2c
	As part of attachment or HO from a non-3GPP access
	In MIPv6 extensions to PMIPv6.

	DHCP parameters for subsequent authentication and authorization with an external PDN allocation procedure
	On attach or UE requested PDN connectivity
	In MIPv6 extensions to PMIPv6.


Table 3: Discussion of Protocol Configuration Options

Notes:

° In the case that PCC is not deployed, it was agreed that the static subscriber policy can be supplied to the PDN GW by means of the AAA server, now in section 4.6.2. [S2-074817]

Proposal

1. Basic Information Elements in PMIP messages, for mobility management
PMIP Procedures should not include parameters in-line in the text, but rather there should be a list of IEs in the procedure description. In every case the Proxy Binding Update should have the following parameters

Proxy Binding Update(MN-NAI, Lifetime, IP Addr Req) message. The MN NAI identifies the UE for whom the message is being sent.  The Lifetime field must be set to a nonzero value in the case of a registration and a zero value in the case of a de-registration.  The optional IP Addr Req is an optional parameter identifying the address previously assigned to the UE.  

Proxy Binding Ack(MN NAI, PDN Address Info) message.  The PDN Address Info includes one or more IP addresses in the case where a registration occurs.  It is not necessary to transmit this information when the Proxy Binding Update message has a zero lifetime (a deregistration).

2. How to signal additional information needed on PMIP based S5/S8

It is proposed that, as described in S2-074108, PCO signalling be handled using MIPv6 vendor extensions to PMIPv6.  Protocol configuration options and other information as shown in the table above, would occur at the same time as PMIPv6 mobility management signalling (such as create bearer or a handoff requiring S-GW relocation, which both).  However, there are two exceptions to this general principle:

1. Signalling of QoS rules and properties, for instance the Default Bearer QoS, AMBR or other QoS policy-related events and information.  This will be signalled using PCC (off-path).  

2. Signalling on PMIP-based S5/S8 occurs as a result of mobility management events – such as attachment, detachment and gateway relocation (such as resulting from handoff). At this time, it is possible to include protocol configuration options as described in [S2-074102] and [S2-074108].

3. Signalling may be needed between the S-GW and the PDN GW at times other than when mobility management events occur on S5/S8.  For example, change of RAT may occur without any gateway relocation.  In this case, either:

a. Off-path signalling will be used or

b. The signalling will not be supported (such as the case where PCC is not deployed).

3. It is proposed to agree to the IEs show in table 1 and 2 above for inclusion in TS 23.402

The actual changes are detailed in [S2-07zzzz].
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