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Abstract of the contribution:

This contribution proposes inclusion of a generic S2c based attach procedure to the TS 23.402. The generic S2c attach procedure is access agnostic and includes the possible PCC interactions during S2c based Initial Attach. In addition to the basic QoS management of S2c based connectivity, the shown signalling enables also QoS management of specific S2c service data flows.
1. Introduction

The current version of TS 23.402 does not include any detail on the required interactions with the PCC architecture for the S2c reference point. 
Based on the principles provided in the companion document S2-073373, this contribution provides the PCC signalling for the S2c attach procedure.  
2. Discussion

The policies that are handled by the PCC infrastructure are related to the Service Data Flows (SDFs). These SDFs are the IP data streams that are seen by the applications residing e.g in UEs or application servers. 

EPS uses mobility tunnelling mechanisms to transport SDFs between the UE and the PDNGW. In some tunnelling mechanisms the mobility tunnels are terminated at an access gateway (GTP, PMIPv6 and MIPv4FA), while in other tunnelling mechanisms the tunnels are end to end between UE and PDNGW (DSDMIPv6). 
Which one of these mobility tunnelling mechanisms is used within the EPS has no direct impact to the operation of the PCRF and the PCC interfaces S7 and S9 as these entities and reference points operate at SDF level.
The signaling in Annex A of this contribution shows a generic signalling sequence for S2c based Initial Attach where the PCC interactions are included.
The shown PCC interactions show the handling of:

· Static policy control of the IP traffic via the access system before the estabsishment of the S2c tunnel
· Static policy control of the IP traffic allowing S2c tunnel to be transported via the access system

· Dynamic policy control of individual SDFs carried within the S2c tunnel for both the UE- and network- initiated cases
3. Proposal
It is proposed to include the PCC interactions related to S2c Initial attach to the TS 23.402 by modifying the TS 23.402 as shown in the Annex A of this contribution.
*** Start of 1st change ***

5.4.2.5
Initial Attach on S2c

5.4.2.5.1
General

Figure 5.4.2.5.1-1 shows a generic attach procedure for the S2c reference point.  The S2c attach can be seen to consist of several modules:

A. The UE sets up local IP connectivity in a given access system

B. The UE discovers the HA, establishes a security association and configures its Home Address. 

C. If UE-initiated dynamic QoS policy control is supported, and if it is utilized for the S2c SDFs, the UE may request specific QoS from the access system. Appropriate PCC rules are then delivered to the Access System by PCRF.

D. UE performs a Binding Update with the PDNGW

E. If Nw-initiated dynamic QoS policy control is supported, and if it is utilized for the S2c SDFs, the PCRF may push specific PCC rules to the Access System

If no dynamic QoS policy control is required at the time of S2c Initial Attach, the modules C and E are not performed. If, however, a specific QoS for a given S2c SDF is desired at a later stage and if dynamic QoS policy control is supported, the modules C or/and E may be initiated at that time.
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Figure 5.4.2.5.1-1 – Generic S2c attach procedure

A) SETUP of Local IP connectivity
1)
The initial access specific L2 and authentication procedures are performed. These procedures depend on the access and may include either an EAP authentication for non-3GPP accesses (as specified in Non-3GPP access specifications) or a NAS attach procedure and default bearer establishment (as specified in TS 23.401) for 3GPP accesses.

2)
After successful authentication the L3 connection is established between the UE and the access gateway. As a result of this procedure an IP address is also assigned to the UE (i.e. a Local IP address that will be used as a Care-of Address for DSMIPv6 over the S2c reference point). 

NOTE: The access system may complete the step 2 after step 3d. 

3)
The access gateway sends a PCC Session Establishment Request to the PCRF (3a). The message includes the TFT. The TFT includes at least the Allocated UE IP address. The message includes also the Access specific IP-CAN type and may also include a permanent identity of the UE.


Based e.g. on the UE identity and user profile, operator’s policies and the IP-CAN type, the PCRF decides on the PCC rules (3b) that will be sent to the access gateway.



The PCRF sends a PCC session establishment response (3c) including the PCC rules to be enforced at the access gateway. 

The access gateway installs the PCC rules (3d) provided by the PCRF. 
B) PDNGW/HA Discovery and HoA Configuration

4)
The UE discovers the PDN GW (Home Agent) as specified in section 5.4.2.1 of TS 23.402. The UE gets a Home Address (HoA) and establishes a Security Association with the PDN. 

NOTE: The establishment mechanism of the Security Association is FFS.

C) UE INITIATED DYNAMIC POLICY CONTROL (optional)

5)
If the UE desires to ensure a given QoS for the S2c SDFs and if UE Initiated dynamic policy control is supported, the UE sends an access specific IP QoS Request message to request a QoS for the S2c SDF. The message includes the TFT for which the QoS is requested. The TFT should include at least the allocated HoA and it may include further TFT parameters. The message may also include a requested QoS. 
NOTE: the name and format of the shown "IP QoS Request" message is access specific 

6)
If a QoS request occurred in step 5, the access gateway requests PCC rules associated with the provided TFT in step 5 (6a). The PCRF performs a policy decision for the S2c SDFs (6b) and responds to the access system PCEF with the selected PCC rules (6c) associated with the S2c SDFs. The access system PCEF installs the new PCC rules (6d).

7)
If a QoS request occourred in step 5, and QoS was granted in step 6, the access system informs the UE about the newly installed PCC rules with an access specific message.


NOTE: the name and format of the "IP QoS Update message" is access specific
D) BINDING UPDATE

8)
The UE sends a Binding Update (8a) to the PDNGW. The PDNGW replies with a Binding Acknowledgement (8b).  

NOTE: The HA may execute step 8b after step 9c.
9)
The PDNGW requests a new PCC session towards the PCRF (9a). The message includes the TFT. TFT should include at least the HoA and it may include the CoA. Message may also include a permanent UE identity. The IP-CAN type is set to “DSMIPv6” (9b) 

The PCRF decides on the PCC rules (9b) and completes the PCC session establishment towards the PDNGW (9c). The PDNGW installs the received PCC rules (9d).



E) NW INITIATED DYNAMIC POLICY CONTROL (optional)
10) 
If network-initiated dynamic policy control is supported, the PCRF may establish/update the PCC rules associated with the S2c SDFs based on the new configured HoA. This is performed in steps 10a, 10b and 10c.  

For network-initiated dynamic policy control, the PCRF needs to link the Access specific PCC session and the DSMIPv6 PCC session belonging to the same UE. This can be done either based on CoA-HoA mapping as informed to PCRF by PDNGW/HA in step 9a or/and by comparing the permanent UE identities given to PCRF in steps 3a and 9a.

5.4.2.5.2
Initial Attach procedure from Trusted Non-3GPP IP Access with DSMIPv6 for non-roaming case




*** End of 1st change ***




















































3GPP

SA WG2 TD


_1249131187.vsd
UE


Access System


PDN GW
(HA)


AAA/HSS


PCRF


4. MIPv6 Security Association Setup and HoA Configuration


4. Authentication and Authorization


1. Access Authentication


1. Authentication and Authorization


9a PCC session request (TFT)


9c PCC session response (PCC rule)


8a. . Binding Update


3a  PCC session establishment request  (TFT)


3c. PCC session est. response (PCC rule)


8b Binding Acknowledgment


9d. Install PCC rules


3d. Install PCC rules


3b. Decide PCC rules


2. L3 attach &  Local IP address Allocation


9b Decide PCC rules


5 “IP QoS Request” (TFT)


6a Request PCC Rule   (TFT)


6c PCC Rule (PCC rule)


6b Decide PCC rules


7. “IP QoS Update” (TFT, QoS)


6d. Install PCC rules


10a PCC Rule   (PCC Rule)


10b “IP QoS Update” (TFT & QoS)


10c PCC Rule Ack


A) Setup of Local IP Connectivity


C) In case of UE Init specific QoS


E) In case of NW Init specific QoS


B) 


D) 



