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Abstract of the contribution: The contribution clarifies aspects related to the selection of the PDN GW upon attachment to untrusted access.
Introduction

In this contribution we argue that clarifications are needed to the PDN GW selection in TS 23.402 to cover some attachment scenarios that are supported already in TS 23.402 but that are not explicitly supported by the current description of the PDN GW selection mechanism. 
Discussion

The text in section 5.4.2.1 in TS 23.402 covers the selection of the PDN GW for S2a/S2b when PMIP is used, and for S2a when MIPv4 FA is used. 
Section 5.4.2.5.2 in TS 23.402 allows the support of S2c over untrusted access by enabling the UE to obtain an IP address locally to the ePDG to be used as care-of address with DSMIPv6/S2c. Clarifications about this are by the way being provided in S2-07-3202.  
For use of S2c over untrusted access with allocation of IP address locally to the ePDG, section 5.4.2.1 in 23.402 does not describe how the PDN GW is selected, just that it may be returned to the UE. In such case, the question arises as to what entity performs the PDN GW selection.
There are two obvious choices: the ePDG and the UE itself. 
Since S2c is based on DSMIPv6, one could think that selection of the PDN GW is equivalent to the UE selecting the HA to connect to, and therefore bootstrapping mechanisms could be used. 
Alternatively, the ePDG could perform the selection with a mechanism similar to those described in section 5.4.2.1, thus leading to a functional equivalence between the accesses in terms of how the PDN GW selection is performed. If the ePDG selects the PDN GW, then the ePDG can return the PDN GW Address that the UE uses for CMIP, as indicated already in section 5.4.2.1. In addition, if mechanisms for IP mobility management selection are supported, it can be guaranteed that the PDN GW is selected in such a way that it supports CMIP for inter-access mobility. Document S2-073201 provides additional clarifications regarding this.  
In this contribution we argue that both mechanisms are enabled, and deployed according to the operator policies. As a consequence, we argue that if the network performs the PDN GW selection, the text defined in section 5.4.2.1 in TS 23.402 is augmented to indicate that if the PDN GW is selected by the ePDG (e.g. based on info provided by the UE or downloaded at authorization), then the PDN GW Address to be used by the UE as address of the home agent is returned to the UE, and that alternatively, if the selection is delegated to the UE when the UE has indicated interest in using CMIP for establishing connectivity, the ePDG does not return any address for the PDN GW.  
Proposal
It is proposed to adopt the following change.
**** Start of second change ****
5.4.2.1
PDN GW Selection Function for non-3GPP Accesses
PDN Gateway selection for non-3GPP accesses uses similar mechanisms as defined in 3GPP TS 23.401, with the following modification:

-
Instead of the HSS, the PDN Gateway selection function interacts with the 3GPP AAA Server or 3GPP AAA Proxy.

During the initial authorization, PDN Gateway selection information is returned.  This enables the entity requiring the address of the gateway to proceed with selection. Once the selection has occurred, the PDN Gateway stores its association with a UE.  This permits the 3GPP AAA Server or Proxy to provide the PDN Gateway address subsequently. 
In the case that a UE already has an assigned PDN Gateway, this gateway's address will be returned by the 3GPP AAA Server or Proxy during the authorization step.  This eliminates the need for PDN Gateway selection.

Editor's Note:
The storage of the PDN Gateway address information (whether in the HSS or 3GPP AAA Server) is FFS.

Editor's Note:
It is FFS whether the PDN Gateway selection mechanism defined in 23.401 can be used to determine the Serving Gateway.

Note that the location of the PDN GW selection function depends upon the type of S2 interface used for attachment and the IP mobility mechanism being used.
-
For PMIPv6 on S2a/b, the entity requesting the PDN Gateway is the entity acting as Mobile Access Gateway (MAG). It’s FFS for home routed roaming case with an anchor in the VPLMN.
-
For MIPv4 FA mode on S2a, the entity requesting the PDN Gateway is the entity that plays the role of the FA. It’s FFS for home routed roaming case with an anchor in the VPLMN.
Additionally, for the S2c reference point, the UE needs to know the IP address of the PDN Gateway for the PDN the UE wants to connect to. This address is made known to the UE with one of the following ways:

1)
Via attach procedure for 3GPP access (as defined in TS 23.401)

2)
Via IKEv2 during tunnel setup to ePDG for untrusted non-3GPP access, when the PDN GW is selected by the ePDG (e.g. based on info provided by the UE or downloaded at authorization)
3)
via boostrapping mechanisms for S2c for untrusted non-3GPP access, when the PDN GW is not selected by the ePDG and therefore no PDN GW Address is returned to the UE during the IKEv2 tunnels setup. This includes the case (4) below
4)
The UE can request a PDN Gateway address in a given PDN via DHCP

5)
If the IP address of the PDN GW is not delivered using options 1-3 above the UE can resolve an FQDN corresponding to a PDN via DNS. T
Editor’s note: It is FFS under which conditions (e.g. in which accesses) the above methods can be used

Editor's Note: It is FFS how the FQDN in alternative 4 is constructed from available information. For example the UE could use home APN (or W-APN) and well known strings (e.g., “homeagent”) to construct such an FQDN.
Editor’s Note: The mechanism for mobility mode selection (i.e. host-based vs network-based mobility) is FFS.
**** End of second change ****
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