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1. Introduction
S-TMSI is used for identification within the signalling procedures. The purpose of the S-TMSI is to provide identity confidentiality, i.e., to protect a user from being identified and located by an intruder. The structure of the S-TMSI will be specified in 3GPP TS 23.003.
This paper is to discuss S-TMSI issue. We analyze whether S-TMSI should be expanded and how to expand it. It is proposed SA2 to take the discussion into account.
2. Discussion

· Whether S-TMSI should be expanded
The structure of current TMSI/P-TMSI is defined in TS 23.003, and network configuration examples applying intra domain connection of RAN nodes to multiple CN nodes are given in TS 23.236. From the two specs, we can see that the current TMSI consists of 4 octets, i.e. 32 bits, which consist of 2 bits for discrimination of MSC-based services and SGSN-based services, several bits for restart counter, 0 to 10 bits for NRI in case of flex, and other bits for addressing the subscriber in VLR/SGSN. The concrete structure of TMSI/P-TMSI is flexible according to the network deployment like the examples in Annex A of TS 23.236.
TMSI/P-TMSI is unique within one LA/RA area. While due to multi-TA registration introduced to SAE, S-TMSI is required at least to be unique in an MME Pool Area (see [1]). TMSI/P-TMSI can be re-used in another LA/RA and S-TMSI can also be re-used in another MME Pool Area, so S-TMSI needs more bits than TMSI/P-TMSI in the same large area (according to the number of TAs in one pool, e.g. there are at most 10 TAs in one pool, then S-TMSI needs 4 bits more). Since SAE supports multi-RAT, MME may allocate S-TMSI to other RAT terminals besides SAE ones. So perhaps the amount of terminal will be tens of times more than current one.
Let’s take the network of CMCC as an example, a pool covers one province and has 100 million users (there are almost 100 million people in the densest province in China). Assuming the capability of one MME is to support 1 million subscribers, there will be 100 MMEs in one pool. For redundancy, we set 7 bits for MME-id in a pool and 21 bits for addressing subscriber in each MME. However MME-id cannot repeat in the overlapping pools, or else in the border TA belonging to overlapping pools, it might happen that more than one UE have the same S-TMSI, so more bits should be reserved for differentiating pool. Let’s assume there are at most 15 overlapping pools around one pool, so at least 4 bits should be reserved. Now we get totally 32 bits for S-TMSI (7+21+4). We also have to reserve several bits for MME-restart counter to avoid double allocation of S-TMSI after MME restart. Other bits reservation is FFS.
From the analysis, we can see that the length of S-TMSI definitely should be expanded.
· How to expand S-TMSI and what impact on legacy network
In 2G/3G network, since P-TMSI is unique within one RA area, old RAI and P-TMSI should be carried together in case UE performs attach or RAU, so that new SGSN can derive the old SGSN address from DNS or configuration by RAI and P-TMSI (NRI). And then the old SGSN find the UE according to RAI and P-TMSI received from Context Request or Identification Request message.
For Rel-8 SGSN, we can modify Mobile Identity IE defined in TS 24.008 by adding a new identity and type for SGSN to support S-TMSI, or apply the same method with pre-R8 SGSN like the following.
For pre-R8 SGSN, no modification is expected. While in inter RAT attach/RAU procedure, UE may need to carry S-TMSI to SGSN. In such case, UE can utilize old RAI IE, and we can just update DNS or configuration without SGSN update to return old MME address. There are two ways to achieve it:
1) Reassign LAC and RAC as the MME id which is unique within one PLMN. The length of MME id can be 24 bits. The accessed entity (MME or SGSN) can find the old MME easily only by S-TMSI without the information of TAI.
2) Reassign RAC and part of P-TMSI as the MME id. If we take 6 bits out of the P-TMSI, the length of MME-id can be 14bits. The accessed entity (MME or SGSN) can find the old MME easily only by S-TMSI without the information of TAI. However, the LAC can be reassigned to TAC to ensure some kind of alignment between 2G/3G and SAE.
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3. Conclusion

This contribution analyzes the S-TMSI issue and concludes the S-TMSI should be expanded. To support S-TMSI in legacy 2G/3G network, we propose two methods. We propose SA2 take the discussion into account. The section 4 is proposed to be reflected into TS23.401.
4. Text Proposal

/***********************************Start of Change*********************************************/

5.2.2
S-TMSI

The MME shall allocate an S-Temporary Mobile Subscriber Identity (S-TMSI) to a user in order to support the subscriber identity confidentiality.

For paging and accessing, the S-TMSI identifies both the user and the serving MME. 





The S-TMSI is unique in a PLMN.
The MME id in the S-TMSI is unique to ensure that the S-TMSI remains unique. 
It is FFS whether to reassign LAC and RAC to MME id or to reassign RAC and parts of P-TMSI to MME id when interworking with pre-R8 SGSN.. 
/**************************************End of Change*********************************************/
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