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Abstract of the contribution: The document discusses the scenarios where IP MM is required. 

1. Introduction

This paper is a companion paper of S2-073193 and addresses issues for the support of mobility mode selection in the EPS. Specifically, it addresses the following points:

1. The basic concept of mobility mode selection
2. When and why the mobility mode selection is needed 

The EPS system currently includes support for three mobility management mechanisms, GTP and two IETF-based mobility management mechanisms, CMIP and PMIP. However the basic concept of mobility selection, when and why the mobility selection is needed are not clear. This contribution presents the basic concept of mobility mode selection, concludes that the support of mobility mode selection is needed.

2. Discussion
2.1 The concept of mobility mode selection

Mobility mode selection is a procedure that is initialized by either UE or the access network when UE connects to an access network. During this procedure, UE and the access network may exchange messages or communicate with other entities for additional information in order to make correct decisions. At the end of procedure, both UE and the access network should know the capabilities and preferences of each other and reach the agreement on which mobility mode should be used to achieve and maintain the IP connectivity. If such agreement cannot be made, UE cannot have IP connectivity to PDN.
2.2 Why mobility mode selection is needed

It can be envisioned that there would be UEs with different mobility support capabilities roaming and the access networks supporting one or more mobility protocols in the EPS. It is necessary to ensure that the UE and the network both support at least one of the mobility management mechanisms, and that such common mobility management mechanism is selected. For UEs without CMIP support, the network needs to use PMIP to provide connectivity, and mobility if the UE supports PMIP. On the other hand, for UE without PMIP support, if the network triggers PMIP procedures, the terminal risks to find itself with the same IP address allocated to two separate interfaces and have no ability to handle it.Thus such UE can only use CMIP for session mobility at inter-access network handover. Finally, for UEs that do not support CMIP nor PMIP, network based mobility solutions must be used to provide connectivity, even if no session continuity will be possible in case of mobility between accesses. 

A mechanism that enables UE to indicate its capability and preference on mobility protocols is needed.

2.3 When mobility mode selection is needed
Based on the analysis above, the mobility mode selection is needed when a UE equipped with one or more mobility management protocol connects to an access network. For a legacy UE that does not support PMIP or CMIP, we do not expect that this UE supports mobility mode selection either. Furthermore, since the outcome of mobility mode selection could result in different procedures and involve different functionality to establish connectivity, mobility mode selection should be done as early as possible to avoid additional works.
As indicated in S2-073193, a mobility mechanism selection for the setup of connectivity is needed when the UE initially attaches to the access network. The following scenarios should be considered when addressing the issue of mobility management mechanism selection during initial attach:

· Trusted non-3GPP: UE can use S2a (either PMIP or MIPv4 FA mode) or s2c. Mobility selection needs to be done, for example, if the UE supports MIPv4 FA mode, it must make sure that the network does not trigger PMIP tunnel establishment. Also if the terminal desires to use S2c to gain connectivity with either the Serving GW or the PDN GW and does not want to be at home, it should indicate its preference so that no PMIP tunnel should be established over S2a (Otherwise, the UE would run CMIP over PMIP, thus from the DSMIPv6 point of view, it is at home.).
· Untrusted non-3GPP: UE can use either S2b (PMIP) or S2c(CMIP). When connecting over an untrusted access, if the terminal desires to use S2c to gain connectivity and does not want to be at home, it should indicate its preference so that no PMIP tunnel should be established over S2b (Otherwise, the UE would run CMIP over PMIP, thus from the DSMIPv6 point of view, it is at home.). The UE simply gain access to local IP connectivity at the ePDG through the untrusted access, and use S2c to establish connectivity towards the desired GW. S2-073202 provides a clarification in this case.
· eUTRAN: In this case, the network deployment decides what mobility should be used (i.e. GTP or PMIP), and such decision is not dependent on the specific UE. This case is therefore not relevant. 
The mobility selection is also needed (either network-based or UE-based, TBD) in order to ensure that the correct mechanism is used to enable inter-access handoff . This includes informing the UE of which mechanism can be used: 
· Between eUTRAN and trusted non-3GPP access: When the UE firstly attaches to eUTRAN, if the UE does not support network-based mobility, the UE must use CMIP to maintain the session continuity when it performs a handoff to a non-3GPP access. This means that the PDN GW providing connectivity to the UE must support CMIP and that no PMIP should be triggered at handoff to the target access network. Therefore, a selection of the mobility management mechanism to be used for handoff must be done when the UE initially attaches to eUTRAN, with the UE indicating its need of using CMIP for inter-technology handover if CMIP must be used (S2-073200 provides some discussions on why this cannot happen with the current assumptions for attachment in eUTRAN). Also, the UE must know whether it is allowed to use CMIP to perform the handoff (e.g. based on the capabilities of the PDN GW), and S2-073201 discusses this aspect more in detail.   

· Between eUTRAN and untrusted non-3GPP access: Similar to the case above.

· Between trusted and untrusted non-3GPP access: if this mobility is supported, and if the UE does not support inter-technology PMIP, it must make sure that PMIP is not triggered. Otherwise, if the UE does not support CMIP, it can only rely on PMIP to perform handover. If neither is supported, PMIP can be used to establish connectivity, but no session continuity is possible. 


