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Abstract of the contribution: 

This contribution describes inter-eNodeB relocation procedure in section 5.5.1 of TS 23.401 (based on Annex C) 

Discussion

Annex C of the TS 23.401 proposes flows for inter-eNodeB HO procedure. Some updates for the flows are proposed below to allow their inclusion in section 5.5.1 of the TS.

The following is proposed for the inter-eNodeB HO procedure:

· Step 1: The trigger for the source to start a relocation via S1 is simplified in order to remove the possibility to have a “configuration in the source eNodeB showing that the target eNodeB does not have S1_MME connectivity to the source MME” as it appears too complicated to configure in each eNodeB the other eNodeB connectivity. Nevertheless, a new possibility is added for a Source eNodeB to memorize failures of X2-based HO attempts.
· Step 3: in order to allow selection of a new Serving-GW by the target MME, the source MME provides the target MME with the current PDN SAEGW. 
· Step 4: it is clarified that the new MME determines if the target Serving GW cannot be reached and that a new Serving GW needs to be selected
· Step 16: Target eNodeB may forward data received from the Source eNodeB to the UE before sending data received over the S1-U interface. It is FFS if any mechanism needs to be specified for this purpose. 

· No data forwarding is expected to take place between S-GWs during this HO procedure as DL data forwarding already takes place between eNodeBs and as DL data will be directly received in the new S-SAEGW from the PDN SAEGW.

· Indirect data forwarding via Serving-GW is kept FFS currently

· Trigger for TAU after handover is corrected.

· Reference to “MME Selection Function” section are added

· Parameters are added in the different messages to clarify in particular address and TEID handling

· Step 18: It is clarified that the Source eNodeB release resources only when it has received release resource message from the MME and if it has no more need to keep resources for data forwarding. The eNodeB mechanism to determine whether it has terminated data forwarding remains FFS currently.

The following flows are obtained:


[image: image1]
1)
The source eNodeB decides to initiate an inter-eNodeB handover with CN node relocation to the target eNodeB. This can be triggered e.g. by no X2 connectivity to the target eNodeB, or by an error indication from the target eNodeB after an unsuccessful X2-based handover, or by dynamic information learnt by the source eNodeB. 

2)
The source eNodeB sends Relocation Required to the source MME. The source eNodeB indicates which bearers are subject to data forwarding. This message contains an indication whether direct forwarding is available from the source eNodeB to the target eNodeB. This indication from source eNodeB can be based on e.g. the presence of X2.

3)
The source MME selects the target MME as described in clause “MME Selection Function” and sends a Forward Relocation Request (MME UE context and includes the PDN GW addresses and TEIDs at the PDN GW(s) for uplink traffic and Serving GW addresses and TEIDs for uplink traffic) message to it. This message also includes an indication if direct forwarding is applied, or if indirect forwarding is going to be set up by the source side.

4)
The new MME verifies whether the old Serving GW can continue to serve the UE. If not, it selects a new Serving GW as described in clause "Serving GW Selection Function".  

If the old Serving GW continues to serve the UE, no message is sent in this step. In this case, the target Serving GW is identical to the source Serving GW.

If a new Serving GW is selected, the target MME sends a Create Bearer Request (bearer context(s) with PDN GW addresses and TEIDs for uplink traffic) message to the target Serving GW. The target Serving GW allocates the S-GW addresses and TEIDs for the uplink traffic on S1_U reference point (one TEID per bearer). The target Serving GW sends a Create Bearer Response (Serving GW addresses and uplink TEID(s) for user plane) message back to the target MME. 

5)
The Target MME sends Relocation Request (Serving GW addresses and uplink TEID(s) for user plane) message to the target eNodeB. This message creates the UE context in the target eNodeB, including information about the bearers, and the security context. The target eNodeB sends a Relocation Request Acknowledge message to the MME. This includes the addresses and TEIDs allocated at the target eNodeB for downlink traffic on S1_U reference point (one TEID per bearer). It is FFS if the TEIDs used for forwarding are different from the TEIDs used for downlink packets.

Editor’s note: TEID used for forwarding and TEID used for downlink packets is FFS in RAN

6)
If indirect forwarding is used, the target MME sets up forwarding parameters in the target Serving GW. Indirect Forwarding is FFS

7)
The target MME sends a Forward Relocation Response message to the source MME. 

8)
If indirect forwarding is used, the source MME updates the source Serving GW about the tunnels used to the target serving GW. Indirect Forwarding is FFS

9)
The source MME sends a Relocation Command (target addresses and TEID(s) for data forwarding) message to the source eNodeB. 

10)
The Handover Command is sent to the UE. 

11)
The source eNodeB should start forwarding of downlink data from the source eNodeB towards the target eNodeB for bearers subject to data forwarding. This may be either direct or indirect forwarding. Indirect forwarding is FFS. 

12)
After the UE has successfully synchronized to the target cell, it sends a Handover Confirm message to the target eNodeB. Downlink packets forwarded from the source eNodeB can be sent to the UE. Also, uplink packets can be sent from the UE, which are forwarded to the target Serving GW and on to the PDN GW. 

13)
The target eNodeB sends a Relocation Complete message to the target MME. 

14)
The target MME sends a Forward Relocation Complete to the source MME. The source MME in response sends a Forward Relocation Complete Acknowledge to the target MME. 

15)
The target MME sends an Update Bearer Request (eNodeB addresses and TEIDs allocated at the target eNodeB for downlink traffic on S1_U) message to the target Serving GW. 

16)
If the Serving GW is relocated, the target Serving GW assigns addresses and TEIDs (one per bearer) for downlink traffic from the PDN GW. It sends an Update Bearer Request (Serving GW addresses for user plane and TEID(s)) message to the PDN GW(s). The PDN GW starts sending downlink packets to the target GW using the newly received address and TEIDs. These downlink packets will use the new downlink path via the target Serving GW to the target eNodeB. An Update Bearer Response message is sent back to the target serving GW. 
If the Serving GW is not relocated, no message is sent in this step and downlink packets from the Serving-GW are immediately sent on to the target eNodeB.


It is FFS if the target eNodeB needs to take any action to avoid sending DL PDUs received from the Serving-GW to the UE before data received from the old eNodeB have been sent to the UE.

17)
The target Serving GW sends an Update Bearer Response message to the target MME. 

18)
On receiving the Forward Relocation Complete message, the MME sends a Release Resources message to the source eNodeB. When the Release Resources message has been received and there is no longer any need for the eNodeB to forward data, the Source eNodeB releases its resources. In case of intra-MME handover with Serving GW changed, the MME releases the resource in the source Serving GW by sending a Delete Bearer Request message to the source Serving GW.
19)
If the UE is handovered to a TA that it has not registered with the network, the UE sends a Tracking Area Update Request message, which arrives to the target MME.

Note:
as it is important that the HSS knows the identity of the serving MME, it is important that the RAN and source MME are configured correctly to ensure that a TA update occurs if the MME is relocated.

20)
The target MME may optionally authenticate the UE.

Editor’s note: whether this step is optional needs confirmation from SA 3.

21)


a)
The target MME updates the HSS by sending an Update Location message

b)
The HSS sends a Cancel Location message to the source MME.

c)
The source MME sends a Cancel Location Ack message to the HSS. 

d)
After the HSS has received the Cancel Location Ack message, it sends an Update Location Ack to the target MME. 

Editor’s note: it is FFS how the HSS ensures that the UE context received from the source MME in step 3 is still valid in the target MME.

e)
The source MME releases the bearer(s) in the source Serving GW by sending a Delete Bearer Request message. Note that if the Serving GW is not relocated, only the signalling relationship is released between the Serving GW and the source MME, but the UE context continues to exist in the Serving GW.

f)
The source Serving GW sends a Delete Bearer Response message to the source MME. 

22)
The target MME sends a Tracking Area Update Accept (S-TMSI) message to the UE. The S-TMSI is allocated by the target MME. 

23)
The UE acknowledges the new S-TMSI by sending a Tracking Area Update Complete message. 

Conclusion

We propose to include the above signalling flows into TS 23.401 in appropriate section 5.5.1 titled:

“5.5.1
Inter eNodeB handover with CN node relocation”
and to delete the current Annex C.
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