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1.
Introduction

It is proposed to add the following section into TR 23.8xx (multimedia session continuity). 
******** Start of changes ********
x
Coexistence and/or potential interactions with underlying mobility solutions
x.1 
General
In a mobility-enabled network environment where both network-level as well as IMS-level mobility mechanisms are provided, it is imperative to investigate the mutual impacts between those mechanisms and adapt them appropriately in order harmonize their coexistence. In order to accomplish this and establish a network environment where IMS-level mechanisms can efficiently co-operate and co-exist with potential underlying mobility mechanisms, this section investigates the interactions between IMS-level and network-level mobility mechanisms (as defined in 3GPP Rel-8 specifications).
x.2
Impact of underlying mobility mechanisms on IMS
Editor’s note: It is FFS whether these issues are in the scope of this study.

In this sub-clause we discuss the impact of user’s mobility on IMS under the assumption that the underlying network layers support the mobility mechanisms specified in TS 23.401 [??] and TS 23.402 [??]. In many mobility scenarios, these mechanisms allow the UE to use the same contact address across different IP-CANs, i.e. there is no need for the UE to register a different contact address at every IP-CAN change neither to transfer its ongoing sessions to another contact address. This can help making mobility transparent to the IMS layer. However, as discussed below, even when the UE can use the same contact address across different IP-CANs, its mobility is not completely transparent to the IMS layer.
x.2.1
Access Network Info

Several IMS elements may store the type of access network that is currently used by the UE (as provided in the P-Access-Network-Info header) and use it subsequently for performing access-specific service logic. For example, the Domain Selection Function (DSF, see 3GPP TS 24.206) can use the UE’s current access network type to determine the domain to be used for terminating an incoming session request. Therefore, when the UE hands over to a new IP-CAN with a different access type from the old IP-CAN (e.g. from GERAN to IEEE 802.11) it is desirable to update the IMS network with its current access network type. 
When the network supports extended mobility mechanisms, such as those specified in TS 23.401 and TS 23.402, then the UE may change several IP-CANs during an active multimedia session without updating the IMS network with a new P-Access-Network-Info header, i.e. without sending any SIP signalling until it refreshes the session timers. The same holds true for the case when the UE does not have an active multimedia session. As a consequence, by using extended mobility in the underlying layers the IMS network may not be regularly updated with the UE’s current access network type. This could have an significant impact on IMS session terminating procedures or any other IMS procedures which rely on the UE’s current access network type.
Note:
The value inserted by the UE in the P-Access-Network-Info header is considered as un-trusted information by the network.

Editor’s note:
It is FFS if and how the IMS network needs to be updated with the UE’s current access network type after an IP-CAN change.

x.2.2
P-CSCF Discovery

With extended network mobility mechanisms the UE may be able to maintain IP connectivity to the same P-CSCF while moving across several access networks within a single PLMN or across different PLMNs. This capability creates the question of whether the UE needs to perform the P-CSCF discovery procedure (see TS 23.228) at every IP-CAN change or whether it could reuse the previously discovered P-CSCF.
One principle that has been implicitly assumed in Rel-7 and older specifications is that the UE needs to perform the P-CSCF discovery procedure at every IP-CAN change independently of any underlying mobility mechanisms and independently of whether a P-CSCF address is already known. This principle might need to be re-evaluated when the network mobility mechanisms are in effect because in such case the UE could maintain connectivity to the same P-CSCF when moving across different IP-CANs. In such case, frequent P-CSCF re-discoveries seem not useful and could severely impact the continuity of multimedia sessions because every re-discovery can introduce a considerable additional delay to the session transfer procedure especially when DHCP is used. On the other hand however they might be required when for example an operator wants to deploy particular P-CSCFs for particular access networks (e.g. a separate pool of P-CSCFs for WLAN access and another pool for E-UTRAN access). It might also be required in order to allow the UE to proactively re-discover a usable P-CSCF in the new IP-CAN instead of waiting until discovering that its old P-CSCF is not usable any more. 
Editor’s note:
The principle of “P-CSCF re-discovery at every IP-CAN change” needs to be further studied and identify potential methods to minimize the P-CSCF re-discovery impact on session continuity.
x.2.3
Mobility Scenarios with P-CSCF Change
In several handover scenarios the P-CSCF used by the UE must change after the handover is executed. One example is shown in Figure x.1 in which the UE, over the access network AN-2, uses the services provided by the visited IMS (e.g. emergency IP services) and has a security association with the vP-CSCF. When the UE performs an inter-PLMN handover to access network AN-3, even if the network-layer mobility mechanisms can sustain IP connectivity to vP-CSCF, it might not be able to use vP-CSCF any more for various reasons. For instance, if the UE were using emergency IP services in the visited IMS, after handover the vP-CSCF will reject further requests from UE because now the UE has moved to a different PLMN (this is determined from the new value of P-Access-Network-Info header in all subsequent requests). Even in the case of non-emergency IMS services, operator policy may enforce the vP-CSCF to reject requests from UEs from different PLMNs.
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Figure x.1: Access to visited IMS services after inter-PLMN handover.

In further deployment scenarios (see figure x.2) there might be no inter-PLMN policy interface (S9). In such scenarios, even when the network-layer mobility mechanisms can sustain IP connectivity between the UE and the vP-CSCF after the inter-PLMN handover, there might be no mechanisms to dynamically reserve QoS resources in the target access network (AN-3 in figure x.2). This lack of policy interworking between different PLMNs could have an impact on IMS layer, as in this case IMS mobility mechanisms might be required for continuing the UE’s services through the new PLMN (and through a different P-CSCF).

[image: image2.emf]AN-1

AN-2

Visited

EPC

P-GW

S-GW

AN-3

AN-4

Home

EPC

P-GW

S-GW

Visited

IMS

vP-CSCF

E-CSCF

Home

IMS

hP-CSCF

S-CSCF

hPCRF

vPCRF

S7

S7

S9


Figure x.2: Access to visited IMS services after inter-PLMN handover.

Editor’s note:
Other mobility scenarios that require a P-CSCF change are FFS. 

Editor’s note:
There is need to identify in IMS level when the P-CSCF is required to change and thus invoke appropriate re-discovery and IMS mobility mechanisms.
******** End of changes ********



_1243072584.vsd
AN-1


AN-2


Visited
EPC


P-GW


vP-CSCF


E-CSCF


��


_1243073368.vsd
AN-1


AN-2


Visited
EPC


P-GW



